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Abstract of the contribution: This paper analyses the given proposals about the correct call leg handling   when using shared IMPUs. 

1. Introduction

The issue how to correlate CS and SIP call legs in case of a domain transfer, when a user uses more than one terminal and those are sharing the same public identity has been discussed for several meetings now. The problem has been understood and companies submitted different proposals to the last meeting to solve the issue.

This paper describes the basic principles of these proposals and lists the pros and cons of all of them.

2. Solution 1: Instance ID derived from IMEI/IMSI

The solution is using an Instance ID derived from the IMEI or IMSI. The proposal is described in S2-085649. 

The basic principles of this approach are:

· An Instance-ID is provided by the UE and carried to the SCC AS (as part of the original SIP dialog).

· In SR-VCC, the Instance-ID is carried from UE to MME to MSC

· Instance-ID may be IMEI or IMSI, or calculated from them (note: the discussion on this topic is ongoing in CT).
· In DR-VCC, if IMEI is used as Instance-ID or basis for it, the MSC needs to obtain the IMEI from UE

· SCC AS gets the same Instance-ID in the original SIP dialog and the SR-VCC or DR-VCC session transfer request, which then allows identification of the correct UE
Single Radio VCC
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The solution has following problems or issues:

· If MSC uses a) the Mw interface there is no problem to carry the Instance-Id to the SCC AS.

· If MSC uses b) ISUP/UUS to carry the Instance-ID, then there might be some restrictions due to the availability of UUS, because it is not generally supported by all networks. UUS cannot be mandated. 
· Note: The MSC would be enhanced in this case.
· If MSC uses c) CAMEL, the initial DP carries the IMSI, but IMEI is carried only in CAMEL phase 4. CAMEL phase 4 cannot be mandated. (Note: basic working assumption since Rel-7 VCC, and reconfirmed at SA2 #67)
· Solution requires that the UE supports the Instance-ID, and Instance-ID must be set in a specific manner (e.g. by using IMEI or IMSI) aligned with the MSC Server enhanced for ICS. This would not work with a legacy pre Rel-8 UE, i.e. if the user uses a Rel-7 VCC UE and a Rel-8 simultaneously. If using a legacy UE, the public user id cannot be shared. How to handle this in practice?
Note: Current specifications are unclear whether the user is allowed to use Rel-7 and Rel-8 UE simultaneously, but in reality this cannot be prevented. 
· The impacts of this solution are spread to the UE, MSC, MME and MGCF.
· The solution requires IETF involvement, to define how IMEI or IMSI can be used as instance-id.

3. Solution 2: Instance ID derived from MSISDN

The solution using an Instance ID derived from the MSISDN (or IMSI). The proposal is described in S2-085662.
Basic principles:
· The approach is in general quite similar as solution 1.

· The instance-id is provided by the UE based on the MSISDN (or IMSI) and carried to the SCC AS as part of the original SIP dialog.
· In difference to solution 1, for the CS call leg the SCC AS calculates the instance-id from the IMSI or MSISDN. 

· If IMSI is used as an instance-id, then the SCC AS retrieves the IMSI from the HLR based on the MSISDN, when ISUP is used.

The solution has following problems or issues:

· The UE is normally not aware of its MSISDN even if it is written onto the SIM card. So, using the IMSI might be the better choice

· If the SCC AS has to retrieve the IMSI from the HLR based on the MSISDN, a MAP interface to the SCC AS is required
· As in solution 1, it does not work with legacy (pre Rel-8) UE, because it requires the support for the instance-id set in specific manner.

· This solution impacts the UE and the SCC AS (MAP).

· The solution requires IETF involvement, to define how MSISDN or IMSI can be used as instance-id.

4. Solution 3: The IMS centric approach 

The solution proposing an IMS centralised approach is described in S2-085674. 

The proposal works as following:

· The UE initiates a SIP INVITE towards the B-party (in red). This invite is routed to the originating S-CSCF. The S-CSCF, based on the contact address and the IMS registration binding, determines the private identity of the calling UE and fills the corresponding correlation ID to the INVITE towards the B-party address. The S-CSCF executes iFC and routes the INVITE to SCC AS.

· When the UE performs a Dual Radio domain transfer or in case of SR-VCC domain transfer, the CS network sends a CS SETUP using the STN (in blue). The MSC Server/MGCF receives the CS SETUP and sends an INVITE towards the STN with the MSISDN as a CLI (it fills the MSISDN to the p-asserted-identity header). If the ISUP signaling did not carry the CLI, the gsmSCF in the SCC AS receives the MSISDN from the CS core network (VMSC) via CAMEL protocol. In either case the S-CSCF receives the INVITE with MSISDN in the p-asserted-identity header. Now the S-CSCF uses the MSISDN to find out the corresponding correlation ID, and fills the correlation ID to the INVITE towards the STN. The S-CSCF executes the iFC and routes the INVITE to SCC AS. 

· The SCC AS receives the same correlation ID in the original INVITE towards the B-party and in the INVITE towards the STN (Session Transfer request). Based on the same correlation ID, the SCC AS is able to find the right anchored session(s).
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The solution has following issue:

· The correlation ID may be a new attribute which must be carried in SIP requests, and this may require IETF involvement. This would not be the case if MSISDN is used as a correlation ID, which can be carried in p-asserted-identity header together with the public user id used as a real p-asserted-identity. In this way SIP protocol extensions are not required. There may be other ways too, but this is more a CT1 issue.

· Impacts to S-CSCF and HSS for correlation ID handling. If the MSISDN is used as correlation ID and ISUP does not transfer the MSISDN, interactions between SCC AS and SCF might be needed. But this is not a new network impact, because this functionality might already be required for originating sessions using CS media.
Some of the above issues could potentially be mitigated in case the correlation is done in the SCC AS instead of the S-CSCF. This would however require that the AS is provided with the current correlation instead of the HSS/S-CSCF. 
5. Comparison and Conclusion

	
	Instance ID derived from IMEI/IMSI
(Solution 1)
	Instance ID derived from MSISDN
(Solution 2)
	IMS centric approach
(Solution 3)
	Result

	Impacts to the UE
	Yes
	Yes
	No.


	Solution 3 has no UE impacts.

Solution supports pre Rel-8 UEs (e.g. VCC UE)

	Impacts to core network elements
	MSC, MME and MGCF
	SCC AS
	S-CSCF*, HSS*
	Less impact when using solution 2 and 3.

	IETF involvement
	Yes, to define IMEI or IMSI used as instance-id
	Yes, to define MSISDN or IMSI  used as instance-id
	Only, if not using MSISDN as correlation ID.*
	Solution 3 can avoid IETF impacts.

	Other impacts, issue
	CAMEL ph4, UUS not reliable
	MSISDN cannot be used, its unknown to the UE
	
	


* NOTE: this impact may be mitigated if the correlation is done in the SCC AS instead. 
With an IMS centric solution, the system impacts are limited to IMS entities only, which is in general beneficial for an IMS service. The IMS centric solution also avoids UE impacts, which is not offered by solution 1 and 2.

The authors of this contribution recommend that SA2 agrees on the following architectural requirements that shall be fulfilled by a possible solution:

· The overall system impacts shall be limited to IMS entities.
· Any number and combination of Rel-8 and pre Rel-8 UEs shall be supported.
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