Page 1



3GPP TSG-SA2 Meeting #68 
(
S2-086626
Qingdao, China, 13th ~ 17th October, 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	23.203
	CR
	0222
	(

rev
	-
	(

Current version:
	8.3.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Clarification of UE and Network initiated QoS handling

	
	

	Source to WG:
(

	Qualcomm Europe

	Source to TSG:
(

	S2

	
	

	Work item code:
(

	SAES
	
	Date: (

	03/10/2008

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Each access system has it's access specific signaling to manage QoS. There may be different means to setup so called UE initiated and Nw initiated QoS resources. 

The usage of UE initiated or Nw initiated QoS is determined based on whether it is the UE or the NW who is aware of the required QoS. This depends e.g. on the application capabilities to negotiate QoS at application level. When a UE moves between access systems, UE initiated QoS naturally should stay as UE initiated QoS and Network initiated QoS should stay as Network initiated QoS.
Whenever UE attaches to an access system or a new QoS resource is required within an attached access system, the QoS establishment  is executed generally as follows:
Nw initiated QoS:

· PCRF gets to know the required QoS (e.g. from AF)
· PCRF creates appropriate QoS rules and provides them to the BBF 

· Access specific BBF binds these rules into access specific bearers

· BBF estabslihes the bearers and UE gets informed about SDF- bearer binding in access specific way
UE initiated QoS:

· UE gets to know the required QoS (e.g. from UE hosted apps)

· UE requests QoS from the access network in access specific way

· Access specific BBF maps the request into an authorization request towards the PCRF. PCRF authorizes the QoS request.

· BBF completes the bearer establishment in an access specific way

Typically there is no means for network to trigger establishment of UE initiated QoS, nor UE to trigger establishment of Nw initiated QoS resources. 
In all inter system mobility events where the UE is attaching to the new access system, the bearer contexts are not moved between the access systems. This being the case the access system specific UE and Nw intitiated QoS establishment procedures should be reused for setting up the required QoS.  This CR clarifies this principle in TS 23.203.
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· UE shall trigger establishment of resources for "UE initiated QoS"
New section 6.2.1.x clarifies the handling of multiple BBF situation during inter BBF handovers. 

Sentence added to sections 6.3.1 and 6.5.1 calrifying that PCRF shall remember which rules were created based on NW versus UE Initiated QoS requests.

	
	· 

	Consequences if 
(

not approved:
	The bearer handling in inter access system handovers would remain unclear. 

	
	

	Clauses affected:
(

	6.2.1.x (New), 6.3.1, 6.5.1

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


* * * 1st Change * * * *

6.2.1.x Handling of multiple BBFs

6.2.1.x.1 Active and inactive BBFs

Active BBF indicates the BBF that is currently serving the UE. During handovers additional BBFs, inactive BBFs, may be temporarily associated with the same UE. 

For each IP-CAN session for which dynamic QoS is enabled, there is one active BBF. At any given time the active BBF can be determined by the PCRF based on the information received from PCEF and BBERF (if any).

· When IP-CAN session information from PCEF includes a CoA (i.e. DSMIPv6 is used), the active BBF locates at BBERF which reports the same UE IP address within the GW control session as the one reported as CoA by the PCEF. 
· When IP-CAN session information includes a "BBERF identifier" (i.e. PMIPv6 is used), the active BBF locates at the BBERF which reports the same BBERF identifier as the one reported by the PCEF
· Otherwise (i.e. GTP is used), the active BBF collocates at the PCEF

6.2.1.x.2 Handling of QoS and PCC rules

When a new BBF is detected by the PCRF, the PCRF shall provide QoS rules/PCC rules to the new BBF as follows: 
If the new BBF indicates to the PCRF that a bearer level handover is being executed (e.g. in the case of SGW relocation with PMIPv6 based S5) by including the Source BBERF Identifier into the GW Control session establishment signaling, the PCRF shall provide the new BBF with the same set of  QoS rules that exists in the identified source BBERF. Otherwise:

If the new BBF supports UE/NW bearer establishment mode, the PCRF provides the BBF with a set of new or updated QoS / PCC rules associated with Nw initiated QoS requests. Otherwise the PCRF shall not provide the new BBF with any QoS/PCC rule associated with Nw initiated QoS request.. 
The PCRF shall not provide the new BBF with any QoS/PCC rules associated with UE initiated QoS unless the corresponding UE initiated QoS request is received via the new BBF itself.

Editors note: It is FFS whether PCRF could provide the BBF with a preauthorization for specific UE init QoS resources without an explict request via the new BBF. 
At any given time PCRF ensures that the QoS rules at the active BBF and the PCC rules at the PCEF are kept consistent with each other. When GTP is used as the mobility protocol the BBF function collocates at PCEF and thus no separate QoS rules exist.
PCRF shall also ensure that any changes in the set of QoS rules at the active BBF are reflected into the inactive BBFs reporting the identifier of the active BBERF in their Source BBERF identifier. 

* * * 2nd Change * * * *

6.3
Policy and charging control rule

6.3.1
General

The Policy and charging control rule (PCC rule) comprises the information that is required to enable the user plane detection of, the policy control and proper charging for a service data flow. The packets detected by applying the service data flow template of a PCC rule are designated a service data flow.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCRF via the Gx reference point, while the predefined PCC rules are directly provisioned into the PCEF and only referenced by the PCRF. The PCRF shall also maintain information on whether a dynamic PCC rule is associated with a UE Initiated QoS request (received via the BBERF or the PCEF) or with Network Initiated QoS request (e.g. based on request via Rx).
NOTE 1:
The procedure for provisioning predefined PCC rules is out of scope for this TS.

NOTE 2:
There may be another type of predefined rules that are not explicitly known in the PCRF and not under the control of the PCRF. The operator may define such predefined PCC rules, to be activated by the PCEF on one IP-CAN bearer within the IP-CAN session. The PCEF may only activate such predefined PCC rules if there is no UE provided traffic mapping information related to that IP-CAN bearer. The IP‑CAN session termination procedure deactivates such predefined PCC rules.

There are defined procedures for activation, modification and deactivation of PCC rules (as described in clause 6.3.2). The PCRF may activate, modify and deactivate a PCC rule at any time, over the Gx reference point. However, the modification procedure is applicable to dynamic PCC rules only.

Each PCC rule shall be installed for a single IP-CAN bearer only, i.e. PCC rules containing completely identical information shall receive different PCC rule identifiers (an exception are predefined PCC rules that contain only uplink service data flow filters and which are known to the PCRF, see clause 6.3.2).

The operator defines the PCC rules.

Table 6.3 lists the information contained in a PCC rule, including the information name, the description and whether the PCRF may modify this information in a dynamic PCC rule which is active in the PCEF. The Category field indicates if a certain piece of information is mandatory or not for the construction of a PCC rule, i.e. if it is possible to construct a PCC rule without it.

Table 6.3: The PCC rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the PCEF

	Rule identifier
	Uniquely identifies the PCC rule, within an IP-CAN session.

It is used between PCRF and PCEF for referencing PCC rules.
	Mandatory
	no

	Service data flow detection
	This section defines the method for detecting packets belonging to a service data flow.
	
	

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection.
	Mandatory
	yes

	Service data flow template
	A list of service data flow filters for the detection of the service data flow.
	Mandatory
	yes

	Charging
	This section defines identities and instructions for charging and accounting that is required for an access point where flow based charging is configured 
	
	

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply for the service data flow.
	
	yes

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	
	yes

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	Conditional
(NOTE 4)


	no

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable for reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to pre-defined PCC rules.
	
	yes

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	
	no

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required
	
	Yes

	Policy control
	This section defines how the PCEF shall appy policy control for the service data flow.
	
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed) at the PCEF.
	
	Yes

	QoS class identifier 
	Identifier for the authorized QoS parameters for the service data flow.
Values: see NOTE 1.
	Conditional
(NOTE 2)


	Yes

	UL-maximum bitrate
	The uplink maximum bitrate authorized for the service data flow
	Conditional
(NOTE 3)


	Yes

	DL-maximum bitrate
	The downlink maximum bitrate authorized for the service data flow
	Conditional
(NOTE 3)


	Yes

	UL-guaranteed bitrate
	The uplink guaranteed bitrate authorized for the service data flow
	
	Yes

	DL-guaranteed bitrate
	The downlink guaranteed bitrate authorized for the service data flow
	
	Yes

	ARP
	The Allocation and Retention Priority for the service data flow
	Conditional
(NOTE 5)
	Yes

	NOTE 1:
The QoS class identifier is scalar and accommodates the need for differentiating QoS in all types of 3GPP IP‑CAN. The value range is expandable to accommodate additional types of IP‑CAN.

NOTE 2:
The QoS class identifier is mandatory when the bearer binding is allocated to the PCEF.

NOTE 3:
Mandatory when policy control on SDF level applies.

NOTE 4:
Mandatory if there is no default charging method for the IP‑CAN session.

NOTE 5:
Mandatory when policy control on SDF level applies unless otherwise stated in an access-specific Annex.


The PCC Rule identifier shall be unique for a PCC rule within an IP-CAN session. A dynamically provided PCC rule that has the same Rule identifier value as a predefined PCC rule shall replace the predefined rule within the same IP-CAN session.

The PCC Service data flow template may comprise any number of Service data flow filters. A Service data flow filter contains information for matching user plane packets. A Service data flow filter, provided from the PCRF, contains information elements for matching against the IP 5-tuple. The Service data flow template filtering information within an activated PCC rule is applied at the PCEF to identify the packets belonging to a particular service data flow.

NOTE 3:
Predefined PCC rules may include service data flow filters, which support extended capabilities, including enhanced capabilities to identify events associated with application protocols.

The PCC Precedence defines in what order the activated PCC rules within the same IP-CAN session shall be applied at the PCEF for service data flow detection. When a dynamic PCC rule and a predefined PCC rule have the same precedence, the dynamic PCC rule takes precedence.

NOTE 4:
The operator shall ensure that overlap between the predefined PCC rules can be resolved based on precedence of each predefined PCC rule in the PCEF. The PCRF shall ensure that overlap between the dynamically allocated PCC rules can be resolved based on precedence of each dynamically allocated PCC rule. Further information about the configuration of the PCC rule precedence is described in Annex G.

For downlink packets all the service data flow templates, activated for the IP-CAN session shall be applied for service data flow detection and for the mapping to the correct IP-CAN bearer. For uplink packets the service data flow templates activated on their IP-CAN bearer shall be applied for service data flow detection.

The PCC Charging key is the reference to the tariff for the service data flow. Any number of PCC Rules may share the same charging key value. The charging key values for each service shall be operator configurable.

NOTE 5:
Assigning the same Charging key for several service data flows implies that the charging does not require the credit management to be handled separately.

The PCC Service identifier identifies the service. PCC Rules may share the same service identifier value. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.

NOTE 6:
The PCC service identifier need not have any relationship to service identifiers used on the AF level, i.e. is an operator policy option.

The PCC Charging method indicates whether online charging, offline charging, or both are required or the service data flow is not subject to any end user charging. If the PCC charging method identifies that the service data flow is not subject to any end user charging, a PCC Charging key shall not be included in the PCC rule for that service data flow, along with other charging related parameters. If the PCC charging method is omitted the PCEF shall apply the default charging method as determined at IP‑CAN session establishment (see clause 6.4). The PCC Charging method is mandatory if there is no default charging method for the IP‑CAN session.

The PCC Measurement method indicates what measurements apply for charging for PCC rule.

The PCC Service Identifier Level Reporting indicates whether the PCEF shall generate reports per Service Identifier. The PCEF shall accumulate the measurements from all PCC rules with the same combination of Charging key/Service identifier values in a single report.

The PCC Application function record information identifies an instance of service usage. A subsequently generated usage report, generated as a result of the PCC rule, may include the Application function record information, if available. The Application Function Record Information may contain the AF Charging Identifier and/or the Flow identifiers. The report is however not restricted to include only usage related to the Application function record information reported, as the report accumulates the usage for all PCC rules with the same combination of Charging key/Service identifier values. If exclusive charging information related to the Application function record information is required, the PCRF shall provide a service identifier, not used by any other PCC rule of the IP-CAN session at this point in time, for the AF session.

NOTE 7:
For example, the PCRF may be configured to maintain a range of service identifier values for each service which require exclusive per instance charging information. Whenever a separate counting or credit management for an AF session is required, the PCRF shall select a value, which is not used at this point in time, within that range. The uniqueness of the service identifier in the PCEF ensures a separate accounting/credit management while the AF record information identifies the instance of the service.

The PCC Gate indicates whether the PCEF shall let a packet matching the PCC Service data flow template, pass through (gate is open) the PCEF or the PCEF shall discard (gate is closed) the packet.

NOTE 8:
A packet, matching a PCC Rule with an open gate, may be discarded due to credit management reasons.

The QoS Class Identifier for the service data flow. The QoS class identifier represents the QoS parameters for the service data flow. The PCEF maintains the mapping between QoS class identifier and the QoS concept applied within the specific IP‑CAN. The bitrate information is separate from the QoS class identifier value.

The bitrates indicate the authorized bitrates at the IP packet level of the SDF, i.e. the bitrates of the IP packets before any IP-CAN specific compression or encapsulation.

The UL maximum-bitrate indicates the authorized maximum bitrate for the uplink component of the service data flow.

The DL maximum-bitrate indicates the authorized maximum bitrate for the downlink component of the service data flow.

The UL guaranteed-bitrate indicates the authorized guaranteed bitrate for the uplink component of the service data flow.

The DL guaranteed-bitrate indicates the authorized guaranteed bitrate for the downlink component of the service data flow.

The 'Maximum bitrate' is used for enforcement of the maximum bit rate that the SDF may consume, while the 'Guaranteed bitrate' is used by the PCEF to determine resource allocation.

The Allocation/Retention Priority indicates the priority of allocation and retention of the service data flow. The Allocation/Retention Priority resolves conflicts demand for network resources. The service data flows with a higher priority are allowed to use network resources.

* * * 3rd Change * * * *

6.5
Quality of Service Control rule


6.5.1
General

The Quality of Service control rule (QoS rule) comprises the information that is required to enable the user plane detection of the QoS control for a service data flow in the BBERF. The packets detected by applying the service data flow template of a QoS rule are designated a service data flow.

The PCRF shall ensure that each PCC rule in the PCEF has a corresponding active QoS rule in the BBERF. The QoS rule shall contain the same service data flow template, precedence and the QoS information as the corresponding PCC rule. The PCRF shall also maintain information on whether a dynamic QoS rule is associated with a UE Initiated QoS request (received via the BBERF or the PCEF) or with Network Initiated QoS request (e.g. based on request via Rx).

NOTE:
During the course of a BBERF change procedure the BBERF might not be able to maintain the correspondence throughout the procedure. The post-condition for the procedure shall however be that corresponding PCC and QoS rules are active at the PCEF and BBERF.

There are defined procedures for activation, modification and deactivation of QoS rules (as described in clause 6.5.2). The PCRF may activate, modify and deactivate a QoS rule over the Gxx reference point. 

The QoS rules are derived from the PCC rules.

Table 6.5 lists the information contained in a QoS rule, including the information name and whether the PCRF may modify this information in a QoS rule which is active in the BBERF. For the IE description, refer to clause 6.3.1. The Category field indicates if a certain piece of information is mandatory or not for the construction of a QoS rule, i.e. if it is possible to construct a QoS rule without it.

Table 6.5: The QoS rule information

	Information name
	Category
	PCRF permitted to modify for an active QoS rule in the BBERF

	Rule identifier
(NOTE 1)
	Mandatory
	No

	Service data flow detection
	
	

	Precedence
	Mandatory
	Yes

	Service data flow template
	Mandatory
	Yes

	QoS control
	
	

	QoS class identifier 
(NOTE 2)
	Mandatory
	Yes

	UL-maximum bitrate
	Conditional
(NOTE 3)
	Yes

	DL-maximum bitrate
	Conditional
(NOTE 3)
	Yes

	UL-guaranteed bitrate
	Conditional
(NOTE 3)
	Yes

	DL-guaranteed bitrate
	Conditional
(NOTE 3)
	Yes

	ARP
	Conditional

(NOTE 3)
	Yes

	NOTE 1:
The Rule-Identifier uniquely defines an active QoS rule for a certain BBERF within the scope of a UE.

NOTE 2:
The QoS class identifier is scalar and accommodates the need for differentiating QoS in all types of IP-CAN. The value range is expandable to accommodate operator specific policies.

NOTE 3:
If present in the corresponding PCC rule.
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