Page 1



3GPP TSG SA WG2 Meeting #68
TD S2-086602
13 - 17 October, 2008

Qing Dao, China

	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	23.402
	CR
	0482
	(

rev
	-
	(

Current version:
	8.3.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	X
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Procedure for deleting IP address for S2a interface

	
	

	Source to WG:
(

	Samsung

	Source to TSG:
(

	SA2

	
	

	Work item code:
(

	SAES
	
	Date: (

	0710/2008

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	In SA2#67, we agreed to include procedure for deleting IPv4 address when UE sends DHCPv4 release for S5/S8 interface in S2-086337 and S2-086202. When the PDN type is IPv4, the PDN GW initiates PDN Disconnection procedure. When  the PDN Type is IPv4v6, the PDN GW initiates the Binding Revocation Indication (BRI) with an indication that only IPv4 address is to be deleted from Binding Update List (BUL). If the PDN type is IPv4, then PDN connection is disconnected.
A similar procedure is proposed in this paper for S2a interface. 

	
	

	Summary of change:
(

	For trusted non-3GPP access, the DHCP server can either be collocated with PDN GW or can be in trusted non-3GPP access. 

In the case of collocated DHCP functionality between PDN GW and DHCP server, the same procedure as for S5/S8 can be used.

In the case of DHCP server in non-3GPP access, we propose: the MAG initiates PBU with lifetime 0 only for the IPv4 address. 
We also propose that if the PDN type is IPv4 only, the PDN connection is disconnected.

	
	

	Consequences if 
(

not approved:
	The functional mis-match betwen S5/S8 and S2a interface.

	
	

	Clauses affected:
(

	4.7.2, 6.X, 6.Y

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


******************START OF First CHANGE**********************

4.7.2
IP Address Allocation in Trusted Non-3GPP IP Access using PMIPv6 on S2a

IP address is allocated to the UE when connectivity to new PDN is initiated. The IP address can be provided by either PDN GW or external PDN. Access GW in non-3GPP access system is responsible for delivering the IP address to the UE. The non-3GPP Access shall support at least one of the following functionalities in order to successfully allocate IP address to the UE in the EPC:

-
Support of DHCPv4 relay agent functionality for IPv4 parameter configuration and IP address allocation as specified in RFC 2131 [28] and RFC 4039 [29] and in clause 4.7.1 for Serving GW.This functionality is required to support DHCPv4 based IP address allocation mechanism in the UE.

-
Support of DHCPv4 server functionality for IPv4 parameter configuration and IP address allocation as specified in RFC 2131 [28] and RFC 4039 [29]. This functionality is required to support DHCPv4 based IP address allocation mechanism in the UE.

NOTE:
The configuration parameters are received from the PDN GW by using DHCPv4 (the non-3GPP Access GW as DHCP client) or PMIP PCO at PBA message. When DHCP is used, the DHCP messages shall be sent within the PMIP tunnel.

-
Support of DHCPv6 (relay agent or server) functionality for IPv6 parameter configuration as specified in RFC 3736 [30]. This functionality is required to support DHCPv6 based parameter configuration mechanism in the UE.

-
Support of prefix advertisement for IP prefix received from PDN GW in PMIPv6 Proxy Binding Acknowledgement.

-
Support for IPv4 Address allocation that is received from PDN GW from PMIPv6 Proxy Binding Acknowledgement using access specific mechanisms.

-
Anytime after the UE releases the IPv4 address using DHCPv4 or IPv4 address lease time expires, and if the PDN Type is IPv4
· if the PDN GW is collocated with DHCP Server, the PDN GW initiate “PDN-GW-initiated PDN-disconnection” procedure for the given PDN connection. The same IP address shall not be allocated to another UE immediately.
· if the DHCP server is located in trusted non-3GPP access system, the trusted non-3GPP access system will initiate “Network initiated Resource Allocation Deactivation with S2a PMIP” procedure for the given PDN connection. The same IP address shall not be allocated to another UE immediately.
-
Anytime after the UE releases the IPv4 address using DHCPv4 or IPv4 address lease time expires, and if the PDN Type is IPv4v6 

· if the PDN GW is collocated with the DHCP Server, the PDN GW initiates the “PDN GW initiated IPv4 address Delete Procedure” procedure to delete the IPv4 address from the PDN connection and from bearer contexts. The same IP address shall not be allocated to another UE immediately. 
· if the PDN GW is not collocated with the DHCP Server, the non-3GPP access may initiate “Non-3GPP access initiated IPv4 address Delete Procedure” procedure to delete the IPv4 address from the PDN connection and bearer contexts. The same IP address shall not be allocated to another UE immediately 
Note: 
After releasing the IPv4 address using DHCPv4 Release procedure, UE can request an IPv4 address for the same PDN connection subsequently.

******************END OF CHANGE********************************

******************START OF NEXT CHANGE**********************

6.X  PDN GW initiated IPv4 address Delete Procedure

This procedure is initiated by the PDN GW when the UE releases the IPv4 address using DHCPv4 procedure or the lease for the IP address has expired. The procedure is used to delete the IPv4 address from the PDN connection  bearer context.
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The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-5) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The PCEF initiates the Gateway Control Session Modification Procedure with the PCRF as specified in TS 23.203 [19]. The PDN GW provides the information to enable the PCRF to uniquely identify the IP‑CAN session. 
2.
In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the Trusted non-3GPP access of the updated QoS rules.

3. The Trusted non-3GPP Access initiates the “Network-initiated Dynamic PCC on S2a” procedure to release the bearers.
4. The trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the GW Control and Qos rules provision procedure descripbed in TS 23.203 [19].
5.   The PDN GW sends a Binding Revocation Indication (PDN address) message to the trusted non-3GPP access to revoke the IPv4 address as defined in draft-ietf-mext-binding-revocation [35]. 

6.
 The trusted non-3GPP access returns a Binding Revocation Acknowledgement message to the PDN GW.
******************END OF CHANGE********************************

******************START OF NEXT CHANGE**********************

6.Y  Non-3GPP access initiated IPv4 address Delete Procedure

This procedure is initiated by the Trusted non-3GPP access when the UE releases the IPv4 address using DHCPv4 procedure or the lease for the IP address has expired. The procedure is used to delete the IPv4 address from the PDN connection and bearer context.
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The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-5) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The trusted non-3GPP access initiates the Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19]. The Trusted non-3GPP access provides the UE release of resources as an Event Report. The PCRF makes a PCC decision as a result of the Gateway Control and QoS policy request and provides the updated QoS Rules to trusted non-3GPP access
2.
An IP-CAN specific or resource release procedure may be triggered by the enforcement of the received policy rules. 
3.
The trusted non-3GPP access indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure
4.
The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update the PCC rules in the PDN GW. The updated PCC Rules and Event Triggers include any adjustments to resources due to the decision taken in step 1.
5.
The MAG in the Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, lifetime=0, IPv4 only indication) message to the PDN GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The indication for IPv4 only informs the UE that only the IPv4 address from BCE is to be deleted. The APN is needed in order to determine which PDN GW to de-register the UE from, as some PDNs may support multiple PDNs.
6.
 The PDN GW modifies the existing entry to delete the IPv4 address implied in the Proxy Binding Update message from its Binding Cache and releases all associated resources, and then sends a Proxy Binding Ack (MN NAI, APN, lifetime=0, IPv4 only indicator) message to the MAG in trusted non-3GPP access.

******************END OF CHANGE********************************

******************START OF NEXT CHANGE**********************

6.12.X Network initiated Resource Allocation Deactivation with S2a PMIP
All the resource allocations associated with the PDN address are released in this procedure.
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Figure 6.12.1-1 Network Initiated Resource Allocation Deactivation with S2a PMIP
The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-5) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The trusted non-3GPP access initiates the Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19]. The Trusted non-3GPP access provides the UE release of resources as an Event Report. The PCRF makes a PCC decision as a result of the Gateway Control and QoS policy request and provides the updated QoS Rules to trusted non-3GPP access
2.
An IP-CAN specific or resource release procedure may be triggered by the enforcement of the received policy rules. 

3.
The trusted non-3GPP access indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure

4.
The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update the PCC rules in the PDN GW. The updated PCC Rules and Event Triggers include any adjustments to resources due to the decision taken in step 1.
5.
The MAG in the Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, lifetime=0, IPv4 only indication) message to the PDN GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The indication for IPv4 only informs the UE that only the IPv4 address from BCE is to be deleted. The APN is needed in order to determine which PDN GW to deregister the UE from, as some PDNs may support multiple PDNs.
6.
 The PDN GW modifies the existing entry to delete the IPv4 address implied in the Proxy Binding Update message from its Binding Cache and releases all associated resources, and then sends a Proxy Binding Ack (MN NAI, APN, lifetime=0, IPv4 only indicator) message to the MAG in trusted non-3GPP access.
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