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***** FIRST CHANGE *****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

MME Pool Area: An MME Pool Area is defined as an area within which a UE may be served without need to change the serving MME. An MME Pool Area is served by one or more MMEs ("pool of MMEs") in parallel. MME Pool Areas are a collection of complete Tracking Areas. MME Pool Areas may overlap each other.

Serving GW Service Area: A Serving GW Service Area is defined as an area within which a UE may be served without need to change the Serving GW. A Serving GW Service Area is served by one or more Serving GWs in parallel. Serving GW Service Areas are a collection of complete Tracking Areas. Serving GW Service Areas may overlap each other.

PDN Connection: The association between a UE represented by one IPv4 address and/or one IPv6 prefix/address, and a PDN represented by an APN.

Default Bearer: The EPS bearer which is established when the UE connects to a PDN, and remains established throughout the lifetime of the PDN connection. 
Default APN: A Default APN is defined as the APN which is marked as default in the subscription data and used during the Attach procedure for PDN connection.

***** NEXT CHANGE *****
5.4.2.2
HSS Initiated Subscribed QoS Modification

The HSS Initiated Subscribed QoS Modification for a GTP-based S5/S8 is depicted in figure 5.4.2.2-1.
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Figure 5.4.2.2-1: HSS Initiated Subscribed QoS Modification

NOTE:
For a PMIP-based S5/S8, procedure steps (A) and steps (B) are defined in TS 23.402 [2]. Steps 3, 4, 5 and 7 concern GTP based S5/S8.

1.
The HSS sends an Insert Subscriber Data (IMSI, Subscription Data) message to the MME (see clause 5.3.9.2). The Subscription Data includes EPS subscribed QoS (QCI, ARP) and the subscribed UE-AMBR and APN‑AMBR.

2a.
This step is executed in case the subscribed UE-AMBR has been modified.


If the subscribed UE-AMBR has been modified, the MME calculates a new UE-AMBR value as described in clause 4.7.3 and may then signal a modified UE-AMBR value to the eNB by using S1-AP UE Context Modification Procedure.


If only the UE-AMBR has been modified, the HSS Initiated Subscribed QoS Modification Procedure ends after completion of the UE Context Modification Procedure.

2b.
In case the the QCI and/or ARP and/or subscribed APN-AMBR has been modified the MME sends the Update Bearer Request (EPS Bearer Identity, EPS Bearer QoS, APN‑AMBR) message to the Serving GW. The EPS Bearer Identity identifies one of the bearers in the PDN connection. The EPS Bearer QoS contains the EPS subscribed QoS profile to be updated.

3.
The Serving GW sends the Update Bearer Request (EPS Bearer Identity, EPS Bearer QoS, APN‑AMBR) message to the PDN GW.

4.
If PCC infrastructure is deployed, the PDN GW informs the PCRF about the bearer QoS update. The PCRF sends new updated PCC decision to the PDN GW. This corresponds to the PCEF-initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6].

5.
The PDN GW modifies the default bearer of each PDN connection corresponding to the APN for which subscribed QoS has been modified. The PDN GW then sends the Update Bearer Request (EPS Bearer Identity, EPS Bearer QoS, UL TFT, APN‑AMBR) message to the Serving GW.

6.
If the QCI and/or ARP parameter(s) have been modified, steps 3 to 8, as described in clause 5.4.2.1, , Figure 5.4.2.1-1, are invoked. If neither the QCI nor the ARP have been modified, but instead only the APN-AMBR was updated , steps 3 to 8, as described in clause 5.4.3, Figure 5.4.3-1, are invoked.

7.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

8.
The PDN GW indicates to the PCRF whether the requested PCC decision was enforced or not by sending a Provision Ack message.

***** NEXT CHANGE *****
5.4.4.1
PDN GW initiated bearer deactivation

The bearer deactivation procedure for a GTP based S5/S8 is depicted in figure 5.4.4.1-1. In this procedure, the UE is assumed to be in ECM-CONNECTED. This procedure can be used to deactivate a dedicated bearer or deactivate all bearers belonging to a PDN address. If the default bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all bearers belonging to the PDN connection.
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Figure 5.4.4.1-1: PDN GW Initiated Bearer Deactivation, UE in active mode

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For an PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP-based S5/S8.

1.
If dynamic PCC is not deployed, The PDN GW is triggered to initiate the Bearer Deactivation procedure due either a QoS policy or on request from the MME (as outlined in clause 5.4.4.2). Optionally, the PCRF sends QoS policy to the PDN GW. This corresponds to the initial steps of the PCRF-initiated IP‑CAN Session Modification procedure or the response to the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy. The PDN GW initiated Bearer deactivation is also performed when handovers without optimization occurs from 3GPP to non-3GPP, in which case, the default bearer and all the dedicated bearers associated with the PDN address are released, but the PDN address is kept in the PDN GW.
2.
The PDN GW sends a Delete Bearer Request (PTI, EPS Bearer Identity, Causes) message to the Serving GW. The Procedure Transaction Id (PTI) parameter in this step and in the following steps is only used when the procedure was initiated by a UE Requested Bearer Resource Modification Procedure - see clause 5.4.5. This message can include an indication that all bearers belonging to that PDN connection shall be released. The PDN GW includes 'Cause' IE in the Delete Bearer Request message and sets the IE to 'RAT changed from 3GPP to Non-3GPP' if the Delete Bearer Request message is caused by handover without optimization occurs from 3GPP to non-3GPP.
3a.
The Serving GW sends the Delete Bearer Request (PTI, EPS Bearer Identity, Cause) message to the MME. This message can include an indication that all bearers belonging to that PDN connection shall be released.

3b.
If ISR is activated, the Serving GW sends the Delete Bearer Request (PTI, EPS Bearer Identity, Cause) message to the SGSN. This message can include an indication that all bearers belonging to that PDN connection shall be released, and the SGSN releases all bearer resources of the PDN connection.

NOTE 2:
If all the bearers belonging to a UE are released due to handover without optimization occurs from 3GPP to non-3GPP, the SGSN changes the MM state of the UE to IDLE (GERAN network) or PMM-DETACHED (UTRAN network).

4.
If the release of the bearer in E‑UTRAN has already been signalled to the MME, steps 4‑7 are omitted. Otherwise the MME sends the S1-AP Deactivate Bearer Request (EPS Bearer Identity) message to the eNodeB. When the bearer deactivation procedure was originally triggered by a UE request, the MME builds a NAS Deactivate EPS Bearer Request message including the PTI, and includes it in the S1-AP Deactivate Bearer Request message.

5.
The eNodeB sends the RRC Connection Reconfiguration message including the EPS Radio Bearer Identity to release to the UE. If the S1-AP message in step 4 contains a NAS PDU, the RRC message includes the NAS PDU.

6.
The UE RRC releases the radio bearers indicated in the RRC message in step 5, and indicates the radio bearer status to the UE NAS. Then the UE NAS removes the UL TFTs and EPS Bearer Identity according to the radio bearer status indication from the UE RRC. The UE responds to the RRC Connection Reconfiguration Complete message to the eNodeB.

7.
The eNodeB acknowledges the bearer deactivation to the MME with a Deactivate Bearer Response (EPS Bearer Identity) message.

8a.
The MME deletes the bearer context related to the deactivated EPS bearer and acknowledges the bearer deactivation to the Serving GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

8b
The SGSN deletes PDP Context related to the deactivated EPS bearer and acknowledges the bearer deactivation to the Serving GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

9.
If ISR is activated, after receiving the two Delete Bearer Response messages from the MME and the SGSN, or if ISR is not activated, after receiving the Delete Bearer Response messages from the MME, the Serving GW deletes the bearer context related to the deactivated EPS bearer acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

10.
The PDN GW deletes the bearer context related to the deactivated EPS bearer. If the dedicated bearer deactivation procedure was triggered by receiving a PCC decision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision was successfully enforced by completing the PCRF-initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], proceding after the completion of IP‑CAN bearer signalling.

NOTE 3:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.


Steps 4 to 7 are not performed when the UE is in ECM-IDLE. The EPS bearer state is synchronized between the UE and the network at the next ECM-IDLE to ECM-CONNECTED transition (e.g. Service Request or TAU procedure).


If all the bearers belonging to a UE are released, the MME shall change the MM state of the UE to EMM-DEREGISTERED and the MME sends the S1 Release Command to the eNodeB, which initiates the release of the RRC connection for the given UE if it is not released yet, and returns an S1 Release Complete message to the MME.

If the UE detects that all of its bearers are released, the UE shall also change the MM state to EMM-DEREGISTERED.

Editor's note:
FFS: handling of steps 4 to 7 when the UE is in ECM-CONNECTED but not reachable.

***** NEXT CHANGE *****
5.4.4.2
MME Initiated Bearer Deactivation

MME initiated Bearer Deactivation is depicted in Figure 5.4.4.2-1 below. 
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Figure 5.4.4.2-1: MME initiated Bearer Deactivation

NOTE:
For a PMIP-based S5/S8, procedure steps (A) and steps (B) are defined in TS 23.402 [2]. Steps 3, 4, 5 and 7 concern GTP based S5/S8

0.
Radio bearers for the UE in the ECM-CONNECTED state may be released due to a local reasons (e.g. the radio conditions do not allow the eNodeB to maintain all the allocated bearers). The UE deletes the bearer contexts related to the released radio bearers.

1.
When the eNodeB releases radio bearers in step 0, it sends an indication of bearer release to the MME. This indication may be e.g. the Bearer Release Request (EPS Bearer Identity) message to the MME, or alternatively Initial Context Setup Complete, Handover Request Ack and UE Context Response, Path Switch Request may also indicate the release of a bearer.

2.
The MME sends the Request Bearer Deactivation (EPS Bearer Identity) message to the Serving GW to deactivate the selected bearer.

3.
The Serving GW sends the Request Bearer Deactivation (EPS Bearer Identity) message to the PDN GW. If the default bearer belonging to a PDN connection is deactivated, the PDN GW shall proceed to deactivate all bearers belonging to the PDN connection.
4.
If PCC infrastructure is deployed, the PDN GW informs the PCRF about the loss of resources by means of a PCEF-initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6]. The PCRF sends a updated PCC decision to the PDN GW.

5.
The PDN GW sends a Delete Bearer Request (EPS Bearer Identity) message to the Serving GW.

6.
The Serving GW sends the Delete Bearer Request (EPS Bearer Identity) message to the MME.

7.
Steps between steps 4 and 7, as described in clause 5.4.4.1, are invoked. This is omitted if the bearer deactivation was triggered by the eNodeB in step 0 and step 1.

8.
The MME deletes the bearer contexts related to the deactivated EPS bearer and acknowledges the bearer deactivation to the Serving GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

9.
The Serving GW deletes the bearer context related to the deactivated EPS bearer and acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

***** NEXT CHANGE *****
5.7.2
MME

The MME maintains MM context and EPS bearer context information for UEs in the ECM-IDLE, ECM‑CONNECTED and EMM-DEREGISTERED states. Table 5.7.2-1 shows the context fields for one UE.

Table 5.7.2-1: MME MM and EPS bearer Contexts

	Field
	Description
	Status



	IMSI
	IMSI (International Mobile Subscriber Identity) is the subscribers permanent identity.
	

	MSISDN
	The basic MSISDN of the UE. The presence is dictated by its storage in the HSS.
	

	MM State
	Mobility management state ECM-IDLE, ECM-CONNECTED, EMM-DEREGISTERED.
	

	GUTI
	Globally Unique Temporary Identity.
	

	ME Identity
	Mobile Equipment Identity – (e.g. IMEI/IMEISV) Software Version Number
	

	Tracking Area List
	Current Tracking area list
	

	TAI of last TAU
	TAI of the TA in which the last Tracking Area Update was initiated.
	

	E-UTRAN Cell Global Identity
	Last known E-UTRAN cell
	

	E-UTRAN Cell Identity Age
	Time elapsed since the last E-UTRAN Cell Global Identity was acquired
	

	Authentication Vector
	Temporary authentication and key agreement data that enables an MME to engage in AKA with a particular user. An EPS Authentication Vector consists of four elements:

a) network challenge RAND,

b) an expected response XRES,

c) Key KASME,

d) a network authentication token AUTN.
	

	UE Radio Access Capability
	UE radio access capabilities.
	

	UE Network Capability
	UE network capabilities including security algorithms and key derivation functions supported by the UE
	

	Selected NAS Algorithm
	Selected NAS security algorithm
	

	Selected AS Algorithm
	Selected AS security algorithms.
	

	KSIASME
	Key Set Identifier for the main key KASME
	

	KASME
	Main key for E-UTRAN key hierarchy based on CK, IK and Serving network identity
	

	NAS Keys and COUNT
	KNASint, K_NASenc, and NAS COUNT parameter.
	

	Selected CN operator id
	Selected core network operator identity (to support network sharing as defined in TS 23.251 [24]). 
	

	Recovery
	Indicates if the HSS is performing database recovery.
	

	Access Restriction
	The access restriction subscription information.
	

	ODB for PS parameters
	Indicates that the status of the operator determined barring for packet oriented services.
	

	MME IP address for S11
	MME IP address for the S11 interface (used by S-GW)
	

	MME TEID for S11
	MME Tunnel Endpoint Identifier for S11 interface.
	

	S-GW IP address for S11
	S-GW IP address for the S11 interface (used by MME)
	

	S-GW TEID for S11
	S-GW Tunnel Endpoint Identifier for the S11 interface.
	

	eNodeB Address in Use
	The IP address of the eNodeB currently used.
	

	eNB UE S1AP ID
	Unique identity of the UE within eNodeB.
	

	MME UE S1AP ID
	Unique identity of the UE within MME.
	

	Subscribed UE-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers according to the subscription of the user.
	

	UE-AMBR
	The currently used Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers.
	

	APN Restriction
	Denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. 
	FFS

	Subscribed Charging Characteristics
	e.g. Normal, prepaid, flat rate and/or hot billing.
	

	For each active PDN connection: 
	

	APN in Use
	The APN currently used. This APN shall be composed of the APN Network Identifier and the APN Operator Identifier.
	

	APN Subscribed
	The subscribed APN received from the HSS.
	

	IP Address(es)
	IPv4 address and/or IPv6 prefix
	FFS if these are stored.

	VPLMN Address Allowed
	Specifies whether the UE is allowed to use the APN in the domain of the HPLMN only, or additionally the APN in the domain of the VPLMN.
	

	PDN GW Address in Use (control plane)
	The IP address of the PDN GW currently used for sending control plane signalling.
	

	Location Change Report Required
	Need to communicate Cell or TAI to the PDN GW with this EPS bearer Context. 
	

	EPS subscribed QoS profile
	The bearer level QoS parameter values for that APN's default bearer (QCI and ARP) (see clause 4.7.3).
	

	Subscribed APN-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for this APN, according to the subscription of the user.
	

	APN-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for this APN, as decided by the PDN-GW.
	

	PDN GW GRE Key for uplink traffic (user plane)
	PDN GW assigned GRE Key for the S5/S8 interface for the user plane for uplink traffic. (For PMIP-based S5/S8 only)
	

	Default bearer
	Identifies the EPS Bearer Id of the default bearer within the given PDN connection. (This information might not be available in case the UE has been registered at a Gn/Gp SGSN since the establishment of the PDN connection.)
	

	For each EPS Bearer within the PDN connection

	EPS Bearer ID 
	An EPS bearer identity uniquely identifies an EP S bearer for one UE accessing via E-UTRAN
	

	TI
	Transaction Identifier
	

	IP address for S1-u
	IP address of the S-GW for the S1-u interfaces.
	

	TEID for S1u
	Tunnel Endpoint Identifier of the S-GW for the S1-u interface.
	

	EPS bearer QoS parameters
	QCI and ARP 

optionally: GBR and MBR in case of GBR bearer


	

	EPS Bearer Charging Characteristics
	e.g. Normal, prepaid, flat-rate and/or hot billing.
	

	Charging Id
	Charging identifier, identifies charging records generated by SGW and PDN GW.
	FFS

	DL TFT
	Downlink Traffic Flow Template. (For PMIP-based S5/S8 only)
	

	UL TFT
	Uplink Traffic Flow Template. (For PMIP-based S5/S8 only)
	

	URRP-MME
	URRP-MME indicating that the HSS has requested the MME to notify the HSS regarding UE reachability at the MME
	


Editor's note:
The"Status" columns will be removed when the FFS's are resolved.

Editor's note:
FFS how detached state security context caching is handled in E-UTRAN.
***** NEXT CHANGE *****
5.7.3
Serving GW

The Serving GW maintains the following EPS bearer context information for UEs. Table 5.7.3-1 shows the context fields for one UE.

Table 5.7.3-1: SGW EPS bearer context

	Field
	Description
	E-UTRAN
	UTRAN/
GERAN

	IMSI
	IMSI (International Mobile Subscriber Identity) is the subscriber permanent identity.
	X
	X

	MSISDN
	The basic MSISDN of the UE. The presence is dictated by its storage in the HSS.
	X
	X

	Selected CN operator id
	Selected core network operator identity (to support network sharing as defined in TS 23.251 [24]). 
	X
	X

	MME TEID for S11
	MME Tunnel Endpoint Identifier for the S11 interface
	X
	

	MME IP address for S11
	MME IP address the S11 interface.
	X
	

	SGW TEID for S11/S4 (control plane)
	SGW Tunnel Endpoint Identifier for the S11 Interface and the S4 Interface (control plane).
	X
	X

	SGW IP address for S11/S4 (control plane)
	SGW IP address for the S11 interface and the S4 Interface (control plane).
	X
	X

	SGSN IP address for S4 (control plane)
	SGSN IP address for the S4 interface (Used by the S-GW).
	
	X

	SGSN TEID for S4 (control plane)
	SGSN Tunnel Endpoint Identifier for the S4 interface.
	
	X

	Trace reference
	Identifies a record or a collection of records for a particular trace.
	X
	X

	Trace type
	Indicates the type of trace
	X
	X

	Trigger id
	Identifies the entity that initiated the trace
	X
	X

	OMC identity
	Identifies the OMC that shall receive the trace record(s).
	X
	X

	For each PDN Connection:

NOTE:
The following entries are repeated for each PDN.

	APN in Use
	The APN currently used. This APN shall be composed of the APN Network Identifier and the APN Operator Identifier.
	X
	X

	
	
	
	

	P-GW Address in Use (control plane)
	The IP address of the P-GW currently used for sending control plane signalling.
	X
	X

	P-GW TEID for S5/S8 (control plane)
	P-GW Tunnel Endpoint Identifier for the S5/S8 interface for the control plane.
	X
	X

	S-GW IP address for S5/S8 (control plane)
	S-GW IP address for the S5/S8 for the control plane signalling. 
	X
	X

	S-GW TEID for S5/S8 (control plane)
	S-GW Tunnel Endpoint Identifier for the S5/S8 control plane interface.
	X
	X

	APN Restriction
	Denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. 
	X
	X

	Default Bearer
	Identifies the default bearer within the PDN connection by its EPS Bearer Id. The default bearer is the one which is established first within the PDN connection. 
	X
	X

	For each EPS Bearer within the PDN Connection:

NOTE:
The following entries defining the EPS Bearer specific parameters are included within the set of parameters defining the PDN Connection.

	EPS Bearer Id
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN
	X
	X

	UL TFT
	Uplink Traffic Flow Template
	X
	X

	DL TFT
	Downlink Traffic Flow Template
	X
	X

	P-GW Address in Use (user plane)
	The IP address of the P-GW currently used for sending user plane traffic.
	X
	X

	P-GW TEID for S5/S8 (user plane)
	P-GW Tunnel Endpoint Identifier for the S5/S8 interface for the user plane.
	X
	X

	S-GW IP address for S5/S8 (user plane)
	S-GW IP address for user plane data received from PDN GW.
	X
	X

	S-GW TEID for S5/S8 (user plane)
	S-GW Tunnel Endpoint Identifier for the GTP Based S5/S8 interface for user plane.
	X
	X

	S-GW IP address for S1-u
	S-GW IP address for the S1-u interface (Used by the eNodeB)
	X
	

	S-GW TEID for S1-u
	S-GW Tunnel Endpoint Identifier for the S1-u interface.
	X
	

	eNodeB IP address for S1-u
	eNodeB IP address for the S1-u interface (Used by the S-GW).
	X
	

	eNodeB TEID for S1-u
	eNodeB Tunnel Endpoint Identifier for the S1-u interface.
	X
	

	S-GW IP address for S12
	S-GW IP address for the S12 interface (Used by the RNC)
	
	X

	S-GW TEID for S12
	S-GW Tunnel Endpoint Identifier for the S12 interface.
	
	X

	RNC IP address for S12
	RNC IP address for the S12 interface (Used by the S-GW).
	
	X

	RNC TEID for S12
	RNC Tunnel Endpoint Identifier for the S12 interface.
	
	X

	S-GW IP address for S4 (user plane)
	S-GW IP address for the S4 interface (Used by the SGSN)
	
	X

	S-GW TEID for S4 (user plane)
	S-GW Tunnel Endpoint Identifier for the S4 interface.
	
	X

	SGSN IP address for S4 (user plane)
	SGSN IP address for the S4 interface (Used by the S-GW).
	
	X

	SGSN TEID for S4 (user plane)
	SGSN Tunnel Endpoint Identifier for the S4 interface.
	
	X

	EPS Bearer QoS Profile
	ARP, GBR, MBR, QCI.
	X
	X

	Charging Id
	Charging identifier, identifies charging records generated by S-GW and PDN GW.
	X
	X

	Charging Characteristics
	Normal, prepaid, flat rate and/or hot billing
	X
	X


Editor's note:
The table needs to be reviewed to identify differences for PMIP based S5/S8.
***** NEXT CHANGE *****
5.7.4
PDN GW

The PDN GW maintains the following EPS bearer context information for UEs. Table 5.7.4-1 shows the context fields for one UE.

Table 5.7.4-1: PGW context

	Field
	Description
	E-UTRAN
	UTRAN/
GERAN

	IMSI
	IMSI (International Mobile Subscriber Identity) is the subscriber permanent identity.
	X
	X

	MSISDN
	The basic MSISDN of the UE. The presence is dictated by its storage in the HSS.
	X
	X

	Selected CN operator id
	Selected core network operator identity (to support network sharing as defined in TS 23.251 [24]). 
	X
	X

	RAT type
	Current RAT
	X
	X

	Trace reference
	Identifies a record or a collection of records for a particular trace.
	X
	X

	Trace type
	Indicates the type of trace
	X
	X

	Trigger id
	Identifies the entity that initiated the trace
	X
	X

	OMC identity
	Identifies the OMC that shall receive the trace record(s).
	X
	X

	For each APN in use:

NOTE:
The following entries are repeated for each APN.

	APN in use
	The APN currently used. The APN shall be composed of the APN Network Identifier and the APN Operator Identifier. 
	X
	X

	APN-AMBR
	The maximum aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for this APN.
	X
	X

	For each PDN Connection within the APN:

NOTE:
The following entries are repeated for each PDN connection within the APN.

	IP Address(es)
	IPv4 address and/or IPv6 prefix
	X
	X

	PDN type
	IPv4, IPv6, or IPv4v6
	X
	X

	S-GW Address in Use (control plane)
	The IP address of the S-GW currently used for sending control plane signalling.
	X
	X

	S-GW TEID for S5/S8 (control plane)
	S-GW Tunnel Endpoint Identifier for the S5/S8 interface for the control plane.
	X
	X

	P-GW IP address for S5/S8 (control plane)
	P-GW IP address for the S5/S8 for the control plane signalling. 
	X
	X

	P-GW TEID for S5/S8 (control plane)
	P-GW Tunnel Endpoint Identifier for the S5/S8 control plane interface.
	X
	X

	SGSN support for CGI/SAI/RAI change reporting
	Indicated that the SGSN serving the UE supports procedures for reporting CGI/SAI/RAI changes (according to 23.060 [7] clause 15.1.1a). 
	
	X

	CGI/SAI/RAI change report required
	Denotes whether the SGSN is requested to send changes in CGI/SAI or RAI for this bearer
	
	X

	BCM
	The negotiated Bearer Control Mode for GERAN/UTRAN.
	
	X

	Default Bearer
	Identifies the default bearer within the PDN connection by its EPS Bearer Id. The default bearer is the one which is established first within the PDN connection. (For GTP based S5/S8 only.)
	X
	X

	For each EPS Bearer within the PDN Connection:

NOTE:
The following entries defining the EPS Bearer specific parameters are included within the set of parameters defining the PDN Connection.

	EPS Bearer Id
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN
	X
	X

	UL TFT
	Uplink Traffic Flow Template
	X
	X

	DL TFT
	Downlink Traffic Flow Template
	X
	X

	S-GW Address in Use (user plane)
	The IP address of the S-GW currently used for sending user plane traffic.
	X
	X

	S-GW TEID for S5/S8 (user plane)
	S-GW Tunnel Endpoint Identifier for the S5/S8 interface for the user plane.
	X
	X

	P-GW IP address for S5/S8 (user plane)
	P-GW IP address for user plane data received from PDN GW.
	X
	X

	P-GW TEID for S5/S8 (user plane)
	P-GW Tunnel Endpoint Identifier for the GTP Based S5/S8 interface for user plane.
	X
	X

	EPS Bearer QoS Profile
	ARP, GBR, MBR, QCI.
	X
	X

	Charging Id
	Charging identifier, identifies charging records generated by S-GW and PDN GW.
	X
	X

	Charging Characteristics
	Normal, prepaid, flat rate and/or hot billing
	X
	X


***** NEXT CHANGE *****
5.7.5
UE

The UE maintains the following context information. Table 5.7.5-1 shows the context fields. A GERAN or UTRAN capable UE maintains in addition the context information as described in a similar UE context table in TS 23.060 [7].

Table 5.7.5-1: UE context

	Field
	Description
	Status

	IMSI
	IMSI (International Mobile Subscriber Identity) is the subscribers permanent identity.
	

	MSISDN
	The basic MSISDN of the UE.
	FFS

	EMM State
	Mobility management state EMM-REGISTERED, EMM-DEREGISTERED.
	

	GUTI
	Globally Unique Temporary Identity.
	

	ME Identity
	Mobile Equipment Identity – (e.g. IMEI/IMEISV) Software Version Number.
	

	Tracking Area List
	Current Tracking area list.
	

	last visited TAI
	A TAI which is contained in the TA list the UE registered to the network and which identifies the tracking area last visited by the UE.
	

	Selected NAS Algorithm
	Selected NAS security algorithm.
	

	Selected AS Algorithm
	Selected AS security algorithms.
	

	KSIASME
	Key Set Identifier for the main key KASME.
	

	KASME
	Main key for E-UTRAN key hierarchy based on CK, IK and Serving network identity.
	

	NAS Keys and COUNT
	KNASint, KNASenc, and NAS COUNT parameter.
	

	Temporary Identity used in Next update (TIN)
	This parameter is used internally by the UE to memorise which temporary ID it has to indicate in the next RAU/TAU (P-TMSI, GUTI or RAT-related TMSI, the latter means P-TMSI in RAU and GUTI in TAU).
	

	For each active PDN connection:
	

	APN in Use
	The APN currently used. This APN shall be composed of the APN Network Identifier and the APN Operator Identifier.
	

	APN-AMBR
	The maximum aggregated uplink MBR to be shared across all Non-GBR bearers, which are established for this APN.
	

	IP Address(es)
	IPv4 address and/or IPv6 prefix
	FFS if these are stored in MT.

	Default Bearer
	Identifies the default bearer within the PDN connection by its EPS Bearer Id. The default bearer is the one which is established first within the PDN connection.
	

	For each EPS Bearer within the PDN connection

	EPS Bearer ID
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN.
	

	TI
	Transaction Identifier
	

	EPS bearer QoS parameters
	GBR and MBR in case of GBR bearer.
	

	UL TFT
	Uplink Traffic Flow Template.
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