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1. Introduction
This contribution is to analyze abnormal bearer deletion issue. A CR [1] is proposed to solve this problem.
2. Discussion
Abnormal bearers may exist in the network when the UE is in Detached state (e.g. the UE has not properly detached before), so that during Attach procedure the old NAS node should delete those bearers. 

For example, when the UE first accesses MME since last detachment, the UE sends Attach Request or TAU Request (in case the UE first attaches to 2G/3G) to the MME, if the MME has UE abnormal bearer contexts, then the MME will delete the bearers by sending Delete Bearer Request towards the Serving GW and the Serving GW sending Delete Bearer Request towards the PDW GW; if the MME has no UE context, it will update location to the HSS, and the HSS will cancel location to the old MME, in case the old MME has UE abnormal bearer contexts, it will also delete the bearers by sending Delete Bearer Request towards the Serving GW and the Serving GW sending Delete Bearer Request towards the PDW GW. E.g. the step 7 and 10 in attachment represent the abnormal bearer deletion.
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Figure 1 Attachment in TS 23.401

Please note that the step 10 in the attachment is triggered by step 9 CANCEL LOCATION sent from HSS.

While for another situation, an ISR activated UE (having attached in 2G/3G and SAE) moves from SGSN to a new MME, the new MME retrieve context from the SGSN and update location to the HSS, the HSS cancel location to the old MME, the old MME will delete bearers by only deleting context in itself. 
So it is a problem how to differentiate the two situations, i.e. how to trigger the old MME to send Delete Bearer Request message to the Serving GW.
Two methods can solve the problem:

Solution <1>. When the UE attaches to the network, the HSS cancel location to all the registered node to delete the abnormal bearers, i.e. single registration after the attachment.
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Figure 2 Solution <1>. Single registration after attachment

Solution <2>. When the UE accesses one RAT since last detachment (i.e. if the UE is performing an Attach procedure or a Tracking Area Update procedure for the “first TAU following GERAN/UTRAN Attach”), the NAS node get the info (the UE accessing this RAT since last detachment) so that it will delete bearers by sending Delete Bearer Request towards Serving GW and PDN GW. If the accessed node is a new node, the accessed node will send the info to HSS by Update Location and the HSS will send the info to the old node by Cancel Location to trigger the old node to delete existing abnormal bearers..

For example, when the UE attach to SGSN and then moves to E-UTRAN and initiates TAU, because this TAU is the first access to E-UTRA since last detachment. The UE carries an indication (e.g. update type is "attach") to indicate this info, then if the MME has UE context, the MME delete the abnormal bearer, or else, the new MME sends Update Location with Update Type as "attach" to the HSS, and the HSS sends Cancel Location with Cancellation Type as "attach" to trigger the old MME to delete abnormal bearers. 
3. Proposal
Both the solutions can solve the problem. Due to double registration is an agreement for ISR, solution 1 may change the agreed principle, so the solution <2> is proposed in CR [1].
4. References
[1]. S2-086485, " Differentiation of delete bearer ", Huawei
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