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Technical: A new section is added into TS 23.401 TR annex corresponding to a new section in TS 23.401 under 5.9 “Interactions with other services” for IMS emergency call support.
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Annex X: TS 23.401 Rel.9 Changes

****************************Start of Change 23.401_x.1**************************

5.9.2 IMS Emergency Call Support

5.9.2.1 Introduction
Emergency Calls are services provided by the local network and are not a subscription service.  Therefore, subscription related restrictions such as roaming restrictions and bearer limits may not apply to the bearers associated with an emergency call, depending on local regulation.  To provide IMS emergency call support as a local service, ECP configuration parameters may be used to set service values that would otherwise be obtained from subscription data.
5.9.2.2 EPC Capabilities to Support IMS Emergency Calls
5.9.2.2.1 Introduction

ECP functions and capabilites are provided per section 4 except as noted in the following sections.
5.9.2.2.2 Architecture Reference Model

Per section 4.2, the non-roaming architectures (Figure 4.2.1-1 and Figure 4.2.1-2) and roaming architecture with the visited operator’s application function (Figure 4.2.2-3) apply.  The other roaming architectures with services provided by the home network do not apply.
5.9.2.2.3 Mobility Restrictions

When local regulation requires Emergency Calls to be provided regardless of mobility restrictions, the Mobility Restrictions per section 4.3.5.7, should not be applied to emergency connections.  When in state ECM_CONNECTED, the core network should not provide the radio network with any roaming or access restrictions in the Handover Restriction List.
5.9.2.2.4 PDN GW selection function (3GPP accesses)

When connecting to an IMS Emergency APN, the PDN GW selection function described in section 4.3.8.1 applies to IMS emergency call support in the following way.  The PDN GWselection does not depend on subscriber information in the HSS since emergency call support is a local, not subscribed service.  The PDN context is configured in the MME with the PDN GW in the local network.  
5.9.2.2.5 QoS
The EPS Bearer description in section 4.7.2.1states “The initial bearer level QoS parameter values of the default bearer are assigned by the network, based on subscription data (in case of E-UTRAN the MME sets those initial values based on subscription data retrieved from HSS). The PCEF may change those values based in interaction with the PCRF or based on local configuration.”  Where local regulation supports calls from an unauthorised caller, the MME may not have subscription data. Additionally, the local network may want to provide IMS emergency call support differently than what is allowed  by a UE  subscription.  Therefore, the initial QoS values will be based on local configuration.
5.9.2.2.6 PCC
When an emergency APN is requested and dynamic policy is used, per section 4.7.5, the PCRF provides the PCEF with the QoS parameters, including ARP for the emergency bearers to prioritize the bearers when performing admission control.  

The PCRF also has the ability to ensure the emergency APN is used only for IMS emergency sessions.  The PCRF can reject an IMS session established via the emergency APN if the AF (i.e., P-CSCF) does not provide an emergency indication to the PCRF.
5.9.2.2.7 IP Address Allocation
The UE is always assigned a dynamic IP address in the visited/serving network. The PDN type value shall be according to UE capabilities and network preference (if preference is applicable for a UE).
*****************End Change 23.401_x.1*****************
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