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Process: This P-CR is being submitted as an annex to TR 23.869 as a CR holding spot for Rel.9 CRs for TS 23.401.  Once Rel.9 CRs are allowed, moving the text into TS 23.401, the associated CR will be for administrative purposes since the technical review was performed at the time of P-CR submission.

Technical: Add support for a Tracking Area Update during an emergency call. Enhancements and use of the Tracking Area Update procedures to support IMS Emergency Services are described.
Start of Change TR 23.869 x.1
Annex X: TS 23.401 Rel.9 Changes

****************************Start of Change 23.401_x.1**************************

5.9.2.x Emergency Tracking Area Update 

This procedure is executed when the UE is connected to the network for an emergency call when a tracking area update is triggered.  If the MME changes, the emergency context must be sent to the MME so that appropriate service level can be maintained.   
Tracking area update during an emergency call is based on the procedures in section 5.3.3. The enhancements needed to support IMS Emergency Calls are:

a) If emergency calls are supported for UEs in a limited service mode, the tracking area update must succeed if the UE moves to a restricted area during the emergency call.  This includes continuing the procedure if security procedures fail or the location update fails or indicates the UE is now in a restricted area.

The Tracking Area Update procedure with Serving GW change Steps in section 5.3.3.1 are enhanced or used as follows:

Step 4, Step 6, Step 7 (Context Request/Authentication/Context Acknowledge):  If the network supports emergency services for callers in limited service mode, the validation procedures are skipped, or if performed and fail, continue with the TAU.
Step 5 (Context Response): The emergency APN is included in the MME context information.
Step 12 (Update Location): If the network supports emergency services for callers in limited service mode and the Update Location fails, the TAU proceeds.
Step 15 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.
Step 18 (TAU Accept): The Handoff Restriction list may be modified so that restricted cells due to subscription are not included.
The Tracking Area Update procedure without Serving GW change Steps in section 5.3.3.2 are enhanced or used as follows:

Step 4, Step 6, Step 8, Step 9 (Context Request(oMME)/Context Request(oSGSN), Authentication/Context Acknowledge):  If the network supports emergency services for callers in limited service mode, the validation procedures are skipped, or if performed and fail, continue with the TAU.

Step 5 (Context Response): The emergency APN is included in the MME context information.
Step 16 (Update Location): If the network supports emergency services for callers in limited service mode and the Update Location fails, the TAU proceeds.
Step 21 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.

Step 22 (TAU Accept): The Handoff Restriction list may be modified so that restricted cells due to subscription are not included.
**************************Start of Change 23.401_x.2**************************

5.3.3.1
Tracking Area Update procedure with Serving GW change
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Figure 5.3.3.1-1: Tracking Area Update procedure with Serving GW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 9 and 10 concern GTP based S5/S8.

NOTE 2:
The use of the this procedure to support IMS Emergency Services is described in section 5.9.2.x.

**********Note to MCC:  The remainder of section 5.3.3.1 is unchanged and not included for brevity*****

*****************End Change 23.401_x.2*****************

**************************Start of Change 23.401_x.3**************************

5.3.3.2
E-UTRAN Tracking Area Update without SGW Change

Editor's note:
The URA-PCH handling needs to be shown in the steps below.


[image: image2.emf] 

2. Tracking Area Update Request  

16. Update Location Request  

5. Context Response  

8. Authentication / Security      

22. Tracking Area Update Accept  

17.  Cancel Location  

9. Context Acknowledge      

4. Context Request  

18. Iu Release Command  

19. Iu Release Complete  

23. Tracking Area Update Complete  

UE   eNodeB   MME  

SGSN  

PDN  

GW  

HSS  

3. Tracking Area U   pdate Request  

21. Update Location Ack  

2 0. Cancel Location Ack  

11. Update Bearer Request  

15. Update Bearer Response  

12. Update Bearer Request  

14. Update Bearer Response  

RNC  

BSC  

(A)     

PCRF  

Old  

MME  

7. Context Response  

6. Context Request  

10. Context Acknowledge  

Serving  

GW  

10b. Forward packets  

   

13. PCEF Initiated I P - CAN  

Session Modification  

   

1. Trigger to start TAU  

    procedure  


Figure 5.3.3.2-1: E-UTRAN Tracking Area Update without SGW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 12 and 14 concern GTP based S5/S8.

NOTE 2:
The use of the this procedure to support IMS Emergency Services is described in section 5.9.2.x.

**********Note to MCC:  The remainder of section 5.3.3.2 is unchanged and not included for brevity*****

*****************End Change 23.401_x.3*****************

End of Change TR 23.869 x.1
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