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End of 1st modified section
Start of 2nd modified section
6.10
PDN GW reallocation upon initial attach on S2c

The PDN GW reallocation procedure depicted in figure 6.10-1 can be used by the HSS/AAA to force the assignment of a new PDN GW to the UE upon initial attach with DSMIPv6 in a trusted or untrusted non-3GPP IP access. The decision on whether to trigger PDN GW reallocation is taken by the HSS/AAA according to the principles described in clause 4.5.2.
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Figure 6.10-1: PDN GW reallocation upon initial attach on S2c

The following is a detailed description of the involved steps:

1)
The UE authenticates in the trusted non-3GPP access, or establishes the IPsec tunnel with the ePDG, and obtains a local IP address to be used as care-of address for DSMIPv6.

2)
The UE establishes the DSMIPv6 SA with the initially discovered PDN GW. This implies a AAA exchange with the HSS/AAA. The HSS/AAA triggers the PDN GW and the APN associated with the UE's PDN Connection reallocation piggybacking a reallocation indication and the address of the target PDN GW in the AAA exchange. This information is registered in the HSS as described in clause 12.

3)
The UE delivers the BU to the initially discovered PDN GW.

4)
The PDN GW replies to the BU with a HA Switch message (draft-ietf-mip6-ha-switch [42]), including the address of the target PDN GW received from the HSS/AAA in step 2.

5)
The UE acknowledges the HA Switch message with the deregistration BU, that is a Binding Update with lifetime set to zero.

6)
After having deregistered from the initially discovered PDN GW, the UE establishes the DSMIPv6 SA with the target PDN GW provided by the network in the HA Switch message.

7)
The UE performs the DSMIPv6 registration with the target PDN GW.
End of 2nd modified section
Start of 3rd modified section
E.2
Gateway Relocation with MIPv4 FACoA on S2a
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Figure E.2-1: Gateway Relocation when MIPv4 FACoA mode MM mechanism is used over S2a

When the Gateway Relocation procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved.

In the case of Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-5), the vPCRF is employed to forward messages from the hPCRF in the home PLMN, by way of the vPCRF in the VPLMN to the non-3GPP access.

1)
A gateway relocation is triggered, to be initiated by the UE. This trigger is outside the scope of 3GPP standardization.

2)
The UE sends a Registration Request (RRQ) RFC 3344 [12] message to the FA. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension RFC 2794 [34] and the Home Agent Address.

3)
The Trusted non-3GPP access sends a Gateway Control Session Establishment message to the hPCRF from the target gateway system within the Trusted Non-3GPP IP Access.

4)
The hPCRF responds to the message sent by the non-3GPP access in step 3. The hPCRF, sends an Acknowledge Gateway Control Session Establishment (QoS Rules, Event Triggers) message to the Trusted Non-3GPP IP Access. This response includes QoS Policy rules and triggers for subsequent reports to the hPCRF by the Trusted Non-3GPP IP Access.

5)
The FA processes the message according to RFC 3344 [12] and forwards a corresponding RRQ message to the PDN GW.

6)
The PDN GW allocates an IP address for the UE and sends a Registration Reply (RRP) RFC 3344 [12] to the FA, including the IP address allocated for the UE.

Editor's Note:
Whether the PDN GW should authenticate the Registration Request message is FFS.

7)
The Trusted non-3GPP access sends a Gateway Control Session Termination message to the hPCRF from the source gateway system within the Trusted Non-3GPP IP Access.

8)
The hPCRF responds to the message sent by the non-3GPP access in step 8. The hPCRF, sends an Acknowledge Gateway Control Session Termination message to the non-3GPP IP Access.

9)
The FA processes the RRP according to RFC 3344 [12] and sends a corresponding RRP message to the UE.

10)
IP connectivity from the UE to the PDN GW is now setup. A MIP tunnel is established between the FA in the Trusted Non-3GPP IP Access and the PDN GW.

End of 3rd modified section
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