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*** Start 1st change ***

4.7.3 Bearer level QoS parameters

The bearer level (i.e. per bearer or per bearer aggregate) QoS parameters are QCI, ARP, GBR, MBR, and AMBR described in this section.

Each EPS bearer (GBR and Non-GBR) is associated with the following bearer level QoS parameters:

-
QoS Class Identifier (QCI);

-
Allocation and Retention Priority (ARP).

A QCI is a scalar that is used as a reference to access node-specific parameters that control bearer level packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.), and that have been pre-configured by the operator owning the access node (e.g. eNodeB). A one-to-one mapping of standardized QCI values to standardized characteristics is captured in Annex B.

NOTE 1:
On the radio interface and on S1, each PDU (e.g. RLC PDU or GTP-u PDU) is indirectly associated with one QCI via the bearer identifier carried in the PDU header. The same applies to the S5 and S8 interfaces if they are based on GTP-u.

The primary purpose of ARP is to decide whether a bearer establishment / modification request can be accepted or needs to be rejected in case of resource limitations (typically available radio capacity in case of GBR bearers). In addition, the ARP can be used (e.g. by the eNodeB) to decide which bearer(s) to drop during exceptional resource limitations (e.g. at handover). Once successfully established, a bearer's ARP shall not have any impact on the bearer level packet forwarding treatment (e.g. scheduling and rate control). Such packet forwarding treatment should be solely determined by the other bearer level QoS parameters: QCI, GBR, MBR, and AMBR.

NOTE 2:
The ARP should be understood as "Priority of Allocation and Retention"; not as "Allocation, Retention, and Priority".

NOTE 3:
Video telephony is one use case where it may be beneficial to use EPS bearers with different ARP values for the same UE. In this use case an operator could map voice to one bearer with a higher ARP, and video to another bearer with a lower ARP. In a congestion situation (e.g. cell edge) the eNB can then drop the "video bearer" without affecting the "voice bearer". This would improve service continuity.

NOTE 4:
The ARP may also be used to free up capacity in exceptional situations, e.g. a disaster situation. In such a case the eNB may drop "low ARP bearers" to free up capacity.

Each GBR bearer is additionally associated with the following bearer level QoS parameters:

-
Guaranteed Bit Rate (GBR);

-
Maximum Bit Rate (MBR).

The GBR denotes the bit rate that can be expected to be provided by a GBR bearer. The MBR limits the bit rate that can be expected to be provided by a GBR bearer (e.g. excess traffic may get discarded by a rate shaping function). See clause 4.7.4 for further details on GBR and MBR.

Each APN is associated with the following IP-CAN session level QoS parameter:

-
per APN Aggregate Maximum Bit Rate (APN-AMBR).

The APN-AMBR is a subscription parameter stored per APN in the HSS. It limits the aggregate bit rate that can be expected to be provided across all Non-GBR bearers and across all PDN connections of the same APN (e.g. excess traffic may get discarded by a rate shaping function). Each of those Non-GBR bearers could potentially utilize the entire APN-AMBR, e.g. when the other Non-GBR bearers do not carry any traffic. GBR bearers are outside the scope of APN-AMBR. The P-GW enforces the APN-AMBR in downlink. Enforcement of APN-AMBR in uplink is done in the UE and additionally in the P-GW.

NOTE 5:
All simultaneous active PDN connections of a UE that are associated with the same APN shall be provided by the same PGW (see clause 5.10.1).

Each UE is associated with the following bearer level QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The UE-AMBR is limited by a subscription parameter stored in the HSS. The MME shall set the used UE-AMBR to the sum of the APN-AMBR of all active APNs up to the value of the subscribed UE-AMBR. The UE-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR bearers of a UE (e.g. excess traffic may get discarded by a rate shaping function). Each of those Non-GBR bearers could potentially utilize the entire UE-AMBR, e.g. when the other Non-GBR bearers do not carry any traffic.GBR bearers are outside the scope of UE‑AMBR. The E-UTRAN enforces the UE-AMBR in uplink and downlink.
If the sum of subscribed APN-AMBR of active APNs is smaller or equal to the subscribed UE-AMBR, the subscribed APN-AMBRs shall be used.  If the sum of the APN-AMBR of all active APNs is greater than the subscribed UE-AMBR, the  APN-AMBRs would  be adjusted if appropriate (e.g., proportionally or non-proportionally) to the used  APN-AMBRs such that the sum of used APN-AMBR of all the active APNs equal to the subscribed UE-AMBR. Any  APN-AMBR updates for use shall be sent to the UE and  the PDN GWs for  non-GBR QoS enforcement. To prevent unnecessary adjustment to the  APN-AMBR, a QoS threshold (QT) could be used such that the APN-AMBR adjustment can be taken only when the difference between the subscribed UE-AMBR and sum of APN-AMBR of active APNs is greater than the QT.
The GBR and MBR denote bit rates of traffic per bearer while UE-AMBR / APN-AMBR denote bit rates of traffic per group of bearers. Each of those QoS parameters has an uplink and a downlink component. On S1_MME the values of the GBR, MBR, and AMBR refer to the bit stream excluding the GTP-u/IP header overhead of the tunnel on S1_U.
One 'EPS subscribed QoS profile' is defined for each APN permitted for the subscriber. It contains the bearer level QoS parameter values for that APN's default bearer (QCI and ARP) and the APN-AMBR.
NOTE:
Subscription data related to bearer level QoS parameter values for dedicated bearers is specified in TS 23.203 [6].

*** End 1st  change ***
*** Start 2nd  change ***

5.4.2.1
PDN GW initiated bearer modification with bearer QoS update

The PDN-GW initiated bearer modification procedure (including EPS Bearer QoS update and APN-AMBR) for a GTP based S5/S8 is depicted in figure 5.4.2.1-1. In this procedure, the UE is assumed to be in active mode.
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Figure 5.4.2.1-1: Bearer Modification Procedure with Bearer QoS Update, UE in active mode

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP based S5/S8.

1.
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to determine that the authorized QoS of a service data flow has changed or that a service data flow shall be aggregated to or removed from an active bearer. The PDN GW generates the UL TFT and updates the EPS Bearer QoS to match the aggregated set of service date flows. The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, UL TFT) message to the Serving GW. The Procedure Transaction Id (PTI) parameter is used when the procedure was initiated by a UE Requested Bearer Resource Allocation Procedure - see clause 5.4.5 or is used when the procedure was initiated by a UE Requested Bearer Resource Release Procedure - see clause 5.4.6. For APN-AMBR, the EPS bearer identity must refer to a non-GBR bearer.
3.
The Serving GW sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, UL TFT, APN‑AMBR, DL TFT (for PMIP-based S5/S8)) message to the MME. If the UE is in ECM‑IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4‑7 may be combined into Network Triggered Service Request procedure or be performed standalone. It is FFS in case there is no paging response.
4.
The MME builds a Session Management Configuration IE including the PTI, EPS Bearer QoS parameters (excluding ARP), UL TFT, APN‑AMBR and EPS Bearer Identity. If the UE has UTRAN or GERAN capabilities, the MME uses the EPS Bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Configuration. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. If the APN‑AMBR(s) has/have changed the MME may update the used UE‑AMBR and/or the used APN-AMBR(s) if appropriate. The MME then sends the Bearer Modify Request (EPS Bearer Identity, EPS Bearer QoS, Session Management Configuration, UE‑AMBR) message to the eNodeB. If one or more of the used APN-AMBR(s) have been changed the MME initiated QoS modification procedure for used APN-AMBR update would be triggered.

5.
The eNodeB maps the modified EPS Bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Modify Request (Radio Bearer QoS, Session Management Configuration, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Session Management Configuration, for use when accessing via GERAN or UTRAN. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. The UE may provide EPS Bearer QoS parameters to the application handling the service data flow. The application usage of the EPS Bearer QoS is implementation dependent. The UE shall not reject the Radio Bearer Modify Request on the basis of the EPS Bearer QoS parameters contained in the Session Management Configuration IE.

NOTE 2:
The details of the Radio Bearer QoS are specified in TS 36.300 [5].

6.
The UE NAS layer builds a Session Management Response IE including EPS Bearer Identity. The UE then acknowledges the radio bearer modification to the eNodeB with a Radio Bearer Modify Response (Session Management Response) message.

7.
The eNodeB acknowledges the bearer modification to the MME with a Bearer Modify Response (EPS Bearer Identity, Session Management Response) message. With this message, the eNodeB indicates whether the requested EPS Bearer QoS could be allocated or not.

8.
The MME acknowledges the bearer modification to the Serving GW by sending an Update Bearer Response (EPS Bearer Identity) message.

9.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

10.
If the Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message allowing the completion of the PCRF-Initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6], proceding after the completion of IP‑CAN bearer signalling.

NOTE 3:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

*** End 2nd  change ***

*** Start 3rd    change ***

5.4.2.2
HSS Initiated Subscribed QoS Modification

The HSS Initiated Subscribed QoS Modification for a GTP-based S5/S8 is depicted in figure 5.4.2.2-1.

If the APN‑AMBR of the subscribed QoS has changed, the MME updates the APN‑AMBR. The EPS bearer identity for APN‑AMBR changes must refer to a non‑GBR bearer.
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Figure 5.4.2.2-1: HSS Initiated Subscribed QoS Modification

NOTE:
For a PMIP-based S5/S8, procedure steps (A) and steps (B) are defined in TS 23.402 [2]. Steps 3, 4, 5 and 7 concern GTP based S5/S8.

1.
The HSS sends an Insert Subscriber Data (IMSI, Subscription Data) message to the MME (see clause 5.3.9.2).

2.
The MME sends the Update Bearer Request (EPS Bearer Identity, Bearer QoS, APN‑AMBR) message to the Serving GW. The EPS Bearer Identity identifies the default bearer. The EPS Bearer QoS contains the EPS subscribed QoS profile to be updated.

3.
The Serving GW sends the Update Bearer Request (EPS Bearer Identity, EPS Bearer QoS, APN‑AMBR) message to the PDN GW.

4.
If PCC infrastructure is deployed, the PDN GW informs the PCRF about the bearer QoS update. The PCRF sends new updated PCC decision to the PDN GW. This corresponds to the PCEF-initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6].

5.
The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, UL TFT, APN‑AMBR) message to the Serving GW.

6.
Steps between 2 and 9, as described in clause 5.4.2.1, are invoked.

7.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

8.
The PDN GW indicates to the PCRF whether the requested PCC decision was enforced or not by sending a Provision Ack message.
MME Initiated QoS Modification Based on Subscribed QoS 

The HSS Initiated QoS Modification Based on Subscribed QoS Procedure in clause 5.4.2.2 may  be used for MME Initiated QoS Modification for used APN-AMBR updates, by repeating steps 2 to 7 with the APN-AMBR parameter replaced by the used APN-AMBR parameter in the messages.  For used APN-AMBR updates, the steps 2 to 7 of this procedure should be repeated for all the used APN-AMBRs changed by the MME for the following two cases: 
(1) If the sum of the subscribed APN-AMBR of the active APNs is bigger than  the subscribed UE-AMBR, the MME shall reduce some or all the APN-AMBR(s) of the active APNs for use to satisfy the capped value of subsriberd UE-AMBR.  
 (2) The used APN-AMBRs shall be reset to the subscribed APN-AMBRs when the sum of the subscribed APN-AMBR of all the active APNs becomes smaller or equal to the subscribed UE-AMBR (from being higher).
*** End 3rd  change ***

*** Start  3rd  change ***

5.10.2
UE requested PDN connectivity

The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.10.2-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. The PDN connectivity procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE.
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Figure 5.10.2-1: UE requested PDN connectivity

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 3, 4, and 5 concern GTP based S5/S8.

NOTE 2:
The UE also uses this procedure to request re-establishment of existing PDN connectivity upon handover from non-3GPP accesses.

NOTE 3:
The steps in (B) and step 15 are executed only upon handover from non-3GPP access.

NOTE 4:
Steps 13 and 14 are performed only if the Request Type indicates "Initial Request".

1.
The UE initiates the UE Requested PDN procedure by the transmission of a PDN Connectivity Request (APN or Default APN indicator, PDN Type, Protocol Configuration Options, Request Type) message. If the UE was in ECM-IDLE mode, this NAS message is preceded by the Service Request procedure. PDN type indicates the requested IP version (IPv4, IPv4/v6, IPv6). The MME verifies that the APN provided by UE is allowed by subscription. If the UE provides an indicator requesting to use the Default APN instead of APN, the Default APN shall be used for the remainder of this procedure. Protocol Configuration Options (PCO) are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. The Protocol Configuration Options may include the Address Allocation Preference, which indicates that the UE prefers to obtain an IPv4 address only after the default bearer activation by means of DHCPv4. The Request Type indicates "initial request" if the UE requests new additional PDN connectivity over the 3GPP access network. In case of multiple PDN connections, the Request Type indicates "handover" when the UE is performing an handover from non-3GPP access and the UE has already established connectivity with the PDN over the non-3GPP access.

Editor's note:
An indicator for requesting use of the Default APN is to be defined during stage 3 works. e.g. a pre-defined string such as 'default' or lack of APN. This indicator should be known to all UEs.

Editor's note:
It's FFS whether the other values of the PDN Address Allocation and related use should be considered.

2.
If the Request Type indicates "Handover", the MME uses the PDN GW stored in the Subscription Data retrieved by the MME during the authentication performed at attach. If the Request Type indicates "initial attach" the MME selects a PDN GW as described in clause 4.3.8.1 on PDN GW Selection Function (3GPP accesses), allocates a Bearer Id, and sends a Create Default Bearer Request (IMSI, MSISDN, MME TEID for control plane, RAT type, PDN GW address, PDN Address, Default Bearer QoS, PDN Type, PDN Address, APN-AMBR, APN, EPS Bearer Id, Protocol Configuration Options, Handover Indication, ME Identity, User Location Information (ECGI), Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, Maximum APN Restriction, Dual Address Bearer Flag) message to the Serving GW.


The RAT type is provided in this message for the later PCC decision. The MSISDN is included if the MME has it stored for that UE. Handover Indication is included if the Request Type indicates "handover". Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by the UE or a non-subscribed APN chosen by the SGSN was selected. Selection Mode is set according to Annex A of TS 23.060 [7]. The P-GW may use Selection Mode when deciding whether to accept or reject the default bearer activation. For example, if an APN requires subscription, the P-GW is configured to accept only the default bearer activation that requests a subscribed APN as indicated by Selection Mode. Charging Characteristics indicates which kind of charging the bearer context is liable for.


The charging characteristics for the PS subscription and individually subscribed APNs as well as the way of handling Charging Characteristics and whether to send them or not to the P‑GW is defined in TS 32.251 [44]. The MME shall include Trace Reference, Trace Type, Trigger Id, and OMC Identity if S‑GW and/or P‑GW trace is activated. The MME shall copy Trace Reference, Trace Type, and OMC Identity from the trace information received from the HLR or OMC.


The Maximum APN Restriction denotes the most stringent restriction as required by any already active bearer context. If there are no already active bearer contexts, this value is set to the least restrictive type (see clause 15.4 of TS 23.060 [7]). If the P‑GW receives the Maximum APN Restriction, then the P‑GW shall check if the Maximum APN Restriction value does not conflict with the APN Restriction value associated with this bearer context request. If there is no conflict the request shall be allowed, otherwise the request shall be rejected with sending an appropriate error cause to the UE.


 In case the PDN subscription context contains a subscribed IPv4 address and/or IPv6 prefix, the MME indicates it in the PDN address. The Dual Address Bearer Flag shall be set when the UE requests PDN type IPv4v6 and all SGSNs which the UE may be handed over to are Release 8 or above supporting dual addressing, which is determined based on node pre-configuration by the operator

3.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (IMSI, MSISDN, Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Type, PDN Address, APN-AMBR, APN, Bearer Id, Protocol Configuration Options, Handover Indication, ME Identity, User Location Information (ECGI),  Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, Maximum APN Restriction, Dual Address Bearer Flag) message to the PDN GW indicated in the PDN GW address received in the previous step. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 11 below. The MSISDN is included if received from the MME. If the Handover Indication is included, the Serving GW includes it in the Create Default Bearer Request message.

4.
If the Request Type indicates "Initial Request", the PDN GW may employ an IP‑CAN Session Establishment procedure as defined in TS 23.203 [6] with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. This may optionally lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer which is described in Annex F.


The RAT type is provided to the PCRF by the PDN GW if received by the previous message. If the PDN GW/PCEF is configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is not required (e.g. operator may configure to do this) at the moment.


If the the Request Type indicates "Handover", the PDN GW executes a PCEF‑Initiated IP‑CAN Session Modification procedure with the PCRF as specified in TS 23.203 [6] to obtain the rules required for the PDN GW in the VPLMN or HPLMN to function as the PCEF for all the active sessions the UE has established with the new IP‑CAN type as a result of the handover procedure. 


If the updated PCC rules require establishment of dedicated bearer for the UE, the establishment of those bearers takes place before step 11. The establishment of dedicated bearers in combination with the default takes place as described in Annex F.

5.
The P‑GW creates a new entry in its EPS bearer context table and generates a Charging Id. The new entry allows the P‑GW to route user plane PDUs between the S‑GW and the packet data network, and to start charging. The way the P‑GW handles Charging Characteristics that it may have received is defined in TS 32.251 [44].


The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Id, Protocol Configuration Options, UL TFT, Charging Id, Prohibit Payload Compression, APN Restriction, Cause, CGI/SAI/RAI change report required, BCM) message to the Serving GW. The PDN GW takes into account the PDN type sent by the UE, the Dual Address Bearer Flag and the policies of operator when the PDN GW selects the PDN type to be used as follows. If the UE has requested PDN type IPv4v6 and both IPv4 and IPv6 addressing are possible in the PDN but the Dual Address Bearer Flag is not set, or only single IP version addressing is possible in the PDN, the PDN GW selects a single IP version (either IPv4 or IPv6). If the UE has requested PDN type IPv4 or IPv6, the PDN GW uses the PDN type supplied by the UE in case it is supported in the PDN, otherwise an appropriate error cause will be returned. The PDN GW allocates a PDN Address according to the selected PDN Type. In case the PDN GW has selected a PDN type different from the one sent by the UE, the PDN GW indicates together with the PDN type IE a reason cause (network preference, single address bearers only) to the UE why the PDN type has been modified. PDN Address may contain an IPv4 address for IPv4 and/or an IPv6 prefix and an Interface Identifier. If the PDN has been configured by the operator so that the PDN addresses for the requested APN shall be allocated by usage of DHCPv4 only, or if the PDN GW allows the UE to use DHCPv4 for address allocation according to the Address Allocation Preference received from the UE, the PDN Address shall be set to 0.0.0.0, indicating that the IPv4 address shall be negotiated by the UE with after completion of the Default Bearer Activation procedure. In case of external PDN addressing for IPv6, the PDN GW obtains the IPv6 prefix from the external PDN using either RADIUS or Diameter client function. In the PDN Address field of the Create Default Bearer Response, the PDN GW includes the Interface Identifer and IPv6 prefix. The PDN GW sends Router Advertisement to the UE after default bearer establishment with the IPv6 prefix information for all cases. If the PDN address is contained in the Create Default Bearer Request, the PDN GW shall allocate the IPv4 addresss and/or IP6 prefix contained in the PDN address to the UE. If Handover Indication indicates "Handover", the PDN Address Information shall contain the same IP address the UE obtained during PDN connectivity establishment over the non-3GPP access. Protocol Configuration Options contains the BCM as well as optional PDN parameters that the P‑GW may transfer to the UE. BCM shall also be sent as a separate IE. These optional PDN parameters may be requested by the UE, or may be sent unsolicited by the P‑GW. Protocol Configuration Options are sent transparently through the MME. According to the used RAT BCM is set to "UE/network".

6.
If the CGI/SAI/RAI change report required is received for this bearer context, then the S‑GW shall store this for the bearer context and the S‑GW shall report to that P‑GW whenever a CGI/SAI/RAI change occurs that meets the P‑GW request, as described in clause 15.1.1a of TS 23.060 [7].


The Serving GW returns a Create Default Bearer Response (PDN Type, PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW TEID for control plane, EPS Bearer Id, Protocol Configuration Options, UL TFT, DL TFT (for PMIP-based S5/S8), Charging Id, Prohibit Payload Compression, APN Restriction, Cause, CGI/SAI/RAI change report required, BCM) message to the MME. The DL TFT for PMIP-based S5/S8 is obtained from interaction between the Serving GW and the PCRF as described in clause 5.6.1 of TS 23.402 [2], when PCC is deployed; otherwise, the DL TFT IE is wildcarded, matching any downlink traffic. If the UE indicates the Request Type as "Handover", this message also serves as an indication to the MME that the S5 bearer setup and update has been successful. At this step the GTP tunnel(s) over S5 are established.

7.
If an APN Restriction is received, then the MME shall store this value for the Bearer Context and the MME shall check this received value with the stored value for the Maximum APN Restriction to ensure there are no conflicts between values. If the consequence of this check results in the PDN connectivity being rejected, the MME shall initiate a  Bearer Deactivation and return an appropriate error cause. If the PDN Connectivity Request is accepted, the MME shall determine a (new) value for the Maximum APN Restriction. If there is no previously stored value for Maximum APN Restriction, then the Maximum APN Restriction shall be set to the value of the received APN Restriction.


If the CGI/SAI/RAI change report required is received for this bearer context, then the MME shall store this for the bearer context and the MME shall report whenever a CGI/SAI/RAI change occurs that meets the request, as described in clause 15.1.1a of TS 23.060 [7].


The MME sends PDN Connectivity Accept (APN, PDN Type, PDN Address, EPS Bearer Id) message to the eNodeB. This message is contained in an S1_MME control message Bearer Setup Request (Default EPS Bearer QoS, PDN Connectivity Accept, Session Management Configuration, S1-TEID, Protocol Configuration Options). This S1 control message includes the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The MME includes the UL TFT and the EPS Bearer QoS parameter QCI into the Session Management Configuration IE. Furthermore, if the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Configuration. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. MME will not send the S1 Bearer Setup Request message until any outstanding S1 Bearer Setup Response message for the same UE has been received or timed out. If the APN-AMBR has changed the MME may update the used UE-AMBR and used APN-AMBR if appropriate. The MME may provide the eNodeB with Handover Restriction List. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions". If any used APN-AMBR has been changed the MME initiated QoS modification procedure for used APN-AMBR updated would be trigged. 
8.
The eNodeB sends RRC Connection Reconfiguration to the UE including the Session Management Configuration IE, and the PDN Connectivity Accept message will be sent along to the UE. The UE shall ignore the IPv6 prefix information in PDN Address. The UE uses the uplink packet filter (UL TFT) to determine the mapping of uplink packets to the radio bearer. The UE may provide EPS Bearer QoS parameters to the application handling the service data flow. The application usage of the EPS Bearer QoS is implementation dependent. The UE shall not reject the RRC Connection Reconfiguration on the basis of the EPS Bearer QoS parameters contained in the Session Management Configuration IE.

NOTE 2:
The IP address allocation details are described in clause 5.3.1 on "IP Address Allocation".

9.
The UE sends the RRC Connection Reconfiguration Complete to the eNodeB.

10.
The eNodeB send an S1_MME control message Bearer Setup Response to the MME. The S1 control message includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point.


After the PDN Connectivity Accept message and once the UE has obtained a PDN Address Information, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW. If the UE requested for a dual address PDN type (IPv4v6) to a given APN and was granted a single address PDN type (IPv4 or IPv6) by the network with a reason cause "single address bearers only", the UE may request for the activation of a parallel PDN connection to the same APN with a single address PDN type (IPv4 or IPv6) other than the one already activated. If the UE receives no reason cause in step 8 in response to a IPv4v6 PDN type and it receives an IPv6 prefix and Interface Identifier apart from the IPv4 address or 0.0.0.0 in the PDN Address field, it considers that the request for a dual address PDN was successful. It can wait for the Router Advertisement from the network with the IPv6 prefix information or it may send Router Solicitation if necessary.

11.
The MME sends an Update Bearer Request (eNodeB address, eNodeB TEID, Handover Indication) message to the Serving GW. If Request Type indicates  "handover", the Handover Indication is also included.

11a.
If the Handover Indication is included in step 11, the Serving GW sends an Update Bearer Request message to the PDN GW to prompt the PDN GW to tunnel packets from non 3GPP IP access to 3GPP access system and immediately start routing packets to the Serving GW for the default and any dedicated EPS bearers established.

11b.
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW.

12.
The Serving GW acknowledges by sending Update Bearer Response (EPS Bearer Identity) to the MME. The Serving GW can then send its buffered downlink packets. EPS Bearer Identity is included if the Request Type indicates "handover".

13.
After the MME receives Update Bearer Response in step 13, if an EPS bearer was established and if the subscription data indicates that the user is allowed to perform handover to non-3GPP accesses and if this is the first PDN connection associated with this APN, the MME shall send an Update Location Request including the PDN GW address and the APN to the HSS for mobility with non-3GPP accesses.

14.
The HSS stores the PDN GW identity and the associated APN, and sends an Update Location Response to the MME.

15.
If the Request Type indicates "handover", the PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP access as specified in TS 23.402 [2].

*** End 4th  change ***
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