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Discussion 
This contribution proposes changes to TR 23.868 to support the visited PSAP routing address retrieval procedures between the LRF located in Home IMS network and a Location Service Server (e.g. LRF) located in the visited network. When roaming UE initiates an IMS Emergency call to the Home IMS network, the Home IMS network should be able to retrieve the visited PSAP routing address by LRF from the visited Location Service Server, and route the Emergency call to the visited PSAP.
Proposal

*** START OF PROPOSED CHANGES TO TR 23.868 ***
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Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 23.167 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] or TS 23.167.

Definition format

<defined term>: <definition>.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.167 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] or TS 23.167 [2].

Abbreviation format

<ACRONYM>
<Explanation>

CP
Control Plane
DHCP
Dynamic Host Configuration Protocol
E-SLP
Emergency SLP
HELD
HTTP Enabled Location Delivery
LIS
Location Information Server

LLDP-MED
Link Layer Discovery Protocol – Media Endpoint Discovery
SLP
SUPL Location Platform

SUPL
Secure User Plane Location

UP
User Plane

V-SLP
Visited SLP
LCSF         Location Service Function
V-LCSF       Visited LCSF
H-LCSF       Home LCSF
*** NEXT PROPOSED CHANGES TO TR 23.868 ***
6
Architecture Alternatives
Editor’s Note: This section will describe and evaluate alternative architecture additions to the solution in Rel-7 that can support one or more of the objectives listed in clause 1 and requirements listed in clause 4. Some of the alternatives may be complimentary (i.e. capable of being combined) while others may be mutually exclusive.
6.x
Fetching the V-PSAP address by interworking between the LCSFs
6.x.1
Objectives

Fetching the V-PSAP address by interworking between the LCSFs for IMS Emergency call is an extension to the solution in Release 7 that has the same objectives and rationale as the extension described in clause 6.1. It can be viewed as an alternative solution for these objectives. When the roaming UE initiates an IMS Emergency call to the Home IMS network, the Home LCSF shall get the visited PSAP routing address by sending Location Retrieval message to the visited LCSF, then the Home IMS Core forwards the Emergency call to the visited PSAP.
In general, when UE initiates an IMS Emergency call in the local IMS network, the Emergency call will be established following the procedure described in TS23.167. However, there are two scenarios where the Emergency call is not able to be established in the local IMS network. One case is that there is no IMS deployed in the visited network. Another case is that 3GPP access network is in the Home-routed model, in which the IP address of the UE is allocated by the Home access network.
In these cases, when the UE initiates an IMS Emergency call, the Emergency call Request will be sent to the Home IMS Core network. In order to process the emergency call in visited network locally, the Home IMS network need to find out the PSAP in visited network, and forward the Emergency call to the visited PSAP. It means the E-CSCF need the routable address of PSAP in visited network. 
It is possible for the E-CSCF in home network to retrieve the routable address of visited PSAP which takes response to the UE’s emergency session, by using the interaction between home network LCSF (H-LCSF) and visited network LCSF (V-LCSF). It is based on the assumption that there exists interworking mechanism between the H-LCSF and V-LCSF. 

If GMLC and LRF are in the same network, they are likely to co-locate in a uniform entity. Therefore, we can assume a unique Location service Function entity integrating GMLC and LRF functionality in both visited and Home network called H-LCSF and V-LCSF, in which the location information is provided and PSAP routing information decision will be performed. According to the LCS architecture described in 3GPP TS23.271, the interface between V-GMLC and L-GMLC is Lr, which provides the capability for the H-LCSF to get user location from V-LCSF. As a result, the Lr interface could be enhanced so that the routable address of PSAP serving the user in visited network could be transferred to H-LCSF. 
The procedures can be described as following: when the H-LCSF receives the location request, it forwards the request to the V-LCSF over an enhanced Lr interface (defined as Lx in Figure 6.x.2-1). In the request, an indication of request PSAP maybe included. The V-LCSF will then make a decision with PSAP routing information according to PDF, and return PSAP routing address together with UE’s location information to H-LCSF. Subsequently the information would be forward to the E-CSCF. After E-CSCF gets the V-PSAP routing address, the E-CSCF will forward the Emergency call to the V-PASP. Finally, the emergency call will be established between the roaming UE and the V-PSAP in the visited network.
6.x.2
Architectural Details

No architectural change to TS 23.167 is required.
 Figure 6.x.2-1 shows the optimized Emergency architecture when the UE initiates an IMS Emergency call in the visited network, especially if the visited network does not deploy IMS.
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Figure6.x.2-1 the optimized Emergency architecture when roaming UE initiates emergency call to the Home IMS network
Note1: the Lx interface is an enhanced Lr interface between two location service (e.g. between two GMLCs). The Lx interface is responsible for the PSAP routing retrieval and the UE’s location information update.

In figure 6.x.2-1, it is the optimized Emergency architecture for roaming UE. V-LCSF and V-PSAP belong to the visited network, which may not deploy the IMS. H-LCSF and P-CSCF and E-CSCF belong to the Home IMS Core network. V-LCSF and H-LCSF which include the functionality of GMLC and LRF can transfer visited PSAP address by interaction over the Lx interface.

6.x.3
Information Flows
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Figure 6.x.3-1: Handling of location information in IMS emergency calls

1.
The roaming user initiates an emergency call.

2.
The UE determines its own location or location identifier if possible. If the UE is not able to determine its own location, the UE may, if capable, request its location information from the IP-CAN, if that is supported for the used IP-CAN. If applicable, the IP-CAN delivers to the UE the UE's geographical location information and/or the location identifier.

3.
The roaming UE sends an INVITE with an emergency indication to the Home IMS core. The INVITE should contain any location information that the terminal has. The location information may be geographical location information or a location identifier, which is dependant upon the access network technology. In case the UE is not able to provide any location information, the IMS core may seek to determine the UE's location from the LCSF as described below. The INVITE may optionally contain information concerning the location solutions and position methods supported by the UE.
NOTE: The location solutions and position methods conveyed in the INVITE and the means of inclusion in the INVITE are outside the scope of this specification.

4a.
If the location information is insufficient or if the IMS core requires emergency routing information, or if the IMS core is required to validate the location information, or if the IMS core is required to map the location identifier received from the UE into the corresponding geographical location information, the IMS core sends a location request to the H-LCSF. The request shall include information identifying the IP-CAN and the UE,  may also include means to access the UE (e.g. UE's IP address). The request shall also include any location information provided by the UE in step 2. The request may optionally include any information concerning the location solutions and position methods supported by the UE. In addition, an indication for requesting the visited PSAP routing address may be included. The H-LCSF gets the V-LCSF address according to TS23.271 [XX].
4b.  The H-LCSF forwards the location request message to the V-LCSF by the enhanced Lr interface, The V-LCSF finds out the UE’s location information and PSAP routing address. 
5. The V-LCSF may already have the information requested by H-LCSF or V-LCSF may request the UE's location information. The means to obtain the location information may differ depending on the access technology the UE is using to access the IMS. The SUPL procedures defined in OMA AD SUPL: "Secure User Plane Location Architecture" [15], OMA TS ULP: "User Plane Location Protocol" [16], may be used if supported by the terminal and if it is possible to establish a user plane connection between the UE and the SUPL server. Information provided in step 4 concerning the location solutions and position methods supported by the UE may optionally be used by the V-LCSF to help determine the means to obtain the location information.

The V-LCSF may invoke an RDF to convert the location information received in step 4 or obtained in step 5 into PSAP routing information. The V-LCSF's interactions with RDF are out of scope of the present specification. The V-LCSF may store the location information, but only for a defined limited time in certain regions, according to regional requirements.
6a.
The V-LCSF sends the location information and the routing information with V-PSAP routing address to the H-LCSF, The V-LCSF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 5.
6b. The H-LCSF sends a location request response with the information received in step 6a including location information , routing information with V-PSAP routing address and correlation information to the IMS Core and may store the information above.
7.
The IMS core uses the routing information provided in step 6 or PSAP based on location information provided in step 3 or 6, and sends the request to the emergency centre or PSAP, including the location information and any correlation information and possibly location information source, e.g., positioning method that was used to obtain the location information to the emergency centre or PSAP.
7a.
The INVITE is sent to an MGCF/MGW,
7b.
The IAM is continued towards the visited emergency centre or V-PSAP, or
7c.
The INVITE is sent directly to the visited emergency centre or V-PSAP.
8.
The emergency call establishment is completed.

9.
The V-PSAP may send a location request to the V-LCSF to get the initial location information for the target UE, or to request V-LCSF to get updated, i.e. current, location information for the target UE. The PSAP may determine the V-LCSF based on the location and/or correlation information received in step 7. The PSAP may also include the correlation information in the request to the V-LCSF. 
10.
The V-LCSF determines the target UE's location using one of the means listed in step 5 above. The V-LCSF may use the correlation information received in step 9 to retrieve information about the UE that was stored in step 5.

11.
The V-LCSF returns the initial or updated location information to the visited emergency centre or V-PSAP. As an option for initial location, the V-LCSF may instigate the location step 10 before the request in step 9 is received and may send the initial location to the visited emergency centre or V-PSAP either after the request in step 9 is received or before it is received.
12.
The emergency call is released.

13a. The IMS core may indicate to the H-LCSF that the call is released. The H-LCSF deletes any record stored in step 6.
13b. The H-LCSF may indicate the V-LCSF that the call is released. The V-LCSF deletes the recorded information in step 5.
6.x.4
Evaluation

This extension has no impact on UE. The only impact on network is to enhance the Lr interface for transferring the routable address of PSAP to visited network serving the user. The main benefit is enabling the interaction between the H-LCSF and the V-LCSF over the Lx interface (Lr-like) to participate in making decisions for the routing information when the roaming UE initiates an Emergency call to the Home IMS network. It is believed that the explicit extension here is helpful.
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