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Abstract of the contribution: This paper discusses the issue on the Registration using I2 when the UE moves between MSC Servers enhanced for ICS and proposes the solution.
1. Introduction:

The figure below describes how IMS registrations are performed when the UE is moving between MSC Servers enhanced for ICS. In this scenario, the target MSC Server enhanced for ICS will initiate an IMS registration procedure on behalf of UE in step 5, and the source MSC Server enhanced for ICS will initiate an IMS de-registration procedure on behalf of the same UE in step 4. The steps 4 and 5 can be executed in parallel.
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2. Problem description
During registrations, the MSC Server enhance for ICS will derive the private user identity and the public user identity from the identity of the subscriber (e.g. IMSI). As using the same the derive rules, the PVIs and PUIs derived by the different MSC Server enhanced for ICS are identical.

Upon receiving a REGISTER request from a MSC Server enhanced for ICS, the S-CSCF will identify the user by the PVI and the PUI in the request, and match the existing registration bindings by the PVI and the PUIs obtained from the implicit registration set. If the registration binding does not exist, the S-CSCF will establish source registration bindings (PVI, PUIs, MSC Server Contacts), among which the PUIs are the PUIs in the implicit registration set, not the PUI derived by the MSC Server. If the registration binding exists, the S-CSCF will update the registration bindings.

As to de-registration, the handling for identifying the user and matching the existing registration bindings in S-CSCF is the same to registration. If the registration binding exists, the S-CSCF will remove the binding, otherwise the S-CSCF will send back “Not Found” response to the MSC Server.

The behaviour in S-CSCF may be different according to different executing orders of the registration and deregistration as following. 
(1) Scenario 1: Registration prior to De-registration

When the S-CSCF receives the REGISTER request from the target MSC Server in step 5, the S-CSCF will identify the user and match the existing registration bindings. As the PVI and PUI derived by the target MSC Server are the same with the ones derived by the source MSC Server, the S-CSCF will find the existing registration bindings established by the source MSC Server, and then update the registration bindings (PVI, PUIs, Target MSC Server Contact).

Soon after, when the S-CSCF receives the De-REGISTER request from the source MSC Server in step 4, the S-CSCF will identify the user and match the existing registration bindings. The S-CSCF will find the existing registration bindings (PVI, PUIs, Target MSC Server Contact) updated by the target MSC Server, and then remove the new registration bindings established in step 5.

There will be abnormal situation in registration till the S-CSCF receives the next REGISTER request from the target MSC Server.
(2) Scenario 2: De-registration prior to Registration

When the S-CSCF receives the De-REGISTER request from the source MSC Server in step 4, the S-CSCF will identify the user and match the existing registration bindings. The S-CSCF will find the existing registration bindings established by the source MSC Server, and remove the registration bindings. 

Soon after, the S-CSCF receives the REGISTER request from the target MSC Server in step 5. The S-CSCF will try identifying the user and matching the existing registration bindings. As the previous registration bindings have been removed, the S-CSCF will establish new registration bindings (PVI, PUIs, Target MSC Server’s Contact).

In step 4, the S-CSCF will also execute some other handling, especially when this public user identity was registered only by this UE.

· The S-CSCF interacts with HSS to perform the Cx Server Assignment procedure.

· The S-CSCF sends third-party De-REGISTER requests to ASs.

· The S-CSCF may remove those public user identities, their registration state and the associated service profiles from the local data.

In the following step 5, a different S-CSCF may be assigned rather than the previous served S-CSCF. The S-CSCF needs to perform the Cx Server Assignment procedure with the HSS again to obtain the list of public user identities and the service profile. At the same time, the S-CSCF needs to sends third-party REGISTER requests to ASs.

Although there is no error in the registration logic, there are some extra procedures in the S-CSCF, which possibly leads to lower efficiency.
3. Analysis and Possible Alternative Solutions
This paper proposed two solutions.

Alternative 1: Multiple Registrations
The solution takes the registrations from the different MSC Server as the different registrations. Thus the registration bindings for the target MSC Server is different from that for source MSC Server. The registration in step 5 is not related to the deregistration in step 4.

For release 8, 3 methods for implementing the multiple registrations are being discussed in CT1: Outbound, registering multiple IP addresses, and Multiple Private IDs. It is not decided which one will be standardized.

Method 1: Outbound
The MSC Server enhanced for ICS and the S-CSCF is required to support Outbound. The MSC Servers shall be able to generate Reg-id and guarantee it unique.

Method 2: Use of Multiple Private IDs
The MSC Server enhanced for ICS and the HSS is required to support the extension of the Private IDs. The MSC Servers shall guarantee the Private ID derived by it to be unique.

Method 3: Multiple IP addresses
As the target MSC Server does not have the knowledge of the IP address of the source MSC Server, the method can’t be applied for ICS.

In addition, there may be another method only for ICS. 

Method 4: Matching Contact address
As the Contact address are not the same between the source MSC Server and the target MSC Server, the S-CSCF can add the Contact address into matching rule of the registration binding besides the PVI and PUI. Only when the PVI, PUI and the contact address in a REGISTER are all matched the existing registration bindings, the S-CSCF associates the REGISTER with this matched registration binding.

In IETF 3261, the Registrar uses the PUI and Contact Address for matching.

The solution depends on the conclusion on Multiple Registrations of CT1.

There is a shortage for this solution; it is not able to avoid the extra registration procedure in Scenario 2.
Alternative 2: Restrain the de-registration from the source MSC Server
In the above Scenario 1 and 2, actually the de-registration procedure from the source MSC Server is not necessary. But when the target MSC Sever is a legacy MSC Server the de-registration procedure from the source MSC Server is necessary. 

If the source MSC Server is able to get the type of target MSC Server upon receiving the Cancel Location request, it is possible for the source MSC Server to decide whether to send the De-REGISTER to the IMS domain. If the target MSC Server is a MSC Server enhanced for ICS, the source MSC Server will not send the De-REGISTER request, but only removes IMS registration related data stored in it. If the target MSC Server is a legacy MSC, which is not enhanced for ICS, the source MSC Server will send the De-REGISTER request to the IMS domain.
The MSC Server enhanced for ICS inserts a flag into the normal Location Update to show it is ICS capable. The HLR/HSS will copy the flag into the Cancel Location to inform the source MSC Server of the target MSC Server type. So the source MSC Server can get whether the target MSC Server supports ICS or not .

If there is not such a flag in the normal Location Update, the HLR/HSS may perform pre-screening (e.g. VLR number) based on operator-policy to determine the type of the target MSC Server. If the target MSC Server is decided to be an MSC Server enhanced for ICS, the HLR/HSS will insert such a flag into the Cancel Location to the source Location Update. 

If there is not such a flag in the Cancel Location, the source MSC Server will take the target MSC Server as a legacy MSC Server.
4. Proposal
When the UE moves from the source MSC Server to the target MSC Server, the type of access will not change, and there is still only one connection between UE and network. It seems not reasonable to apply multiple registration solution in such case. In addition, Alternative 1 can not avoid the issue of extra procedure mentioned in Scenario 2 when the De-registration is performed prior to Registration. So Alternative 2 is recommended. 

There is another related CR in doc S2-085817 about alternative 2 to TS 23.237 for approval.
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