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1.
Introduction
In the existing EPS, during initial Attach, a default bearer is established on behalf of the UE. The APN associated with this default bearer is selected based on the HSS profile provided down to the MME. In addition to the PCO is used to carry any additional authorisation information to the PDN GW (and beyond e.g. RADIUS servers) in order to gain connectivity/access to the prescribed APN. 

2.
Discussion

Given the existing behaviour, the UE is unaware of the APN used for the default bearer until the Attach procedure is complete (with the Attach Accept NAS message). As such, it is not possible for the UE to know if it needs to or how to populate the PCO parameter(s) ahead of this time. 
It is likely that different APNs will require different forms of authorisation information. One example is public access APNs to the internet may use static username and passwords that do not vary from user to user. At the other extreme, corporate APNs may use more sophisticated authorisation mechanisms e.g. time-based codes which therefore require end-user interaction to complete. These differences in requirements also derive different requirements on the need for "protecting" the parameters using the mechanisms defined by the "Ciphered Protocol Configuration Options Transfer" flag. 
All this points to the need to provide the selected default APN to the UE before the PCO is transferred. There are numerous ways to do this as described in the next section.
However, it is worth remembering that it remains possible for "cheap" devices to be only "capable" of connecting to public access APNs and therefore static configuration of PCO information will work.

3.
Proposal

The different options for handling the PCO are as follows (which may or may not be mutually exclusive):
Proposal 1.
1) Configuring in the PDN data part of HSS profile, the need for a secure PCO transfer and/or the need to ignore anything sent in the clear.
2) Performing a PCO Request irrespective of the flag set in the Attach Request message sent by the UE, based on the above information received from the HSS and processing received data from the UE accordingly.

3) Sending of APN in the PCO Request during Attach procedure.

Proposal 2.
Standalone PCO request procedure triggered by the P-GW after the Attach procedure (at least the Create Default bearer request is received by the P-GW) is complete based on APN requirements configured at the PDN GW.

4.
Discussion
This paper is to trigger some discussion as to whether a solution needs to be found in Rel-8 or leave this unresolved until Rel-9.
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