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Abstract of the contribution:

This document identifies the EPS/2G/3G procedures which need changes in order to support closed subscriber group concepts for HNB/HeNB.

These changes are necessary already in Rel-8 in order to assure that all EPS UEs are capable of supporting CSG and H(e)NB concepts already from the first EPS release, so that a legacy of non-CSG-capable UEs is avoided.  Therefore, SA2 decisions are necessary as soon as possible in order to assure that CT work on CSG support can be completed within Rel-8.
Introduction

SA1 has defined a Rel-8 requirement for support of Home Node Bs (HNB) and Home eNode Bs (HeNB) [1], which shall provide access to 3G/EPS services for Closed Subscriber Groups (CSG). 
Furthermore, access control for CSGs shall be based on a list of allowed CSG identities (white list), which is maintained by the UE and stored in the USIM.
To achieve this, RAN2 have already specified CSG support for E-UTRAN and UTRAN, namely a CSG indicator, CSG identity broadcasting, and mobility from/to CSG cells based on the above mentioned CSG identity white list.
Nevertheless, the following aspects have not been considered yet: (a) where the white list is created/stored in the core network; (b) how UEs can obtain the CSG identity white list and how it can be updated; and (c), how the core network can control/verify access to CSGs (e.g., in case of misbehaving UEs). 

However, if this functionality is not specified within the Rel-8 timeframe, Rel-8 UEs will not be able to support CSGs, creating already – with respect to CSGs – a UE legacy base for E-UTRAN. 

Proposal

To ensure CSG support by Rel-8 UEs, while also keeping the limited time for Rel-8 completion in mind, we propose to concentrate on the CSG-related functionality with UE impact and specify this within the Rel-8 timeframe. 
E-UTRAN

Regarding CSG support for E-UTRAN, this would in our view only require a few minor modifications to TS 23.401, which have been briefly sketched in the following paragraphs:
White list storage in the core network 

The CSG identity white list should be added to the HSS data.
White list push/update towards the MME and the UE

To enable white list push/update towards the MME and the UE, the white list should be added as a parameter to the following procedures:

· Insert Subscriber Data

· Attach

· Tracking Area Update

· GUTI/TAI Reallocation

CSG verification
To enable the core network to verify that only UEs, which are members of a CSG access the respective CSG cells, the MME should, upon an Attach Request and a Tracking Area Update Request in a CSG cell, verify that the CSG identity of the respective cell is listed in the UE’s white list. If not, the request should be denied with an appropriate error cause.
Note: If the CSG identity is contained within the cell ID of the CSG-cell, which is reported to the MME as part of an Attach and a Tracking Area Update, then this verification can easily be performed. Otherwise, an additional table containing the IDs of the cells serving a CSG need to be stored and maintained within the MME.

UTRAN

To enable the CSG concept also for 3G (as also required by TS 22.011 [1]) and to also enable updating of the white list in the UE via UTRAN, similar functionality as illustrated above for white list push/update and CSG verification is also needed to be also specified for UTRAN.
In this context, it should be analyzed whether the white list should be delivered to the terminal via SMS or NAS procedures – especially when considering pre-Rel-8 networks.

Regarding CSG verification, in order to alleviate the need to update MSC/SGSN before deploying CSG cells, nodes “below” the core network (e.g., the 3G HNB Femto Gateway) should be considered for this function.

GERAN

In order to also enable updating of the white list in the UE when the UE is in GERAN coverage, similar functionality as illustrated above for UTRAN for white list push/update needs to be also specified for GERAN.
Conclusion

To avoid that Rel-8 UEs do not support Closed Subscriber Groups (CSG), it is necessary to specify all CSG-related functionality having UE impact within the Rel-8 timeframe. Therefore it is proposed to agree the solution illustrated above, and implement the necessary modifications in the appropriate 3GPP TSs.
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