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Abstract of the contribution: It is identified that CS fallback calls are made through the access control applied in the legacy access. This 
1. Introduction

It is identified that CS fallback calls are made through the access control applied in the legacy access.  This can cause congestion of legacy accesses when many CS Fallback calls are made at the same time.  This paper hence proposes a solution to solve this issue by restricting CS Fallback service request in MME.
2. Problem with CS Fallback in the light of Domain Specific Access Control
During CS Fallback call establishment procedure (for MO + MT calls), there is no occasion which UE checks the contents of broadcast channel in GE/UTRAN.  Due to this fact, when access control is applied in 2G/3G, UE does not check if its access class is barred or not, and eventually MT and MO CS Fallback calls can make it through the access control applied in GE/UTRAN.  It is a problem to ignore access control during CS Fallback procedures, especially when Domain Specific Access Control (DSAC) is applied in GE/UTRAN.  
In the real world, DSAC has been used to apply access control separately on different types of services, such as voice and other packet-switched services, in order to allow packet services.  For example, in situations like earthquake and big events (e.g. New Year fireworks) a very large number of calls are made, but it is required to keep certain amount of network and radio resources in order to allow packet-switched services (e.g. e-mail) for human communication.

Similar event can occur if MO and MT CS Fallback calls can be made through access control.  This can cause congestion in the target GE/UTRAN access for GE/UTRAN, taking up the resources for packet-switched services.  Therefore it is required to correct CS-Fallback to apply appropriate access control to save resources in the target access, while allowing other PDN connectivity in E-UTRAN.
3. Proposed Solution in Rel-8
Alternative 1: Restriction using Broadcast Channel

The first alternative is to introduce a CS-Fallback barring status indicator in the LTE broadcast channel.  The Indicator may contain 'CS Fallback MO allowed', 'CS Fallback MT allowed' to indicate the barring status.  The UE behaviour upon receiving such information should be based on the access class control concept agreed in LTE.
Alternative 2: Restriction in MME

Considering the impact on the specification and the fact Rel-8 is already frozen, the simplest possible solution can be an alternative.  The solution with least impact would be to restrict CS Fallback Service Request in MME as shown in the following figure.
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Figure 1: CS Fallback Service Request Restriction
MME stores Access Control related information by means of e.g. O&M.  When UE sends Service Request with CS Fallback indicator, MME decides if CS call is allowed in the target access.  In order to decide whether to restrict access for CS Fallback, Service Request message has to be enhanced with 'MO/MT indicator', in order to also apply Paging Permission with Access Control.
4. Conclusion
This paper introduced a problem with CS Fallback when DSAC is applied.  To fulfil operator requirement that CS services are ensured to be barred while allowing packet switched services, two alternatives are proposed in this document.

It is also proposed to agree on a solution.  NTT DOCOMO is happy to draft a change request, and a LS if required, to reflect the agreed concepts.
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