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This paper discusses the handover indication for handover from 3GPP access to untrusted non-3GPP access via S2b.
Discussion
In TS23.401/402, it has approved that the UE may include an attach type to indicate whether the attach is initial attach or handover attach for inter 3GPP system handover. For E-UTRAN, the attach type has been approved in TS 23.401. However, for Non-3GPP accesses, whether the UE will include the attach type indicator is dependent on the support of the non-3GPP access.
For trusted non-3GPP accesses, this support is out of the scope of specification of 3GPP. 

For untrusted non-3GPP access, this is the task of 3GPP; however, this has not yet been discussed in SA2. It is possible to modify the IETF IKEv2 protocol to enable the UE to send the attach type indicator to the ePDG, but we argue that this complex is not necessary.
The attach type indicator is used by the network entities, i.e. the ePDG and the PDN GW, to differentiate two types of attaches: the initial attach and the handover attach.
The following are the differences of the initial attach and the handover attach in the PDN GW:

1. For handover attach, the interaction between PDN GW and the PCRF is IP-CAN modification procedure; For initial attach, the PCC interaction is IP-CAN establishment. 

2. For handover attach, the PDN GW needs to decide whether the IP address should be preserved; For initial attach, the PDN GW allocates a new IP address for the UE.
3. For handover attach, the BCE is updated; For initial attach, a new BCE is created.

From the current handover procedure from 3GPP to untrusted non-3GPP access via S2b, no procedural difference in ePDG is observed. The only difference is that the ePDG needs to set the handover indicator in the PBU, to enable the PDN GW to be aware of the attach type.

From the observation, we can see, if the PDN GW can detect the attach type by itself, then the ePDG doesn’t need to be aware of the attach type.

In PMIPv6, when the LMA receives a PBU, the LMA always checks its binding cache to see if there’s a BCE matching the PBU. The triple (MN-NAI, APN, UE Address) is needed by the LMA to locate the only one BCE in the PDN GW. If a BCE matching the triple is found, the PDN GW compares the Proxy-CoA in the PBU with the one in the BCE, if they don’t match, then it’s reasonable to regard it as an inter-MAG handover. In the context of TS23.402, this would be an inter 3GPP handover. 

For handover, there’s another complex issue of decision on whether the IP address should be preserved. The IP address preservation is dependent on the UE capability. It’s valid to assume that if after inter 3GPP access system handover, the UE sends request for the same IP address as it’s used in the original access system, this would be an implication that the UE supports the IP address preservation. This implication is similar to that of the attach type indicator.
From the above discussion, we can see, if the UE wishes to keep the same IP address after handover from 3GPP access to the untrusted non-3GPP access, the UE can request the IP address allocated in the 3GPP access when attach to the untrusted non-3GPP access. This can be done by setting the CFG_Request in IKEv2 message exchanging between the UE and the ePDG. For an initial attach, the UE can set the IP address in the CFG_Request to all zero to request allocation of a new IP address. If the UE doesn’t support IP address preservation, the UE always set the IP address in CFG_Request to all zero, because, since no IP address preservation, this attach can be regarded as initial attach.
Since the IP address allocation function is located in the PDN GW, the ePDG, after receiving the IP address request in CFG_Request, shall not change the request from the UE. The ePDG should copy the IP address in the CFG_Request to the PBU, and send this to the PDN GW.
Proposal

We propose the following principles:

For handover from 3GPP access to untrusted non-3GPP access, if the PMIPv6 is selected for IPMS, and if the UE supports IP address preservation, the UE includes the IP address used in the original 3GPP access into the CFG_Request during IKEv2 message exchange with the ePDG. 
The ePDG retrieves the IP address from the CFG_Request, and set them to the PBU and send to the PDN GW. 
The PDN GW looks up for the BCE by matching the triple (MN-NAI, APN, and UE IP address), if a BCE is found, and the Proxy-CoA in the PBU is different from the Proxy-CoA in the BCE, the PDN GW regards this PBU as inter-MAG handover. The PDN GW updates the BCE with new Proxy-CoA, and returns the same IP address to the MAG (i.e. ePDG), and the MAG returns the IP address to the UE in the CFG_Reply in IKEv2 message. The PDN GW initiates PCC modification procedure, and the PDN GW can initiate the resource release in the original MAG.
If the above principles are agreeable, we have a CR in S2-084589 to update the TS23.402.
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