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Abstract of the contribution: Modifies text in section 4.3 and 5.1.7 to make these sections consistent with the agreement that the current version of the study considers service brokering functions within a single service provider’s domain only. Thus, security considerations for inter-domain service brokering functions are out of scope of the current study. 
1. Introduction

It was agreed in SA2#64 (Jeju) to reduce the scope of the current TR to a single operator’s domain. For this matter, security considerations in section 4.3 and 5.1.7 need to be aligned with this concept. This contribution proposes to clarify that security considerations for inter-domain service brokering functions are out of scope of the current study.
2. Proposal
The following revised text is proposed for inclusion in TR 23.810.
*** FIRST CHANGE ***
4.3
Security

Editor’s note: This clause documents the set of security requirements.
The solutions proposed for Service Broker should take into consideration the following requirements:

· When Application Servers reside in different domains or are hosted by different service providers,  the solution should provide adequate security mechanisms if these application servers reside outside the trusted domain.
· When Application Servers and the network entities performing the Service Brokering function reside in different domains or are hosted by different service providers,  the solution should provide adequate security mechanisms if Application Servers and the network entity/entities performing the Service Brokering function reside outside the trusted domain. 
· Existing 3GPP security should be taken into account.

In this phase of the study applications interactions between different providing domains are out of scope, therefore security considerations when Applications Servers reside in different domains or when the Service Brokering function and Application Servers are in different domains are out of scope of this phase of the study.
5
Architecture Alternatives

5.1
Service Interaction Management by Service Brokers

The Service Brokering Functions under consideration can be centralized on a single Service Broker, distributed, or hybrid (i.e. both centralized and distributed) in order to manage the interactions among multiple Application Servers.
5.1.7 Security

In this phase of the study applications interactions between different providing domains are out of scope, there are no security considerations to take into account. 
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