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Abstract of the contribution: Migration of VCC Security and Charging text from 23.206 to 23.237.
Introduction

This P-CR takes text from 23.206 with the description of the Security and Charging aspects related to VCC (clauses 7 and 8) and proposes to insert this, with appropriate terminology changes, into 23.237. 
Proposed changes

**** Start of 1st Change ****
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**** End of 1st Change ****

**** Start of 2nd Change ****

X
Security

X.1
General

There are no impacts on existing security mechanisms for the CS Domain or for IMS as a result of Session Transfers.

X.2
Access security for CS Domain

SC places no additional requirements upon the CS domain security than those already in the detailed access specific specification e.g., TS 33.102 [10].

X.3
Access security for IMS

TS 33.203 [11] specifies the security features and mechanisms for secure access to the IM subsystem (IMS). SC places no additional requirements upon the IMS above those described in TS 33.203 [11].

Y
Charging




Y.1
Charging strategy

To ensure the completeness and correctness of charging during Session Transfer procedure, and to avoid possible double billing in IMS and CS, the following strategy should be applied:

-
Provide cohesive charging records with a complete service continuity history for the whole duration of a SC subscriber multimedia session by the SCC AS.

-
For cases of CS origination and CS termination, correlate the charging records generated in CS and IMS for the single CS origination/termination, to avoid double billing to the subscriber.

-
Treat the charging records generated in the transferring-in access network for the call(s)/session(s) established during the Session Transfer as subsequent Access Legs, and therefore do not impact the direction of the initial call(s)/session(s) for the purpose of charging.

-
Keep the start of charging in the transferring-in access network align with the stop of charging in the transferring-out access network, to avoid double billing to the subscriber in these periods of time.

For SC online charging, the following strategies shall be ensured:

-
Completeness and correctness of charging;
-
Avoid possible double billing in IMS and CS domains.
To avoid online charging correlation in IMS and CS domain, the SC online charging should be performed only in IMS, i.e. prepaid service logic in CS domain should not be invoked for anchored CS origination/termination call and subsequent CS origination call established for performing domain transfer. 
Besides that, the SCC AS should report information related to the initial multimedia session establishment as well as the information related to the Session Transfer procedure to OCS for correct credit control purpose.

Y.2
Accounting strategy

To assist in performing the settlement between operators, the following strategy shall be applied:

-
Provide cohesive charging records with a complete service continuity history for the whole duration of a SC subscriber multimedia session by the SCC AS.

-
Use the charging records for subsequent Access Legs generated in CS/IMS domain and the charging records generated in MGCF performing CS-IMS interworking, taking the complete service continuity history described above as reference, to perform the settlement between the providers of CS domain and IMS.
-
Use the access network information in IMS charging records, taking the complete service continuity history described above as reference, to perform the settlement between the providers of IPCAN and IMS Core.

**** End of 2nd Change ****
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