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Dear SA3 colleagues,

SA2 would like to thank SA3 for the LS "non-3GPP accesses to EPS" (S3-080496).
Below we provide information related to the questions received from SA3.
Questions relating to discovery of network properties by the UE:

1) How does the UE know whether the non-3GPP access network is trusted or untrusted?
Answer: 
The trust relationship of non-3GPP access networks can be pre-configured in the UE. The UE can e.g. have a list with non-3GPP access technologies and serving network operators that allow procedures for trusted non-3GPP IP access.

Additionally, during 3GPP-based access authentication the UE receives an indication whether the non-3GPP IP access is trusted or not. If 3GPP-based access authentication is not performed, the UE shall consider the non-3GPP IP access as untrusted.
Note: This question is still open in SA2. Answer is pending progress on this issue at SA2#65.

2) How does the UE decide whether to attach via non-3GPP access to EPC or UMTS core?

Answer: 

SA2 understands that there are two aspects to this question: 1) access to the non-3GPP access network and 2) tunneled access to ePDG/PDG. Below we discuss each case separately:
1) Access authentication according to I-WLAN (to UMTS core) will, if successful, only provide access to “WLAN Direct IP Access” (according to terminology in 23.234). A rel-8 UE requesting direct access to a Packet Data Network (via PDN GW) should therefore always try to use EPC procedures in a trusted non-3GPP IP access. SA2 would like to request SA3 to define access authentication such that it allows the network to detect the type of service (I-WLAN or EPC) that the UE requests and design a solution that allows co-existence of I-WLAN and EPC security procedures. 
2) Once the UE has decided whether to access EPC or I-WLAN, the UE needs to select an ePDG (for access to EPC) or a PDG (for I-WLAN 3GPP IP Access) as appropriate. The PDG and/or ePDG address may be statically configured in the UE. Dynamic PDG selection is based on DNS resolution of a W-APN while dynamic ePDG selection instead is using a FQDN derived from HPLMN/VPLMN operator identifier (see 23.402 clause 4.5.4). It is SA2’s understanding that the network can initiate the appropriate connectivity, i.e. by using S2b or allocating a CoA for S2c usage for EPC and 3GPP IP Access for I-WLAN) depending on whether a PDG or ePDG is selected. However, given the desire to support multiple types of networks in a single node, legacy UEs that may be offered service in some networks, and the inability to ensure that no UE ever connects to the wrong ePDG/PDG address, SA2 believes that the security procedures employed should rather be negotiated than decided based on what type of PDG the UE believes it is connecting to. Note that the stage 3 details of dynamic ePDG selection are still to be worked out in the relevant CT groups.
3) How does the UE know which non-3GPP access network offers access to EPC and which to UMTS core?

Answer: 

It is SA2’s understanding that based on access authentication alone, only EPC procedures used in a "trusted non-3GPP network" may offer direct access to the EPC without tunnel setup to an ePDG/PDG. The UE may detect such trusted non-3GPP IP accesses as described in the reply to question 1. 
The remaining case is a "non-trusted non-3GPP network" in which the same considerations as for question 2 apply. 
4) How does the UE know which mobility procedure to run over non-3GPP access?
Answer: 

SA2 have specified mechanisms for IP Mobility Mechanism Selection (IPMS). Please see 23.402 clause 4.1.3. Note that IPMS only apply for access to EPC.  

5) How are legacy UEs served in case an operator decides  to migrate his core network to EPC?

Answer: 

It is SA2’s assumption that all entities in EPS, including the UE, conform to EPS specification. This does however not prevent an operator from deploying both EPC and non-EPC networks such as I-WLAN. An example may be a deployment where UEs may access the same Packet Data Network using either I-WLAN 3GPP IP Access (via PDG and Wi interface) or EPC (via ePDG, PDN GW and SGi interface). See also reply to questions 2 and 3 above.

6) In case the EPC offers also legacy services, how does an EPC entity decide whether to handle a UE request according to EPS procedures or legacy procedures?

Answer: 

The non-3GPP access type itself is not enough to make a distinction between EPS and I-WLAN. It should be possible to access both I-WLAN and EPS services over the same non-3GPP IP access. Instead SA2 assumes that the network can distinguish based on an indication from the UE whether the UE wants to connect to I-WLAN or EPS services. See reply to question 2 above.    
Question relating to possible overlap and misalignment of SA3 and SA2 specifications:

7) Possible overlap and misalignment of SA3 and SA2 specifications
Answer: 

SA2 has agreed to remove the overlapping text in 23.402 as per the attach CR S2-08xxxx.

2. Actions:

To SA3
ACTION: 
SA2 kindly requests SA3 to take the above information in account.
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