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3.2
Symbols

For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.

Dx
Reference Point between an I‑CSCF and an SLF.

Gi
Reference point between GPRS and an external packet data network.
Gm
Reference Point between a UE and a P‑CSCF.

Gq'
Reference Point between an P-CSCF or IBCF and the SPDF
ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IBCF and TrGW.
Ici
Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem network.

Izi
Reference Point between a TrGW and another TrGW belonging to a different IM CN subsystem network.

Le
Reference Point between an AS and a GMLC.

Ma
Reference Point between an AS and an I-CSCF.

Mb
Reference Point to IP network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point between a BGCF and an MGCF.

Mk
Reference Point between a BGCF/IMS ALG and another BGCF.

Mm
Reference Point between a CSCF/BGCF/IMS ALG and an IP multimedia network.

Mr
Reference Point between an CSCF and an MRFC.

Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF/BGCF and IBCF.
Sh
Reference Point between an AS (SIP‑AS or OSA‑CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.

Ut
Reference Point between UE and an Application Server.
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3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging Data Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node
GLMS
Group and List Management Server
GMLC
Gateway Mobile Location Centre

GRUU
Globally Routable User Agent URI

GUP
Generic User Profile

HSS
Home Subscriber Server

IBCF
Interconnection Border Control Function

I‑CSCF
Interrogating‑CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

IP‑SM‑GW
IP Short Message Gateway

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

IWF
Interworking Function

NP
Number portability

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

NASS
Network Attachment SubSystem
II-NNI
Inter-IMS Network to Network Interface

OSA
Open Services Architecture

P‑CSCF
Proxy‑CSCF

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

P‑GRUU
Public Globally Routable User Agent URI

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RACS
Resource and Admission Control Subsystem
RFC
Request for Comments

SCS
Service Capability Server

S‑CSCF
Serving‑CSCF

SDP
Session Description Protocol

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway

SPDF
Service Policy Decision Function

TAS
Telephony Application Server

T‑GRUU
Temporary Globally Routable User Agent URI

THIG
Topology Hiding Inter-network Gateway

TrGW
Transition Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM
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4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be founf in Section 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The Service Policy Decision Function (SPDF) may be a logical entity of the P-CSCF or a separate physical node. If the SPDF is implemented in a separate physical node, the interface between the SPDF and the P-CSCF is the Gq' interface standardised in ETSI TS 183 017 [zz].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S-CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P-CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.

NOTE 2:
For the 3GPP access network, the P-CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [11] and in TS 29.214 [12].

NOTE 3:
IMS entities other than P-CSCF will not be informed by this mechanism of the change in the access network unless SIP messages are exchanged.

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
If required for certain users, maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Performs SIP message compression/decompression depending on the resources provided by the access technology in use and local policy.

-
Authorisation of bearer resources and QoS management. For details see TS 23.203 [54] and ETSI ES 282 003 [yy].

NOTE: TS 23.203 [54] is not applicable when RACS is used.
Next Change
5.4.7.0
General

NOTE:
Clause 5.4.7 and subclauses are applicable when the IP-CAN does not contain a RACS. For the case where the IP-CAN contains a RACS please refer to clause 5.4.7a
At IP-CAN bearer activation the user shall have access to either IP-CAN services without Policy and Charging Control, or IP-CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP-CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP-CAN with Policy and Charging Control, PCC decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this clause and the following sub-clauses (sub-clauses 5.4.7.1 – 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP-CAN bearer according to a packet classifier. This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF (the interface between the PCRF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Enabling of media flows authorised in (1), e.g. 'open' the 'gate'.

4.
Disabling of media flows authorised in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorisation for IP-CAN and IP resources.

6.
Indication of IP-CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF.

7.
Authorization of IP-CAN bearer modification.

8.
Indication of IP-CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].

Next Change
5.4.7a
Interaction between RACS and IMS

The P-CSCF interacts with the RACS in order to do the following:

-
Request bindings data between the different IP addresses (NA(P)T or NA(P)T-PT) upon session initiation/modification.
-
Request media latching in hosted NAT scenarios.

-
Release the bindings at session release.

-
Open/close gates between domains (i.e. packets filtering depending on "IP address / port").

-
Perform packet marking.

-
Resource allocation and bandwidth reservation for upstream and downstream traffic.

-
Policing of incoming traffic.
More details can be found in ETSI ES 282 003 [yy] and ETSI TS 183 017 [zz].
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