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	Reason for change:
(
	In current TS23402, it is UE to initiate the ePDG discovery procedure. So UE should know whether the access network it used is trusted or not. 

In this CR, two methods on judging the non-3GPP access is trusted or untrusted are provided:

· Through static pre-configuration on UE: the static trusted/untrusted RAT list is setting on UE by the operator or user.
· Though indication of the access network is trusted or untrusted as part of the access authentication in non-3GPP access procedure. (Indication method for short in the later.)
For the static pre-configuration method, the mismatch situation may occure. For example, the UE decides to perform untrusted access procedure while the network doesn’t deploy any ePDG. 
For indication method, the HSS/AAA should get the access network info, such as RAT type, during access authentication procedure and judge whether the access network UE used is trusted or not based on the pre-configuration info on HSS/AAA. An indicator will be sent to UE in case it is regared as untrusted non-3GPP access network. Then UE initiates ePDG discovery procedure and IPsec tunnel establishment procedure. 
In case non-3GPP access does not support 3GPP-based access authentication, UE cannot receive any EAP message from the access network, which can be regarded as a hint of untrusted non-3GPP access. Then UE initiates ePDG discovery and performs untrusted non-3GPP access procedure.

	
	

	Summary of change:
(
	
Support of the non-3GPP access network is trusted or untrusted is known to UE in the following ways:

· 
through static pre-configuration on UE;
· 
through indication of the access network is trusted or untrusted as part of the access authentication in non-3GPP access procedure.

During access authentication in non-3GPP access procedure, the UE gets the indication from the HSS/AAA if the access network is figured as untrusted in HSS/AAA.
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	No method for judging the access network is trusted or not in current TS.
UE don’t know whether and when to trigger ePDG selection procedure.
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**** Start of 1st change ****
4.3.1.2
Trusted and Untrusted Non-3GPP Access Network

Trusted and Untrusted Non-3GPP Access Networks are IP access networks that use access technology whose specification is out of the scope of 3GPP. 
Whether a Non-3GPP IP access network is Trusted or Untrusted is not a characteristic of the access network.
In non-roaming scenario it is the HPLMN’s operator decision if a Non-3GPP IP access network is used as Trusted or Untrusted Non-3GPP Access Network.
Editor’s note: It is FFS whether it is the HPLMN or VPLMN or both that decide if a Non-3GPP access is trusted or untrusted in roaming scenario.
Support of the non-3GPP access network is trusted or untrusted is known to UE in the following ways:

· through static pre-configuration, or
· though indication of the access network is trusted or untrusted as part of the access authentication in non-3GPP access procedure.
For the static pre-configuration method, the information that each access network is trusted or untrusted can be access type and/or roaming agreement specific, which is pre-configured by operator or the user.
For the network supporting notification mechanism, the UE gets the indication from the HSS/AAA if the access network is figured as untrusted in HSS/AAA during access authentication in non-3GPP access procedure. Then, the UE initiates ePDG discovery procedure.
Note: In case non-3GPP access does not support 3GPP-based access authentication, UE cannot receive any EAP message from the access network, which can be regarded as a hint of untrusted non-3GPP access. Then UE initiates ePDG discovery and performs untrusted non-3GPP access procedure.
**** End of 1st change ****




























































































































































































































































































































































































































































