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This contribution proposes a solution for how the SGSN selects the same GGSN/HA as was used in I-WLAN for the case of combined GGSN/HA.

1. Introduction

The TS 23.327 v0.3.0 requires that it shall be possible to deploy a network with a combined GGSN/HA and to configure the GPRS access system as the DSMIPv6 "home link". When performing handover from I-WLAN to 3GPP Access in such a network it needs to be ensured that the same combined GGSN/HA is selected when moving to GPRS as was used while the UE was using I-WLAN and DSMIPv6.

When the UE activates a (“primary”) PDP context, the SGSN will typically construct an APN and resolve that APN in DNS to select the GGSN. The SGSN may use input from the UE (e.g. an APN provided by the UE), the HLR (e.g. an APN provided by HLR as well as additional info) and pre-configured information in the SGSN when constructing the APN.  The DNS server returns one or more GGSN IP addresses to the SGSN. Typically the same APN is supported on multiple GGSNs and there is thus no guarantee that the SGSN will select the GGSN IP address corresponding to the GGSN/HA entity used when in I-WLAN access.. 

Discussion

One solution for how to ensure that the UE is assigned the same GGSN/HA when moving from I-WLAN to GPRS is that the UE provides an APN that is unique to a specific GGSN/HA and that corresponds to the particular GGSN/HA assigned when using I-WLAN access.  There are different options for how the UE may derive this APN:

1. Static configuration

In case the HA IP address is statically configured in the UE, as described in 23.327, clause 5.3.2, the APN (i.e. logical node name of the GGSN function in the corresponding GGSN/HA) can be statically configured in the UE  

2. Retrieval from DNS as part of DNS-based HA discovery
In case the Home Agent IP address is discovered using DNS, as described in 23.327, clause 5.3.2, it is possible for the DNS server to return also a logical name (FQDN) that can be used as APN as part of the DNS procedure. For example, using DNS SRV and/or NAPTR records the DNS server can provide logical node names corresponding to the IP addresses returned. The UE can then store the received APN for later use when handing over from I-WLAN to GPRS access. See RFC 5026 for a description of using DNS SRV records for HA discovery.
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A drawback with this approach is that the UE would need to support more advanced DNS features than regular DNS address records (e.g. SRV and/or NAPTR records). 

3. APN retrieval using reverse lookup

The UE may derive this APN by making a reverse lookup in the DNS of the HA IP address.  It should be noted that the DNS server accessible to the UE is logically separate from the backbone-internal DNS server used by the SGSN when selecting GGSN. The mapping between IP addresses and APN could be illustrated as below:


[image: image2.emf]HA IP 

Address

DNS

APN 

(unique to the 

GGSN)

DNS

GGSN IP 

Address

Reverse DNS resolution 

performed by the UE in the DNS 

server accessible to the UE

DNS resolution performed by 

the SGSN in the GPRS core-

network-internal DNS server


The DNS server accessible to the UE is configured with a mapping between HA IP addresses and GGSN-unique APNs.    Before activating the PDP context in GPRS, the UE makes a reverse lookup of the HA IP address and receives the GGSN-unique APN. The UE then provides this APN when activating the PDP context in GPRS.

All of the above solutions 1-3 require that 

· The DNS server in the GPRS backbone (accessible to SGSN) is configured with a mapping from the GGSN-unique APN to the GGSN IP address(es) of the combined GGSN/HA.

· The GPRS network is configured to support UE-provided APNs. The SGSN resolves the UE-provided APN into an IP address of the GGSN function of the combined GGSN/HA
Any of the above alternatives 1-3 can be supported using existing standardized functionality in SGSN, GGSN and HLR.

Proposal

In order to avoid requirements on more advanced DNS functionality in the UE it is proposed to support solutions 1 and 3 and update TS 23.327 v0.3.0 as indicated below:

B1.5
Handover from 3GPP access to I-WLAN
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Figure B-4
Handover from 3GPP access to I-WLAN

1. The precondition of this flow is that the UE is attached to a 3GPP access and has active PDP context(s) with a GGSN/HA node. There is a GTP tunnel between the SGSN and the GGSN.

2. The UE needs to handover to a WLAN access network. The HO decision mechanism could be based on local policy in the UE. 


3. I-WLAN attachment and IPsec tunnel setup is executed according to 3GPP TS 23.234 [2]. In addition to the procedure defined in 3GPP TS 23.234 the UE may also obtain the Home Agent information via IKEv2 configuration payload if not already available in the UE.



4. The UE perform IKEv2/IPsec security association setup procedure with the Home Agent for DSMIPv6.

5. The UE sends a binding update to its home agent to update the binding cache entry at the home agent. The UE will use its IP address used in 3GPP access as its Home Address. This address will be preserved unless further indication from the 3GPP access. The UE uses the address configured from the PDG as the care-of address. The care-of address may be an IPv4 or IPv6 address.

6. The Home Agent responds with a binding acknowledgement if the binding update process was successful.  The Home Agent also creates the binding cache entry with the new care-of address of the UE.

7. The successful exchange of binding update and binding acknowledgement results in a Mobile IP tunnel between the UE and the home agent over the IPsec tunnel between the UE and the PDG. Data packets are now routed by Home Agent to UE's Care-of-Address via I-WLAN.
8. During this procedure, bearer resources reserved for the UE are released.

B1.6
Handover from I-WLAN to 3GPP Access
The handover may take place when the source network is no longer able to provide the required user-to-PDN connection service or based on operator policies.
B1.6.1
DS-MIPv6 operation
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Figure B-5
Handover from I-WLAN to 3GPP Access

1. The precondition of this flow is that he UE is attached I-WLAN with mobility support.  There is a Mobile IP tunnel between the UE and the Home Agent over an IPsec tunnel between the UE and the PDG.

2. The UE needs to handover to 3GPP access network because I-WLAN is no longer able to provide the required user-to-PDN connection service or based on operator policies. The UE attaches to 3GPP access according to 3GPP TS23.060. [3].
In order to generate an APN to be used when activating a PDP context in the GPRS access, the UE uses one of the following options:

1. An APN corresponding to the combined GGSN/HA used in source access may be pre-configured in the UE.

2. In case the APN is not statically configured, the UE makes a reverse DNS lookup of the HA IP address. As reply from the DNS server, the UE receives an APN corresponding to the combined GGSN/HA. 

3. The UE initiates PDP context setup according to 3GPP TS23.060 [3]. The UE provides an APN corresponding to the combined GGSN/HA used in the source access. This results in a PDP context setup with a GTP tunnel between the SGSN and the GGSN. GGSN returns a PDP address to the UE which is same as the HoA the UE used in WLAN access in step 1. In case of IPv6, the prefix associated with the PDP context is the same as the one for HoA (i.e. HNP).


4. The GGSN/HA interacts with the AAA server for mobility service authentication and authorization according to TS 29.061[13]. 


5. The UE detects that the HoA and the PDP address are same, so the UE considers itself in home link. The UE sends a Binding Update to its home agent with lifetime =0, and CoA = HoA to delete the binding cache entry at the home agent.

6. The Home Agent responds with a Binding Acknowledgement if the binding update process (binding deletion) was successful.

7. With the Binding Update and binding acknowledgement exchange the HA recognizes that the UE has returned home and deletes the binding cache. There is no Mobile IP tunnel between the UE and the home agent however a GTP tunnel is established between the SGSN and the GGSN. 

Bearer Resources on the I-WLAN access system are released according to 3GPP TS 23.234[2]. For that the UE detaches from I-WLAN if it has not happened before.
3GPP
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