Page 1



3GPP TSG-SA2 Meeting #65 
(
S2-083550
Prague, Czech Republic, 12 – 16 May, 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	23.203
	CR
	0116
	(

rev
	-
	(

Current version:
	8.1.1
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	Handling of Multiple BBERFs

	
	

	Source to WG:
(

	Motorola, Nortel, Verizon

	Source to TSG:
(

	SA2

	
	

	Work item code:
(

	SAES
	
	Date: (

	12/05/2008

	
	
	
	
	

	Category:
(

	C
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	For off-path signalling during HO, multiple PCRFs will be associated with one IP-CAN session. The procedures in 23.203 have not been updated to take into consideration multiple BBERFs for the one IP-CAN session. 

	
	

	Summary of change:
(

	Key concept: The PCRF should not be “enforcing” QoS rules in more than one BBERF. In Rel-8, the UE is only having active APN-Connectivity from a single-access. Hence, the PCRF should be able to determine which one of the BBERFs is a active BBERF and which one is a non-active BBERF. The PCRF should enforce rules only in the primary BBERF and only “inform” the non-primary BBERF of QoS rules.

1.Need to add definition  and selection logic overview (6.2.8.3 (new))

2. determination of active BBERF in GW Control Session Establishment procedure (7.7.1)

3. determination of active BBERF at PCEF initiated IP-CAN Session Modification (also to cover for DSMIPv6 case) (7.4.y)

4. clarification that the QoS rules provision has two flavours: “enforce” or “inform”. Only in case of enforcement is the BBERF expect to ack at end of enforcement, otherwise the BBERF just acks that it has received the QoS rules. These two variants are needed for both “QoS rules provision procedure” and for “GW Control Session Establishment Procedure” (7.7.1, 7.7.4)

5. Whenever a new QoS rule or an existing rules is updated for active BBERF, the QoS rule is also provided to the non-active BBERF, after receiving an ack that resources have been provisioned by the active BBERF. (7.7.4)
6. Deleted 7.7.5, since that section is not adding any new information.

	
	

	Consequences if 
(

not approved:
	Specification will not handle multiple BBERFs for off-path signalling

	
	

	Clauses affected:
(

	6.2.8.3 (new), 7.4.y, 7.7.1, 7.7.4, 7.7.5 (deleted)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	Changes have been made here on top of approved changes in SA2#64. If this contribution is approved, the changes will need to be merged with the other approved changes. S2-082906 (CR0117) and S2-083143 (CR0121)


6.2.8
Bearer Binding and Event Reporting Function (BBERF)

6.2.8.1
General

The BBERF includes the following functionalities:

-
Bearer binding.

-
Uplink bearer binding verification.

Editor's Note:
The detailed definition of 'Uplink bearer binding verification' is FFS. The purpose is to discard traffic that does not comply with the present bearer binding.

-
Event reporting to the PCRF.

Editor's Note:
This functional entity is, when Gxc applies, located at the Serving Gateway and, when Gxa applies, located in a trusted non-3GPP access.

Editor's Note:
The remaining part of this clause remains to be completed.

6.2.8.2
Service data flow detection

The service data flow detection at the BBERF is identical to the detection at PCEF with the following modifications:

-
If the service data flow is tunnelled at the BBERF, the BBERF uses information on the mobility protocol tunnelling header provided by the PCRF and the QoS rules to detect the service data flows.

6.2.8.3

Handling Multiple BBERFs

In case there are more than one BBERFs associated with an IP-CAN session, eg during handovers, the PCRF tracks enforcement of QoS rules on only one of the BBERFs. This BBERF is called the active BBERF. The other BBERF is referred to as non-active BBERF. The QoS rules that have been enforced at the active BBERFs are pushed by the PCRF to the non-active BBERF for information. 

The PCRF  determines which is the active-BBERF and which one is the non-active BBERF, at the time GW Control Session is Established by a BBERF and when PCEF initiates an IP-CAN Session Modification to change the IP-CAN type of an IP-CAN session. The logic at the PCRF for determination of the active-BBERF is as follows:

1. 
When a new BBERF establishes a GW Control Session which the PCRF determines is associated with an existing IP-CAN session: If the IP-CAN type provided by the BBERF is the same as the IP-CAN type associated with the IP-CAN session, the new BBERF becomes the active BBERF. The previous BBERF associated with the IP-CAN session becomes the non-active BBERF. 

2. 
When the PCEF initiates an IP-CAN session modification and changes the IP-CAN type: In case multiple BBERFs are associated with the IP-CAN session, the BBERF whose IP-CAN type matches the IP-CAN type provided by the PCEF, becomes the active-BBERF. 

7.4.y
IP-CAN Session Modification; GW(BBERF) initiated
This clause describes the procedure for IP-CAN Session modification when it is initiated by the BBERF. There are two alternative versions of this procedure:

 1.
The IP-CAN Session modification is initiated by the BBERF and the reason is BBERF relocation. The flow for this procedure is described by Figure 7.y. The flow is valid for all scenarios when relocating from an old GW(BBERF) to a new GW(BBERF), where at least one of them uses a Gateway Control Session. 
NOTE:
The PCEF initiated IP-CAN session modification applies if neither the old nor the new GW(BBERF) uses a Gateway Control Session.

2.
The IP-CAN Session modification procedure is initiated by the BBERF when a Gateway Control Session exists (applicable for case 2a and 2b, as defined in clause 7.1), but the BBERF is not relocated. This case is fully encapsulated by the Gateway Control and QoS Rules Request Procedure as defined in 7.7.3. 
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Figure 7.y: IP-CAN Session Modification; BBERF initiated with BBERF relocation

1. The target BBERF initiates a Gateway Control Session Establishement procedure as defined in 7.7.1 (applicable for case 2a and 2b, as defined in clause 7.1). 
2. The GW(PCEF) receives a request for IP CAN session modification.
3.  The PCEF determines that the PCC interaction is required and sends an Indication of IP-CAN Session modification (Event Report, affected PCC Rules) to the PCRF. The Event Report may indicate IP-CAN type change if appropriate. If there is a limitation or termination of the transmission resources for a PCC Rule, the PCEF reports this to the PCRF.
4.
The PCRF correlates the request for PCC Rules with the IP-CAN session and service information available at the PCEF. 

If case 2b applies (as defined in clause 7.1) and a new IP-CAN type is reported by the PCEF in Step 3 and there are multiple BBERFs associated with the IP-CAN session, the PCRF determines whether the active BBERF has changed. The active BBERF is the one which reported the same IP-CAN type as the one reported by the PCEF in Step 3. 

If case 2a applies (as defined in clause 7.1) and the PCEF has reported new tunnel header information, the PCRF uses this information to identify a new BBERF for the IP-CAN session.
5. 
The PCRF may need to report to the AF an event related to the transmission resources if the AF requested it at initial authorization.
Editor’s note: The details for this step when S9 is used remains to be completed.
6.
The AF acknowledges the event report and may provide additional information to the PCRF..
Editor’s note: The details for this step when S9 is used remains to be completed.
7. 
The PCRF makes the authorization and policy decision.
Editor’s note: The details for this step when S9 is used remains to be completed.
8.
The PCRF sends an Acknowledge of IP CAN Session modification (PCC Rules, Event Triggers) PCEF. The GW(PCEF) enforces the decision.

9.
If online charging is applicable, the PCEF may request credit for new charging keys from and/or shall issue final reports and return remaining credit for charging keys no longer active to the OCS.

10.
If OCS was contacted, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report. 

11.
The GW(PCEF) acknowledges or rejects any IP-CAN Session signalling received in step 2.
12.
The GW(PCEF) initiates revocation of resources if appropriate (applicable for case 2b, as defined in clause 7.1)
13.
The serving BBERF replies to the signalling initiated by the GW (PCEF) (applicable for case 2b, as defined in clause 7.1).
14.
If case 2a applies (as defined in clause 7.1) and the PCRF in Step 4 has determined that a new active BBERF is associtated with the IP-CAN session, or case 2b applies (as defined in clause 7.1) the PCRF initiates a Gateway Control and QoS Rules Provision procedure as defined in 7.7.4, if appropriate, in order to provision any QoS Rules affected by the BBERF re-location.
15.
 If case 2b applies (as defined in clause 7.1) the old BBERF initiates the Gateway Control Session Termination procedure as defined in 7.7.2.1, if appropriate.

If case 2a applies (as defined in clause 7.1) the PCRF initiates a Gateway Control and QoS Rules Provision procedure as defined in 7.7.4, if appropriate, in order to remove any QoS Rules affected by the BBERF re-location.
Editor’s note: It is FFS wheteher and how to harmonize the differences on resource removal for the old Gateway Control Sessions.
7.7.1
Gateway Control Session Establishment

There are two cases considered for Gateway Control Session Establishment:

1.
There exists an established IP CAN Session corresponding to the Gateway Control Session being established.

2.
The PCEF establishes the IP CAN Session subsequent to the Gateway Control session establishment.

In the first case, the Gateway Control Session establishment may result in a change in the IP CAN session, as is shown by the optional step 3 in the figure below.
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Figure 7.7.1-1: Gateway Control Session Establishment

1.
The GW(BBERF) receives a message or indication that it must establish a Gateway Control Session.

2.
The GW(BBERF) sends the H-PCRF a Gateway Control Session Establishment message.  In roaming scenarios, the Gateway Control Session Establishment message is sent to the vPCRF. The vPCRF may forwards the message to the HPCRF. The BBERF includes the following information: IP-CAN Type, UE Identity, PDN Identifier (if known), IP address(es) (if known). The IP-CAN Type identifies the type of access used by the UE. The UE’s identity and PDN Identifier requested are used to identify the subscriber and in H-PCRF selection to locate the PCRF function with the corresponding IP-CAN session established by the PDN GW. Further information is supplied on an access specific basis – as described in the IP-CAN specific Annexes.
Editor's Note:
It is FFS if the vPCRF if the vPCRF may hide the interaction from the hPCRF, for example in case the hPLMN supports on-path PCC model.



3. The PCRF determines if an IP-CAN session has already been established for the Gateway Control session establishment request. 

If case 2b applies (as defined in clause 7.1), and there is already an IP-CAN session established with a BBERF, the PCRF determines if this new BBERF should be the active BBERF. The new BBERF becomes the active BBERF if the IP-CAN type reported by the BBERF in Step 2 is the same as the IP-CAN type stored in the IP-CAN session information in the PCRF. The old BBERF becomes the non-active BBERF in this case. In case the IP-CAN type reported by the BBERF is not the same as the IP-CAN type in the IP-CAN Session information in the PCRF, the new BBERF is the non-active BBERF.
3.
The H-PCRF sends an Acknowledge Gateway Control Session Establishment to the GW(BBERF).  In case of roaming scenario, this message goes through the vPCRF. The H-PCRF may include the following information: QoS Rules and Event Triggers.  The QoS policy rules are employed by the GW to perform Bearer Binding. The Event Triggers indicate events that require the GW(BBERF) to report to the PCRF. 

If case 2b applies (as defined in clause 7.1), and there are multiple BBERFs associated with IP-CAN Session and the new BBERF is a non-active BBERF, QoS rules are only provided for information and not for enforcement to the BBERF. Otherwise, i.e if the new BBERF is the active BBERF, QoS rules are to be enforced by the BBERF.
Editor's Note:
It is FFS whether the V-PCRF may save information or other resources associated with Gateway Control Session.
4.  In case an IP-CAN session has already been established, the hPCRF correlates the Gateway Control Session  with the IP-CAN session and performs an IP-CAN session modification procedure with the PCEF, if the PCC rules previously provided to the PCEF need to be updated.

5.
The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. This step may trigger IP-CAN bearer establishment procedures.  The details of bearer establishment are IP-CAN specific.
6.
An indication of Gateway Control Session Established is sent to the entity that triggered the initiation of the session.

7.7.4
Gateway Control and QoS Rules Provision
In the following procedure the non-active BBERF exists only for the case 2b as defined in Clause 7.1 and when multiple BBERFs are associated with IP-CAN Session. In such a case, the node shown as GW(BBERF) in the figure below is the active BBERF for the IP-CAN Session.
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Figure 7.7.4-1: Gateway Control and QoS Rules Provision

1.
The H‑PCRF is requested to update the QoS Rules and Event triggers for a Gateway Control Session.

2.
The H‑PCRF sends a Gateway Control and QoS Rules Provision message to the GW (BBERF). If the GW (BBERF) is deployed in a roaming scenario, the message is sent to the V‑PCRF and the V‑PCRF forwards it to the GW (BBERF). This message will include QoS Rules and Event Triggers.

Editor's Note:
It is FFS whether the V‑PCRF may reach the decision to send QoS Rules to the GW (BBERF) autonomously, for example in the case of LBO.

3.
The QoS Rules and Event Triggers received by the GW (BBERF) are deployed. This may result in bearer binding being performed, according to the rules. Subsequent events corresponding to the Event Triggers will cause an Event Report to be delivered to the H‑PCRF by means of a Gateway Control and QoS Rules Request procedure. It is also possible that this message includes an Event Report originating from the GW(PCEF) and relayed by the PCRF to the BBERF. This Event Report enables a GW(PCEF)-originating message to be sent by way of the PCC infrastructure to the BBERF in situations that  communication is needed between the GW(PCEF) and the GW(BBERF) and no interface exists between the GWs.
4.
The GW (BBERF) sends a Gateway Control and QoS Rules Provision Ack (Result) message to the GW (BBERF). If the GW (BBERF) is deployed in a roaming scenario the message is sent to the V‑PCRF by the GW (BBERF), and the V‑PCRF forwards it to the H‑PCRF. The Result information element indicates whether the indicated QoS Rules could be implemented.
5.
H‑PCRF has completed updating the session and can continue with the activity that prompted this procedure.
6. 
If case 2b applies (as defined in clause 7.1), and there are multiple BBERFs associated with IP-CAN Session, the PCRF pushes the QoS rules to the non-active BBERF for information only.

7.
The non-active BBERF acknowledges that it has received the rules. 
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