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*** Start of 1st Change ***
4.7.2.1
The EPS bearer in general

For E-UTRAN access to the EPC the PDN connectivity service is provided by an EPS bearer in case of GTP-based S5/S8, and by an EPS bearer concatenated with IP connectivity between Serving GW and PDN GW in case of PMIP-based S5/S8.

An EPS bearer uniquely identifies an SDF aggregate between a UE and a PDN GW in case of GTP-based S5/S8, and between UE and Serving GW in case of PMIP-based S5/S8.

Editor's Note:
The term 'SDF aggregate' is defined in Annex B (to be moved to TS 23.203 Rel-8).

An EPS bearer is the level of granularity for bearer level QoS control in the EPC/E-UTRAN. That is, SDFs mapped to the same EPS bearer receive the same bearer level packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different bearer level QoS to two SDFs thus requires that a separate EPS bearer is established for each SDF.

NOTE:
In addition but independent to bearer level QoS control, the PCC framework allows an optional enforcement of service level QoS control on the granularity of SDFs independent of the mapping of SDFs to EPS bearers.

One EPS bearer is established when the UE connects to a PDN, and the context of this EPS bearer remains established throughout the lifetime of the PDN connection to provide the UE with always-on IP connectivity to that PDN. That bearer is referred to as the default bearer. Any additional EPS bearer that is established to the same PDN is referred to as a dedicated bearer. The distinction between default and dedicated bearers should be transparent to the access network (e.g. E-UTRAN).
An EPS bearer is managed in a means of an EPS Bearer Context in the UE and the CN, which is created/released by the NAS Session Management procedures. An EPS bearer is realised by an EPS radio bearer, user plane tunnel in CN and an EPS Bearer Context. While an EPS radio bearer can be released when it is not in use, an EPS Bearer Context is preserved in the UE and the CN while the UE is in ECM-IDLE.  Informations associated with an EPS Bearer Context are described in the clause 5.6. 
An UpLink Traffic Flow Template (UL TFT) is a set of uplink packet filters. A DownLink Traffic Flow Template (DL TFT) is a set of downlink packet filters. Every EPS bearer is associated with an UL TFT in the UE and a DL TFT in the PCEF.

NOTE:
The evaluation precedence order of the filters associated with the default bearer, in relation to those associated with the dedicated bearers, is up to operator configuration. It is possible to "force" certain SDFs onto the default bearer by setting the evaluation precedence order of the corresponding filters to a value that is lower than the values used for filters associated with the dedicated bearers. It is also possible use the default bearer for traffic that does not match any of the filters associated with the dedicated bearers. In this case, the evaluation precedence order of the corresponding filter(s) (e.g., a "match all filter") need to be set to a value that is higher than the values used for filters associated with dedicated bearers.

The initial bearer level QoS parameter values of the default bearer are assigned by the network, based on subscription data (in case of E-UTRAN the MME sets those initial values based on subscription data retrieved from HSS). The PCEF may change those values based in interaction with the PCRF or based on local configuration.

The decision to establish or modify a dedicated bearer can only be taken by the EPC, and the bearer level QoS parameter values are always assigned by the EPC. Therefore, the MME shall not modify the bearer level QoS parameter values received on the S11 reference point during establishment or modification of a dedicated bearer. Instead, the MME shall only transparently forwards those values to the E-UTRAN. Consequently, "QoS negotiation" between the E-UTRAN and the EPC during dedicated bearer establishment / modification is not supported. The MME may, however, reject the establishment or modification of a dedicated bearer (e.g. in case the bearer level QoS parameter values sent by the PCEF over a GTP based S8 roaming interface do not comply with a roaming agreement).

Editor's Note:
It is FFS in case of GTP based roaming how an MME in the VPLMN can enforce roaming restrictions on an 'EPS subscribed QoS profile' received from the HSS in the HPLMN during the Attach procedure.

The distinction between default and dedicated bearers should be transparent to the access network (e.g. E-UTRAN).

An EPS bearer is referred to as a GBR bearer if dedicated network resources related to a Guaranteed Bit Rate (GBR) value that is associated with the EPS bearer are permanently allocated (e.g. by an admission control function in the eNodeB) at bearer establishment/modification. Otherwise, an EPS bearer is referred to as a Non-GBR bearer.

NOTE:
Admission control can be performed at establishment / modification of a Non-GBR bearer even though a Non-GBR bearer is not associated with a GBR value.

A dedicated bearer can either be a GBR or a Non-GBR bearer. A default bearer shall be a Non-GBR bearer.

NOTE:
A default bearer remains permanently established to provide the UE with always-on IP connectivity to a certain PDN. That motivates the restriction of a default bearer to bearer type Non-GBR.
*** End of Change ***
*** Start of 2nd Change ***
5.4.1
Dedicated bearer activation

The dedicated bearer activation procedure for a GTP based S5/S8 is depicted in figure 5.4.1-1.

[image: image1.emf] 

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

(1. PCC Decision  Provision)  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

3. Create   

   

   

   

Dedicated  

   

   

   

   

   

   

   

Bearer Request  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

MME  

   

   

   

   

   

   

   

Serving GW  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

 PDN GW  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

PCRF  

   

   

   

   

   

   

   

4. Bearer Setup Request  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

5.   

   

   

   

RRC Conne ction Reconfiguration      

   

   

 

   

   

   

   

   

   

   

   

   

   

2. Cr eat  

e  

   

   

   

 Dedicated Bearer Request  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

6.      RRC    Connection Reconfiguration Complete  

   

   

   

   

   

   

   

   

   

   

   

   

   

7. Bearer  

   

 Setup Response  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

8. Create   

   

   

   

Dedicated  

   

   

   

   

   

   

   

Bea  

   

   

   

rer Response  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

(10. Provision Ack)  

   

   

   

   

   

   

   

   

   

   

   

   

   

   

   

eNodeB  

   

   

   

   

   

   

   

UE  

   

   

   

   

   

   

   

( A)  

   

   

   

   

   

   

(  

   

   

   

B  

   

   

   

)  

   

   

   

   

   

   

   

9  

   

   

   

. Create   

   

   

   

Dedicated  

   

   

   

   

   

   

   

Bea  

   

   

   

rer Response  

   

   

   

   

   

   

   


Figure 5.4.1-1: Dedicated Bearer Activation Procedure

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For an PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP based S5/S8.

1.
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.7.2. The PDN GW sends a Create Dedicated Bearer Request message (IMSI, PTI, Bearer QoS, UL TFT, S5/S8 TEID, LBI) to the Serving GW, the Linked EPS Bearer Identity (LBI) is the EPS Bearer Identity of the default bearer. The Procedure Transaction Id (PTI) parameter is only used when the procedure was initiated by a UE Requested Bearer Resource Allocation Procedure - see clause 5.4.5.
3.
The Serving GW sends the Create Dedicated Bearer Request (IMSI, PTI, Bearer QoS, UL TFT, S1-TEID, LBI, DL TFT (for PMIP-based S5/S8)) message to the MME. If the UE is in ECM-IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4-7 may be combined into Network Triggered Service Request procedure or be performed standalone. It is FFS in case there is no paging response.

4.
The MME selects an EPS Bearer Identity, which has not yet been assigned to the UE. The MME then builds a Dedicated Bearer Activation Request message  including the PTI, UL TFT, the EPS Bearer Identity and the Linked EPS Bearer Identity (LBI). If the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Dedicated Bearer Activation Request. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. The MME then signals the Bearer Setup Request (Bearer QoS, Dedicated Bearer Activation Request, S1-TEID) message to the eNodeB.

5.
The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a RRC Connection Reconfiguration (Radio Bearer QoS, Dedicated Bearer Activation Request, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Dedicated Bearer Activation Request, for use when accessing via GERAN or UTRAN. The UE NAS stores the EPS Bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked EPS Bearer Identity (LBI). The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

NOTE 2:
The details of the Radio Bearer QoS are specified by RAN WG2.

6.
On receipt of the Dedicated Bearer Activation Request message, the UE NAS layer builds a Dedicated Bearer Activation Response message including the EPS Bearer Identity. The UE then acknowledges the radio bearer activation to the eNodeB with a RRC Connection Reconfiguration Complete (Dedicated Bearer Activation Response) message.

7.
The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (EPS Bearer Identity, S1-TEID, Dedicated Bearer Activation Response) message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not.

8.
The MME acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S1-TEID) message.

9.
The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S5/S8-TEID) message.

10.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.

NOTE 3:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

5.4.2
Bearer modification with bearer QoS update

5.4.2.1
PDN GW initiated bearer modification with bearer QoS update

The PDN-GW initiated bearer modification procedure (including Bearer QoS update) for a GTP based S5/S8 is depicted in figure 5.4.2-1. In this procedure, the UE is assumed to be in active mode.
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Figure 5.4.2.1-1: Bearer Modification Procedure with Bearer QoS Update, UE in active mode

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP based S5/S8.

1.
If dynamic PCC is not deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active bearer. The PDN GW generates the UL TFT and updates the Bearer QoS to match the aggregated set of service date flows. The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, Bearer QoS, UL TFT) message to the Serving GW. The Procedure Transaction Id (PTI) parameter is used when the procedure was initiated by a UE Requested Bearer Resource Allocation Procedure - see clause 5.4.5 or is used when the procedure was initiated by a UE Requested Bearer Resource Release Procedure - see clause 5.4.6.
3.
The Serving GW sends the Update Bearer Request (PTI, EPS Bearer Identity, Bearer QoS, UL TFT) message to the MME.

4.
The MME builds a Session Management Configuration Request message including the PTI and the UL TFT and EPS Bearer Identity. If the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Configuration. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. The MME then sends the Bearer Modify Request (EPS Bearer Identity, Bearer QoS, Session Management Configuration) message to the eNodeB.

5.
The eNodeB maps the modified Bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Modify Request (Radio Bearer QoS, Session Management Configuration, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Session Management Configuration, for use when accessing via GERAN or UTRAN. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

NOTE 2:
The details of the Radio Bearer QoS are specified by RAN WG2.

6.
On receipt of the Session Management Configuration Request message, the UE NAS layer builds a Session Management Configuration Response message including EPS Bearer Identity. The UE then acknowledges the radio bearer modification to the eNodeB with a Radio Bearer Modify Response (Session Management Configuration Response).message.

7.
The eNodeB acknowledges the bearer modification to the MME with a Bearer Modify Response (EPS Bearer Identity, Session Management Configuration Response) message. With this message, the eNodeB indicates whether the requested Bearer QoS could be allocated or not.

8.
The MME acknowledges the bearer modification to the Serving GW by sending an Update Bearer Response (EPS Bearer Identity) message.

9.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

Editor's Note:
It is FFS whether the EPS Bearer Identity is needed in the Update Bearer Response message to correlate with the Update Bearer Request message.

10.
If the Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.

NOTE 3:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

*** End of Change ***
*** Start of 3rd Change ***
5.4.3
Bearer modification without bearer QoS update

The bearer modification procedure without QoS update is used to update the UL TFT for an active default or dedicated bearer. This procedure for a GTP based S5/S8 is depicted in figure 5.4.3-1.
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Figure 5.4.3-1: Bearer Modification Procedure without Bearer QoS Update

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For an PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP based S5/S8.

1.
If dynamic PCC is not deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active bearer. The PDN GW generates the UL TFT and determines that no update of the Bearer QoS is needed. The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, UL TFT) message to the Serving GW. The Procedure Transaction Id (PTI) parameter is used when the procedure was initiated by a UE Requested Bearer Resource Allocation procedure – see clause 5.4.5 or is used when the procedure was initiated by a UE Requested Bearer Resource Release Procedure - see clause 5.4.6.

3.
The Serving GW sends the Update Bearer Request (PTI, EPS Bearer Identity, UL TFT, DL TFT (for PMIP-based S5/S8)) message to the MME. The MME builds a Session Management Configuration Request message including the UL TFT and EPS Bearer Identity. If the UE is in ECM-IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4-7 may be combined into Network Triggered Service Request procedure or be performed standalone. It is FFS in case there is no paging response.

4.
The MME then sends a Downlink NAS Transport (Session Management Configuration Request) message to the eNodeB.

5.
The eNodeB sends the Direct Transfer (Session Management Configuration Request) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

6.
On receipt of the Session Management Configuration Request message, the UE NAS layer builds a Session Management Configuration Response message including EPS Bearer Identity. The UE then sends a Direct Transfer (Session Management Configuration Response) message to the eNodeB.

7.
The eNodeB sends an Uplink NAS Transport (Session Management Configuration Response) message to the MME.

8.
The MME acknowledges the bearer modification to the Serving GW by sending an Update Bearer Response (EPS Bearer Identity) message.

9.
The Serving GW acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS Bearer Identity) message.

Editor's Note:
It is FFS whether the EPS Bearer Identity is needed in the Update Bearer Response message to correlate with the Update Bearer Request message.

10.
If the bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.

NOTE 2:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

5.4.4
Bearer deactivation

5.4.4.1
PDN GW initiated bearer deactivation

The bearer deactivation procedure for a GTP based S5/S8 is depicted in figure 5.4.4-1. In this procedure, the UE is assumed to be in ECM-CONNECTED. This procedure can be used to deactivate a dedicated bearer or deactivate all bearers belonging to a PDN address.
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Figure 5.4.4.1-1: PDN GW Initiated Bearer Deactivation, UE in active mode

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For an PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP-based S5/S8.

1.
If dynamic PCC is not deployed, The PDN GW is triggered to initiate the Bearer Deactivation procedure due either a QoS policy or on request from the MME (as outlined in clause 5.4.4.2). Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy. The PDN GW initiated Bearer deactivation is also performed when handovers without optimization occurs from 3GPP to non-3GPP, in which case, the default bearer and all the dedicated bearers associated with the PDN address are released, but the PDN address is kept in the PDN GW.
2.
The PDN GW sends a Delete Bearer Request (PTI, EPS Bearer Identity) message to the Serving GW. The Procedure Transaction Id (PTI) parameter in this step and in the following steps is only used when the procedure was initiated by a UE Requested Bearer Resource Release Procedure - see clause 5.4.6. This message can include an indication that all bearers belonging to that PDN connection shall be released.
3.
The Serving GW sends the Delete Bearer Request (PTI, EPS Bearer Identity) message to the MME. This message can include an indication that all bearers belonging to that PDN connection shall be released.

4.
The MME builds a Session Management Configuration Request message including the PTI, a Deletion Indicator and EPS Bearer Identity. The MME then signals the Deactivate Bearer Request (EPS Bearer Identity, Session Management Configuration Request) message to the eNodeB.

5.
The eNodeB signals a Radio Bearer Release Request (EPS RB Identity, Session Management Configuration Request) message to the UE.

6.
On receipt of the Session Management Configuration Request with a Deletion Indicator, the UE NAS removes the UL TFTs and EPS Bearer Identity. The UE NAS then layer builds a Session Management Configuration Response message including the EPS Bearer Identity. The UE then acknowledges the radio bearer release to the eNodeB with a Radio Bearer Release Response (Session Management Configuration Response) message.

7.
The eNodeB acknowledges the bearer deactivation to the MME with a Deactivate Bearer Response (EPS Bearer Identity, Session Management Configuration Response) message.

8.
The MME deletes the bearer context related to the deactivated EPS bearer acknowledges the bearer deactivation to the Serving GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

9.
The Serving GW deletes the bearer context related to the deactivated EPS bearer acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

Editor's Note:
It is FFS whether the EPS Bearer Identity is needed in the Delete Dedicated Bearer Response message to correlate with the Delete Dedicated Bearer Request message.

10.
The PDN GW deletes the bearer context related to the deactivated EPS bearer. If the dedicated bearer deactivation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF that the requested PCC decision was enforced by sending a Provision Ack message.

NOTE 2:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.


Steps 4 to 7 are not performed when the UE is in ECM-IDLE. The EPS bearer state is synchronized between the UE and the network at the next ECM-IDLE to ECM-CONNECTED transition (e.g. Service Request or TAU procedure).


If all the bearers belonging to a UE are released, the MME shall change the MM state of the UE to EMM-DEREGISTERED and the MME sends the S1 Release Command to the eNodeB, which initiates the release of the RRC connection for the given UE if it is not released yet, and returns an S1 Release Complete message to the MME.

If the UE detects that all of its bearers are released, the UE shall also change the MM state to EMM-DEREGISTERED.

Editor's note:
FFS: handling of steps 4 to 7 when the UE is in ECM-CONNECTED but not reachable.

*** End of Change ***
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