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Abstract of the contribution:

Currently in 3GPP TS 23.402 there are no procedures tailored to the support of multiple PDN connectivity during handover. The paper discusses how this scenario can be handled for handover from 3GPP to non-3GPP access as well as from non-3GPP to 3GPP access. 

1. Discussion
TS 23.402 allow a UE to connect to multiple PDNs and describes the establishment of connectivity to multiple PDNs. However, currently in TS 23.402 there are no procedures tailored to the support of multiple PDN connectivity during handover. 
In this paper we discuss only the scenario where all the PDNs active on a first access are handed over to a second access. 
A first possible way to support handover of multiple PDNs from one access to another is to have the network re-establish upon handover the connectivity to the PDNs active before handover. In case of handover from a non-3GPP to E-UTRAN this implies that the MME receives the information from the HSS regarding all the PDNs that are active over the non-3GPP access and, upon UE attachment to E-UTRAN, the MME establishes the bearers for each PDN. In case of handover from 3GPP to a trusted non-3GPP access this implies that the AGW receives the information from the HSS regarding all the PDNs that are active over the 3GPP access and, upon UE attachment to trusted non-3GPP access, the AGW establishes the bearers for each PDN. 
However even assuming this solution there are scenarios in which the PDNs must be reconnected by the UE and not by the network. As an example, upon handover from non-3GPP to GERAN/UTRAN, the PDNs must be reconnected by the UE after attachment by creating a new PDP context for each PDN that needs to be reconnected as a result of the handover. Moreover, upon handover from 3GPP access to trusted/untrusted non-3GPP access, when S2c is used, it is the UE that must re-establish connectivity with each PDN active before the handover. 

Another issue raises from the signalling that the UE would use over a trusted access to perform the handover of multiple PDNs connectivity. As an example, upon handover if the UE triggers the connectivity over the trusted non-3GPP with S2a by using DHCP and a number of PDNs that were active before handover are reconnected, the UE is returned in a single DHCP response a number of IP addresses corresponding to multiple PDNs. This together with the fact that the UE may later on need to disconnect one of the PDNs may create serious issues to the DHCP state machine. 

In conclusion, such solution would create a set of asymmetrical procedures for handover to multiple PDNs (e.g. in some cases the UE initiates the reconnections whereas in others the network initiates the reconnection) therefore adding complexity to the UE by requiring the UE to behave in a considerably different way depending on the handover scenario. 
In this paper we argue that a solution where independently of the type of handover it is always the UE that upon handover re-establishes connectivity to each PDN that was active before handover is preferable. Therefore we propose:

-  a symmetrical mechanism, where in all the handover cases it is the UE that during the handover to the target access re-establishes the connectivity with each PDN the UE was connected to before the handoff. 

- In accesses where it is possible, the UE indicates this is an handover by using the Request Type = “handover”. E.g. this may be possible over some trusted accesses and un-trusted accesses and it is easily possible over eUTRAN if we add the parameter to the PDN Connectivity Request message. 

- For the accesses where the UE cannot provide the indication, the AGW/ePDG would need to know whether the request from the UE corresponds to an initial attach or an handover, and it does so based on the information downloaded upon authentication from the HSS/AAA.
3. Proposal
We propose to adopt the changes contained in documents S2-083447, S2-083448, and S2-083449.
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