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Abstract of the contribution: The purpose of this contribution is to align the non-3GPP to 3GPP handover procedure with the normal EPC attachment procedure.
1
Introduction
In TS 23.401 the normal E-UTRAN Initial Attach procedure is defined as follows:
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Figure 1 Attach procedure

In TS 23.402, the General non-optimized Handover Procedure from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIPv6 on S2a and GTP or PMIP on S5/S8 interfaces is defined as follows:
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Figure 2 Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIPv6 on S2a and GTP or PMIP on S5/S8 interfaces
In this procedure, the user payload path is established at step 7~9. However the user payload path should not be switched to the target network until the Update Bearer Request message is received at step 13. The second request message is used to indicate that the radio path establishment is completed. This two-step procedure will waiver out the DL buffering requirement at S-GW.

2 Discussion
There are a few problems with this call flow:

· For a signal radio terminal, the service interruption time is much longer for both DL and UL traffic.

· IP address assignment can not be completed with PMIP based S5/S8 as showed in figure below.
When PMIP is used at S5/S8, the handover procedure is defined as follows:
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Figure 3 Trusted/Untrusted Non-3GPP IP Access to E-UTRAN Handover over PMIPv6-based S2a and using PMIPv6-based S5/S8 (figure is copied from S2-082537)
In step 11, the S-GW does not have the UE IP address yet. It is unable to deliver the UE IP address(es). Therefore the attachment procedure can not be completed at step 12. The UE IP address(es) is assigned by the P-GW later at step 14, which requires additional messages in order to deliver it to the UE. 
Following IETF spirit the UE’s IP address(es) must be confirmed by the network, even though it is assumed that the UE shall receive the same IP address after handover. With MIPv6 or PMIPv6, it is LMA/HA or AAA/HSS has the responsibility for UE IP address(es) confirmation. Therefore, before the UE IP address(es) is (are) confirmed by P-GW after step 14, and delivered to the UE, the UE shall not use it. This means both DL/UL traffic will be lost before step 15. 

The conclusion is the attachment procedure cannot be completed without impacts on RAN that the eNB has to perform different attachment procedure based on S5/S8 variety. 

An alternative solution to the problem is to introduce a “provisional” PBU/PBA exchange between steps 6 and 11 where the S-GW retrieves the UE IP address(es) from PDN GW without switching the PMIP tunnel. The PDN GW would switch the PMIP tunnel at steps 13-14. This has been proposed (but not discussed) at SA2#64 in S2-082537 and S2-082538. However, such “provisional” PBU/PBA exchange is work in progress in IETF and currently there are three Internet Drafts in early stages proposing different variants (draft-muhanna-netlmm-pmipv6-support-transient-coa-01.txt, draft-liebsch-netlmm-intertech-proxymip6ho-01.txt, draft-blume-netlmm-secondary-bce-proxymip6ho-00.txt). It is very unlikely that IETF will have a stable draft/RFC ready within the rel-8 time frame and it is not acceptable to delay the generic handover procedures due to this issue.    
3 Proposal 

Based on the analysis above, the contribution proposes to align the handover procedure with the initial attach procedure as defined in TS23.401 section 5.3.2.1 and TS23.402 section 5.2. 
This alignment will avoid the IP address allocation problem when PMIP is used at S5/S8. And it will also minimize the impacts on EPC.
Please refer to CR261 (S2-083217) for the detail proposed text.
Step 11 requires the �S-GW to know the UE’s IP address �( the P-GW, who allocates the IP addr. must be contacted first.
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