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Possible side effects of service level interworking related to status report delivery are discussed.
Introduction

Both IM and SM services define a delivery report mechanism. These services in the UE may be implemented in independent, separate applications. This means that if the UE sends the actual message via SM service, it expects also the delivery report via that service. The same applies to IM service as well. If the delivery report comes to the UE via different service which was used to send out the actual message, the UE has no means to bind the report to the actual message.
With the current IM-SMS interworking function, it may happen that a message and its delivery notification / status report are sent/received with different services: status report sent for an instant message, or delivery notification sent for a submitted SM.
background

Correlation of status reports and short messages

Copy paste from TS 23.040, beginning of chapter 9.2.2.2:
Basic elements of the SMS‑SUBMIT type:

	Abbr.
	Reference
	P1)
	P2)
	Description

	TP‑MTI
	TP‑Message‑Type‑Indicator
	M
	2b
	Parameter describing the message type.

	TP‑RD
	TP‑Reject‑Duplicates
	M
	b
	Parameter indicating whether or not the SC shall accept an SMS‑SUBMIT for an SM still held in the SC which has the same TP‑MR and the same TP‑DA as a previously submitted SM from the same OA

	TP‑VPF
	TP‑Validity‑Period‑Format
	M
	2b
	Parameter indicating whether or not the TP‑VP field is present.

	TP‑RP
	TP‑Reply‑Path
	M
	b
	Parameter indicating the request for Reply Path.

	TP‑UDHI
	TP‑User‑Data‑Header‑Indicator
	O
	b
	Parameter indicating that the TP‑UD field contains a Header. 

	TP‑SRR
	TP‑Status‑Report‑Request
	O
	b
	Parameter indicating if the MS is requesting a status report.

	TP‑MR
	TP‑Message‑Reference
	M
	I
	Parameter identifying the SMS‑SUBMIT.

	TP‑DA
	TP‑Destination‑Address
	M
	2‑12o
	Address of the destination SME.

	TP‑PID
	TP‑Protocol‑Identifier
	M
	o
	Parameter identifying the above layer protocol, if any.

	TP‑DCS
	TP‑Data‑Coding‑Scheme
	M
	o
	Parameter identifying the coding scheme within the TP‑User‑Data.

	TP‑VP
	TP‑Validity‑Period
	O
	o/7o
	Parameter identifying the time from where the message is no longer valid.

	TP‑UDL
	TP‑User‑Data‑Length
	M
	I
	Parameter indicating the length of the TP‑User‑Data field to follow.

	TP‑UD
	TP‑User‑Data
	O
	3)
	


Copy paste from TS 23.040, beginning of chapter 9.2.2.3:

Basic elements of the SMS‑STATUS‑REPORT type:

	Abbr.
	Reference
	P1)
	R2)
	Description

	TP‑MTI
	TP‑Message‑Type‑Indicator
	M
	2b
	Parameter describing the message type

	TP-UDHI
	TP-User-Data-Header-Indication
	O
	b
	Parameter indicating that the TP-UD field contains a Header

	TP‑MMS
	TP‑More‑Messages‑to‑Send
	M
	b
	Parameter indicating whether or not there are more messages to send

	TP‑SRQ
	TP‑Status‑Report‑Qualifier
	M
	b
	Parameter indicating whether the previously submitted TPDU was an SMS-SUBMIT or an SMS‑COMMAND

	TP‑MR
	TP‑Message‑Reference 3)
	M
	I
	Parameter identifying the previously submitted SMS‑SUBMIT or SMS‑COMMAND

	TP‑RA
	TP‑Recipient‑Address
	M
	2‑12o
	Address of the recipient of the previously submitted mobile originated short message

	TP‑SCTS
	TP‑Service‑Centre‑Time‑Stamp
	M
	7o
	Parameter identifying time when the SC received the previously sent SMS‑SUBMIT

	TP‑DT
	TP‑Discharge‑Time
	M
	7o
	Parameter identifying the time associated with a particular TP‑ST outcome

	TP‑ST
	TP‑Status
	M
	o
	Parameter identifying the status of the previously sent mobile originated short message

	TP-PI
	TP-Parameter-Indicator
	O
4)
	o
	Parameter indicating the presence of any of the optional parameters which follow

	TP-PID
	TP-Protocol-Identifier
	O
	o
	see clause 9.2.3.9. TP-PID of original SMS-SUBMIT

	TP-DCS
	TP-Data-Coding-Scheme
	O
	o
	see clause 9.2.3.10

	TP-UDL
	TP-User-Data-Length
	O
	o
	see clause 9.2.3.16

	TP-UD
	TP-User-Data
	O
	5)
	see clause 9.2.3.24


Correlation of delivery notifications and instant messages

Couple of quotes related to IM – delivery notification correlation from draft-ietf-simple-imdn:
The IM Sender MUST include the Message-ID header field in the IM that he wishes to receive an IMDN on.  The Message-ID contains a globally unique message identifier the IM Sender can use to correlate received IMDNs. When the IM Sender receives an IMDN, it can compare its value with the value of the <message-id> element present in the IMDN payload. IMDNs also carry this header field.  Note that since the IMDN is itself an IM, the Message-ID of the IMDN will be different than the Message-ID of the original IM.

The <message-id> element is mandatory according to the XML schema and carries the message id that appeared in the Message-ID header field of the IM.

The <datetime> element is mandatory and carries the date and time the IM was sent (not the IMDN). This information is obtained from the DateTime header field of the IM.

Some devices are not able to retain state over long periods. For example, mobile devices may have memory limits or battery limits. These limits may mean these devices may not be able to, or may chose not to, keep sent messages for the purposes of correlating IMDNs with sent IMs. To make some use of IMDN in this case, we add a time stamp to the IM to indicate when the user sent the message. The IMDN returns this time stamp to enable the user to correlate the IM with the IMDN at the human level.  We use the DateTime CPIM header field for this purpose. Thus, if the IM Sender would like an IMDN, the IM Sender MUST include the DateTime CPIM header field.

This specification does not mandate the IM Sender to keep state for a sent IM.

Once an IM Sender sends an IM containing an IMDN request, it MAY preserve the IM context, principally the Message-ID, and other user-identifiable information such as the IM subject or content, and date and time it was sent. Without preservation of the IM context, the IM Sender will not be able to correlate the IMDN with the IM it sent. The IM Sender may find it impossible to preserve IM state if it has limited resources or does not have non-volatile memory and then loses power.

There is, however, the concept of "Sent Items" box in an application that stores sent IMs.  This "Sent Items" box has the necessary information and may have a fancy user interface indicating the state of a sent IM.  A unique Message-ID for this purpose proves to be useful. The length of time for items to remain in the "Sent Items" box is a user choice.  The user is usually free to keep or delete items from the "Sent Items" box as she pleases or as the memory on the device reaches capacity.

Clearly, if an IM Sender loses its sent items state, for example, the user deletes items from the "Send Items" box, the client may use a different display strategy in response to apparently unsolicited IMDNs.

This specification also does not mandate an IM Sender to run any timers waiting for an IMDN.  There are no time limits associated with when IMDNs may be received.

IMDNs may legitimately never be received.  Likewise, the recipient may take a long time to actually read the message, so the time between the sending of an IM and the generation and ultimate receipt of the IMDN may simply take a very long time.  Some clients may choose to purge the state associated with the sent IM. This is the reason for adding the time stamp in the IM and having it returned in the IMDN.  This gives the user some opportunity of remembering what IM was sent.  For example if the IMDN indicates that the IM the user sent at 2 p.m. last Thursday was delivered, the user has a chance of remembering that they sent an IM at 2 p.m. last Thursday.

The <subject> element is optional and carries the text that was in the Subject header field, if any.  This allows for a human level correlation between an IM and an IMDN.
Discussion

Examples for possible ‘technology mixup’:

Example 1 (SMS status report for an IM):
(i)
SMS capable UE sends an IM including delivery notification request, which is interworked to SM according to operator policy. The IP-SM-GW generates an SM, stores (at least) the message ID, DateTime, recipient address of the IM, and the TP-Message-Reference of the generated SM (so it can create the proper delivery notification when the related status report returns).

(ii)
Significant delay, UE deregisters from IMS, attaches to CS.

(iii)
SM is delivered, the status report will be sent as SM through CS. (The database entry is hanging in IP-SM-GW.)

Example 2 (IM delivery notification for an SMS; more artificial):
(i)
UE-A and UE-B share a tel URI (e.g. family subscription).

(ii)
UE-A sends a SM to user C including Status Report Request and a TP-Message-Reference (a single byte) through CS access;

(iii)
UE-B sends an IM to the same user C at the same time including delivery notification request, which is interworked to SM according to operator policy. An SM is generated by the IP-SM-GW, IP-SM-GW stores (at least) the message ID, DateTime, recipient address, and the TP-Message-Reference of the generated SM (so it can create the proper delivery notification when the related status report returns).

(iv)
If IP-SM-GW generated the same TP-Message-Reference as UE-A (256 different values for the TP-Message-Reference), the SC may consider the interworked SM as a repeated SM (even though family members sent different info, so it is a data loss). When the SMS status report is sent, the IP-SM-GW will interwork that to delivery notification. 
Example 1 shows that even though the IP-SM-GW has the database for interworked IMs, the status report will be delivered without interworking if the IM sender is SMS capable and not IMS registered.

A solution needed to ensure that the status report for interworked SMs cannot be delivered through CS/PS access, but does not affect the existing short message service functionality.
Proposal
It is proposed to use dedicated SC address (or addresses to enable load balancing / resilience related changes) for short messages generated by the IP-SM-GW.

For resilience and/or load sharing reasons it is not guaranteed that the SC address (the RP OA) used by the SMSC to send the Status Report will be the same SC address (RP-DA) used by the IP-SM-GW, but it can be assumed that it will be an address dedicated to service level interworking cases.
As the status reports are delivered as any other SM (SM termination), the SMS Router functionality can be used to guarantee that status reports related to interworked SMs are terminated towards IP-SM-GW performing service level interworking functionality only.
This solution significantly simplifies the ‘interwork or not to interwork’ decision in the IP-SM-GW, it can be based on the SC address, furthermore the database lookup for the stored message-ID (of the interworked instant messages) must be performed for these cases only.

The proposal is implemented in the accompanying CR.
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