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Abstract of the contribution:

Generic case / Home link over 2G/3G with GGSN and HA as separate nodes

The home mobility service architecture in split scenario refers to the case where the Home Agent and GGSN are separate nodes. The 3G network is considered as a Home Network.
Architecture
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3G Attachment

In the split GGSN-HA architecture, the Mobile Node is in the home link in 3G network. In this case, it does not need to use mobile IP encapsulation and it will use the PDP Address as the Home Address (HoA).

The following procedure describe the attach procedure over 3G for the HA split scenario.
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1. The UE initiates the attach procedure at power on. The UE is authenticated and authorized to access the 3G network according to 3GPP TS23.060.
2. The SGSN interacts with the HLR and updates the mobile node’s location area.

3. The UE initiates the PDP context activation procedure to obtain the IP address. The Access Point Name (APN) specified by the service provider is passed as a parameter. MS shall leave PDP Address empty to request a dynamic PDP address.
4. The procedure includes subscription checking, APN selection, and host configuration. The SGSN bases its choice of GGSN on the APN that is given by the UE.

5. The SGSN requests the selected GGSN to set up a PDP context for the UE. 
6. If a GGSN address can be derived, the SGSN creates a TEID for the requested PDP context. If the UE requests a dynamic address, External PDN Address Allocation mechanism is used (see TS23.060). The GGSN obtain a PDP address from the PDN by means of protocols such as DHCP or RADIUS and provides it to the UE during PDP context activation.
7. The GGSN responds back to the SGSN, indicating completion of the PDP context activation procedure. The PDP address also corresponding to the Home Address is returned.

8. The SGSN replies back to the GPRS mobile. This signals completion of the PDP context activation and the IP address allocated corresponds also to its HoA.

9. Optionally, in order to be ready for a subsequent mobility, UE looks for a HA in its own network. Thus the UE proceeds with Home Agent Address Discovery, as described in the relevant section. (One solution is to transmit the HA address during the HoA address configuration. Another one is to use DNS resolution (to resolve for example HomeAgent@Orange))

I-WLAN Attachment

The UE powers on over I-WLAN and performs I-WLAN attach procedure according to TS23.234 and H1 PDN Attach to the HA according to TS23.327. The DSMIPv6 BU/BA to the Home Agent is triggered by the UE.

The UE discovers the HA is defined in HA discovery section (see [XXX])
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1.  The WLAN UE selects a WLAN Access Network and establishes the WLAN connection with a WLAN technology specific procedure. The UE gets allocated a local IP address and optionally WLAN Access Authentication and Authorization which may depend on the home operator policy as well as the policy of the provider of the WLAN AN according to TS 23.234
2. I-WLAN attachment and IPsec tunnel setup is executed according to TS 23.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. At the end of the IPsec tunnel a local I-WLAN IP address is assigned to the UE (i.e. remote IP address).
3. The UE/User is authenticated and authorized. At this step the AAA:DHCP server assigns the remote IP address.
4. The method by which HA is known to the UE is defined in HA discovery section ([XXX]). The UE must know the HA in order to perform BU/BA. (One solution is to transmit the HA address during the remote IP address configuration. Another one is to use DNS resolution (to resolve for example HomeAgent@Orange)). Eventually this step will not be needed if the UE already knows the HA address.
5. H1-PDN-Attach procedure is performed. A security association is established between UE and HA to secure the MIP exchanges between UE and HA. The HA assigns a HoA to the UE, and delivers them in the configuration payload of the corresponding IKEv2 signaling.
6. UE and HA exchange BU/BA acknowledgment message. If the binding succeed, the HA sends a NA (Neighbour Advertisement) message on the home link to defend the HoA and to be able to capture packets addressed to the UE.

7. The UE can send and receive packet.

Handover flows 3G -> I-WLAN

The UE is attached to 3G network as described in 3GPP attachment paragraph and exchanges data with a correspondent node. The handover from 3G network to I-WLAN may occur, for example, when the UE detects an I-WLAN network and decides to make a handover.
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The steps are identical to those described in the I-WLAN attachment paragraph except that the UE already has a HoA and does not need the HA to assign an address.

In 3G attachment section, HA discovery was optional (step 9 in 3G attachment section). So, if UE already knows the HA, then step 4 can be omitted in the 3GPP->IWLAN handover flow.

Handover flows I-WLAN -> 3G

The UE is attached to I-WLAN network as described in I-WLAN attachment paragraph and exchanges data with a correspondent node. The handover from I-WLAN to 3G network may occur, for example, when the UE detects that there will not be IWLAN coverage anymore and decides to make a handover.
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3G connection steps are identical to those described in the 3G attachment paragraph except that the UE already has a HoA and does not need the GGNS to assign an address.

Step 2: UE and HA exchange BU/BA acknowledgment message to de-register. If the binding succeeds, the HA sends a NA message on the home link to relax the HoA. The UE will also send a NA.

SGSN





WAG





PDG








GGSN





HA





Packet Data Network





HSS





AAA Server





GERAN





UTRAN





WLAN AN





Gn





H3





Wm





Wp





Iu-PS





Wx





Gr





Gb





Wn





HGi





UE





Wu





Ww





Uu





Um





H1





H2





H3








3GPP

SA WG2 TD


_1268225437.doc

[image: image1]
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Data routed by the HA to UE's CoA via I-WLAN 
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Data routed by HA to UE's CoA via I-WLAN 
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