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Abstract of the contribution:

This contribution proposes the attach procedure over IWLAN access for the GGSN/HA combined case The UE power on over I-WLAN and performs the attach and H1 PDN Attach with the HA
********************* 1st CHANGE START ******************************
B1.x I-WLAN Attachment

The UE powers on over I-WLAN and performs I-WLAN attach procedure according to TS23.234 and H1 PDN Attach to the HA according to TS23.327. The DSMIPv6 BU/BA to the Home Agent is triggered by the UE. 
Editors Note: How the UE discovers the HA is defined in HA discovery section (see [XXX])
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Figure xxx: I-WLAN Attach 

1. The WLAN UE selects a WLAN Access Network and establishes the WLAN connection with a WLAN technology specific procedure. The UE gets allocated a local IP address and optionally WLAN Access Authentication and Authorization which may depend on the home operator policy as well as the policy of the provider of the WLAN AN according to TS 23.234
2. I-WLAN attachment and IPsec tunnel setup is executed according to TS 23.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. The UE/User is authenticated and authorized via IKEv2 auth procedure. At the end of the IPsec tunnel a local I-WLAN IP address is assigned to the UE (i.e. remote IP address). The PDG may return the HA address in IKEv2 configuration payload to the UE.
3. The method by which HA is known to the UE is defined in HA discovery section ([XXX]). The UE must know the HA in order to perform BU/BA. This step is required only if HA address was not discovered via IKEv2 configuration payload in the previous steps.
4. H1-PDN-Attach procedure is performed. An IPsec security association is established between UE and HA to secure the MIP exchanges between UE and HA using IKEv2. An IPv6 HoA (and optionally an IPv4 HoA) is assigned by the external AAA Server or by DHCP to the UE if external DHCP server or AAA is used for address management. Otherwise, the GGSN/HA assigns the HoA from local pool. They are delivered to the UE in the configuration payload of the IKEv2 signaling. DSMIPv6 BU/BA messages are exchanged between the UE and the HA in this step to setup the mobile IP tunnel. Optionally, the IPv4 HoA can be delivered to the UE via DSMIPv6 signaling.
5. The UE can send and receive packet.

********************* 1st CHANGE END ******************************
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