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Abstract of the contribution:

This contribution analyses different handover scenarios between 3GPP and non-3GPP accesses and how different aspects such as indications from the UE, PDN GW selection, storage of PDN GW info in the HSS and IP address preservation are handled in the different scenarios. Different issues and inconsistencies are identified and proposed solutions are presented.
1 Introduction

At handover between 3GPP and non-3GPP accesses there are several decisions to be made by the EPC, including: 

· At handover to a non-3GPP access, a mobility protocol (PMIP or DSMIPv6) needs to be selected. 

· In case a network based mobility protocol is used in the target access, it needs to be decided whether or not to assign the same IP address in the target access as was assigned in the source access based on the UE's capability for IP address preservation
· In case a network based mobility protocol is used in the target access but without IP address preservation, it needs to be decided whether or not to use the same PDN GW as was used in the source access.

This contribution focuses on the 2nd and 3rd bullets above. The contribution does not discuss mobility protocol selection. Instead it is assumed that mobility protocol selection has been done in one way or another. 
The contribution discusses how the EPC makes the decisions (bullets 2 and 3) and how the decisions are guided by indications from the UE. 

This area has been discussed extensively in SA2, and contributions S2-081923 on Attach type for non-3GPP access and S2-081927 on indication of IP address preservation have been agreed in SA2#63. This contribution analyzes the consequences of the agreements and proposes a way forward to address the remaining issues and inconsistencies. 

2 Indication by the UE – Attach Type

The “attach type” is an indication from the UE that is used as input to PDN GW selection and IP address preservation. 

When sent in E-UTRAN, the “attach type” is currently used by the MME to determine if the PDN GW identity received from HSS shall be used (attach type is set to “handover”) or if a new PDN GW can be selected even if the HSS provided information about a specific PDN GW (attach type is set to “initial attach”). In addition to that, it was agreed at SA2#63 that on handover to 3GPP access, a UE shall request for IP address preservation (i.e. indicate support for Network Based Mobility, NBM) by setting "attach type" flag to "handover" during the attach procedure (see S2-081927). That is, the "Attach type" is overloaded with indicating two aspects: whether initial attach or handover is performed, and whether or not IP address preservation is supported in the terminal during handover. 

At SA2#63 it was also agreed to introduce an optional “attach type” in non-3GPP accesses. The attach type in non-3GPP access is currently only used for PDN GW selection purposes. If attach type is set to “initial attach”, the PDN GW selection function may select a new PDN GW even if HSS provides with information about a specific PDN GW. The UE indication for support of NBM (IP address preservation using NW based mobility) in non-3GPP accesses is however provided as part of IPMS. 

This means that the semantics of the “attach type” differ between 3GPP and non-3GPP accesses. As we will see below this leads to some inconsistent properties depending on if the handover is from 3GPP to non-3GPP or in the opposite direction. 

A further aspect is that the attach type in non-3GPP access is optional depending on whether or not it is supported by the non-3GPP access network. This means that the system need to behave consistently also if the attach type is not sent by the UE. Also for 3GPP accesses it can be discussed whether or not attach type is optional. A “split UE”, where the EUTRAN stack and IP stack reside on different devices, may or may not be able to set the “attach type” properly.  From now we assume that the attach type is only provided if known by the UE and if supported by the access network (in case of non-3GPP access).
3 Scenarios and issues

Below we discuss different example scenarios that may occur when attaching in 3GPP access. The example scenarios are (see also table below):
· Scenario 1: UE makes initial attach in 3GPP access and sets attach type to “initial attach”. The UE capability for IP address preservation is irrelevant when doing initial attach. HSS may contain obsolete info about a PDN GW used in a previous PDN connection.

· Scenario 2: UE makes initial attach in 3GPP access and does not send any attach type. The UE capability of IP address preservation is irrelevant when doing initial attach. HSS may contain obsolete info about a PDN GW used in a previous PDN connection.

· Scenario 3: UE moves from non-3GPP to 3GPP access. The UE does not support IP address preservation and therefore sets attach type to “initial attach”. HSS contains info about a PDN GW used in non-3GPP access.
· Scenario 4: UE moves from non-3GPP to 3GPP access. The UE supports IP address preservation and it sets attach type to “handover”. HSS contains info about a PDN GW used in non-3GPP access.
· Scenario 5: UE moves from non-3GPP to 3GPP access. The UE does not send any “attach type”. HSS contains info about a PDN GW used in non-3GPP access.
In the table below we analyze each scenario and discuss issues with some of the scenarios.

Each scenario is described by a column. The first four rows of each scenario describe the “initial state”, i.e, whether the scenario describes an initial attach or handover, whether or not “attach type” is sent etc. The next two rows describe the consequence in the network. The final row discusses issues with the particular scenario. 

	
	
	Scenario 1
	Scenario 2
	Scenario 3
	Scenario 4
	Scenario 5

	Initial state of scenario
	Handover from non-3GPP?
	No
	No
	Yes 
	Yes
	Yes

	
	Value of “attach type” sent from UE, if sent.
	Initial attach
	Not sent by UE
	Initial attach
	Handover
	Not sent by UE 

	
	UE capability for IP address preservation
	N/A
	N/A
	Not supported
	Supported
	Not known to NW

	
	PDN GW identity in HSS
	Obsolete PDN GW info may be sent from HSS to MME
	Obsolete PDN GW info may be sent from HSS to MME
	Present
	Present
	Present

	Expected result
	PDN GW Selection
	MME selects new PDN GW. HSS is updated with PDN GW info. 
	?

(not specified)
	MME selects new PDN GW. HSS is updated. 
	MME preserves PDN GW
	?

(not specified)

	
	IP Address allocation
	The new PDN GW allocates a new IP address/prefix
	? 



	The new PDN GW allocates a new IP address/prefix
	The PDN GW assigns the same IP address/prefix
	UE support of NBM is unknown. Either IP address/prefix is preserved based on timer or a new address/prefix is allocated 

	Comments/Issues
	
	Not clear if MME should select a new PDN GW or use the PDN GW received from HSS.
If PDN GW is unchanged, not clear how PDN GW should behave? 
	Is the PDN connection in old access is released? If so, how?
NBM based on timer in PDN GW not possible since new PDN GW is selected.
	
	Could MME select a new PDN GW in this case? 

NBM based on timer in PDN GW not possible unless PDN GW is preserved.


In scenarios 2 and 5, the attach type is not sent by the UE. It is therefore unclear if the MME (or SGSN) may select a new PDN GW or must use the one received from HSS (if any). In example scenario 2, the PDN GW that may be provided by the HSS is obsolete, so it should not be used. In example scenario 5, the PDN GW provided by the HSS must be used or else existing sessions will break. However, there is currently no way to differentiate between these two cases, making MME (and SGSN) behaviour problematic. 

In scenario 3 and possibly also in scenario 5, a new PDN GW may be selected by the MME even if a PDN connection exists in the old access. It is in this case not clear what happens to the PDN connection in the source access / old PDN GW. Unless the PDN connection in the old access is terminated, the UE will have two simultaneous PDN connections over different accesses. (Note that these connections are to the same APN(s) as in new access). There are several issues with network based mobility and multiple simultaneous connections over different accesses:

The new PDN GW(s) in the new access needs to be stored in HSS in case the UE hands over to an access where NBM (IP address preservation) is supported. Presumably the PDN GW information stored in HSS about the PDN connection in the old access is still valid until those PDN connections are terminated. This results in multiple instance of PDN GW information in HSS.

· At access change to a third access using NBM with IP address preservation, there are now two source accesses. The target PDN GW selection function will receive multiple PDN GWs for each APN from HSS. Which one should it use? Which IP address is preserved in the third access?

· At access change to a third access using network based protocol in target access without IP address preservation, a new PDN GW(s) may be selected. Also these PDN GW(s) need to be stored in HSS.

· The PCRF and DRA will get confused at GW(BBERF) relocation since the GC Session Establishment in the target GW/BBERF only contains {IMSI, APN} but no IP address. The PCRF will not know which of the IP-CAN sessions the GW relocation refers to.
A related issue is that the PMIP draft allows that the IP address is preserved based on a timer. If the connection through the old access system is torn down before the timer expires, the same prefix may be assigned, even if the UE support of NBM is unknown. However, this option requires that the same PDN GW is selected to allow that PDN GW to make a decision on IP address preservation.  

Although the above example scenarios are describing handover from non-3GPP to 3GPP accesses, similar conclusions can be made regarding handover in the opposite direction. 

The conclusion is that the case where a new PDN GW is selected in the target access has several issues that would need to be addressed. First of all it seems required that the PDN connection in the old access is terminated to allow a consistent behaviour. If the PDN GW is preserved at HO, resource release in old access is straightforward. If a new PDN GW is selected, mechanisms for tearing down the old PDN connection would need to be specified. 

4 Discussion

Based on the analysis in the previous section 

Question 1:  What is the semantics of the “attach type” sent by the UE?

As indicated above, the semantics of the attach type is different in 3GPP and non-3GPP accesses. In 3GPP access, attach type is used to guide the PDN GW selection function in the MME and to indicate UE capability for NBM (IP address preservation).  In non-3GPP access, attach type has only significance for PDN GW selection. This results in different system properties depending on direction on handover between 3GPP and non-3GPP access.  For example, IP address preservation based on timer in PDN GW is not possible when handing over to 3GPP access.

Proposal 1: The semantics of attach type should be aligned between accesses to ensure consistent behavior. Indication of UE capability to support NBM should be decoupled from any indication related to PDN GW selection. 

Question 2: Is it optional for a UE to send handover indication?

It has been agreed that the handover indication (i.e., attach type) is optional in non-3GPP access depending on support by the non-3GPP access network. It is unclear if the handover indication is optional or mandatory in 3GPP access. In particular, a “split UE” may not be able to set the attach type appropriately, independent of access technology being used. Because that attach type is optional, the EPS needs a mechanism to differentiate initial attach and handover in case attach type is not provided by the UE. It is necessary to reliably differentiate initial attach from handover, since a handover event incorrectly interpreted as initial attach would break session consistency; whereas an initial attach event incorrectly interpreted as handover may lead to the re-use of an obsolete PDN GW. 

Proposal 2: It is proposed to define a mechanism to be able to differentiate initial attach and handover even if the handover indication (in Attach type) is not supplied by the UE. Consequently, it is proposed to not rely on handover indication in Attach type supplied by the UE for PDN GW selection, in order to avoid multiple mechanisms for the same purpose. See also next question.
Question 3: What network based mechanism can be used to differentiate initial attach from handover?

It is proposed to keep the PDN GW identity stored in the HSS up to date, by removing the PDN GW information from HSS when the UE Detaches or releases its PDN connectivity. Hence, whenever the HSS supplies a PDN GW identity, it reliably indicates that the given PDN GW is in use by an existing PDN connection, hence the UE performs handover. The absence of a PDN GW identity from the HSS reliably indicates that the UE is performing initial attach. 

Proposal 3: When the UE Detaches either in EUTRAN or non-3GPP access or releases its PDN connectivity, the corresponding PDN GW identity in the HSS is removed. (Similarly, when a PDP context and its associated IP address is deactivated/released in GERAN/UTRAN, the corresponding PDN GW is removed from HSS.) There will thus be consistent data storage in HSS independent of whether the UE attaches/detaches in 3GPP access or in non-3GPP access. Hence the presence/absence of PDN GW identity from HSS reliably indicates initial attach/handover. 
Question 4: How can the information supplied by HSS be used to differentiate initial attach and handover attach?

Since a PDN GW identity is supplied by HSS if and only if the UE is already attached to the EPS, either over 3GPP access or over non-3GPP access, the presence of a a PDN GW identity in the subscription context of the UE during the Attach procedure indicates that the UE performs handover Attach; the absence of a PDN GW identity in the subscription context of the UE during the Attach procedure indicates that the UE performs initial Attach. 
However, it must be noted that the HSS may supply a PDN GW identity for other reasons as well, e.g. the HSS may provide a static PDN GW identity in case the operator would like to supply the same (static) address for the UE all the time. This case needs to be differentiated from a PDN GW identity stored in HSS for the purpose of handover. To enable the differentiation, the HSS needs to indicate the difference. 

Proposal 4: The HSS indicates the reason for supplying a PDN GW identity, i.e. whether it has been stored (indicated by reason="in use") or whether it is not yet in use but it is pre-selected (indicated by reason="pre-selected"). During the attach procedure, the UE is considered to perform handover when there is already a PDN GW supplied in the HSS subscription data with reason="in use". Otherwise the UE is considered to perform initial attach.
Question 5: How can HSS signaling be optimized?

Proposal 3 above would lead to increased HSS signaling in 3GPP access, because HSS signaling would be present at Attach and Detach, unlike the situation today when that signaling can be avoided. However there is a possibility to keep the HSS signaling low using the optimization below. 

The MME or SGSN nodes may skip sending the PDN GW identity to the HSS during Attach or connecting to a new PDN. If the PDN GW identity is not available in the HSS, and the UE performs a handover to non-3GPP access, the HSS can acquire the PDN GW identity by querying the MME/SGSN. This is possible since the MME/SGSN is registered in the HSS, so that the HSS can know which MME/SGSN node to query.
The MME/SGSN maintains a flag (referred to as "PDN GW storage") indicating whether or not the PDN GW has been stored in the HSS. If it has been stored ("PDN GW storage"=TRUE), then the MME/SGSN removes the PDN GW identity from the HSS after the Detach procedure or release of PDN connectivity has been performed. Otherwise, removal of PDN GW identity from HSS is not needed. 

In this way it is possible to avoid increased HSS signaling, and only update the HSS with the PDN GW identity if the UE actually performs handover between 3GPP access and non-3GPP access. 

Proposal 5: It is proposed to allow for optimized HSS signaling in 3GPP access and store/release the PDN GW identity in the HSS on demand, only when non-3GPP handover is actually performed. 
Question 6: Should the PDN GW be preserved at access change, even in case a new IP address/prefix is assigned in the target access?

· Pros for preserving the PDN GW:

· No need for extra HSS signaling to store the new PDN GW in the HSS

· No need for extra signaling (either HSS initiated or SGSN/MME/MAG initiated) to release the old PDN GW's context. 

· The PMIP draft allows the PDN GW to preserve the IP address even if the UE does not indicate NBM support. This is allowed if the connection in the source access is terminated before IP address assignment in target access. This is only possible if the PDN GW is preserved.

· Pros for using a new PDN GW in target access:

· PDN GW in target access could be more optimally selected (e.g., close to the user geographically, or higher capacity, etc.) However, it is questionable whether the user experience need to be optimized when session continuity is anyway not available during handover. 

Proposal 6: The PDN GW shall always be preserved at access change if there is an existing PDN connection in the old access. This will simplify the handover procedures and will help ensure a consistent state in the UE/NW. It will also avoid the ambiguities with simultaneous PDN connection over multiple accesses that may occur in case a new PDN GW is selected.

5 Proposal

It is proposed to discuss and agree on the principles described in the previous section. Once the principles are agreed, CRs  to 23.401 and 23.402 will be created. 
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