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1.
Introduction
This contribution presents a use case to illustrate Functions of Release 8 ISB.
Let’s consider a user profile containing 4 initial filter criteria for triggering:
· A denied termination (DT) presence service
· An incoming call barring (ICB) service
· An incoming call logging (ICL) service 
· An e-mail notification (EN) service
Each of the above services is provided by a separate AS.
 
The service desired is as follows.  
· If the user sets the presence to be “do not disturb”, the IMS will bar all the incoming requests, but record the information of requester (i.e. requester’s Caller ID) and send an e-mail notification to alert the user.  That is, the chaining of the services is DT-ICL-EN-stop. 
· If the user turns off “do not disturb” in the presence, all the incoming requests will be screened against a black list by the IMS.   If the requester is in the black list, the incoming request will be barred while the information of requester (i.e. requester’s Caller ID) is logged and an e-mail notification is sent to alert the user.  That is, the chaining of the services is DT-ICB-ICL-EN-stop. 
· If the incoming request is not barred at all, no need to log the incoming request or to send an e-mail notification to the user.  The request will be routed normally to the user (either via INVITE or MESSAGE).  That is, the chaining of the services is DT-ICB-continue.
We thus provision four iFC to support the above service with the following order.
1. iFC1 – AS1 hosting the denied termination (do not disturb) presence service  
2. iFC2 – AS2 hosting the incoming call barring service
3. iFC3 – AS3 hosting the incoming call logging service
4. iFC4 – AS4 hosting the e-mail notification service
The current IMS Initial Filter Criteria cannot support such dynamic chaining of four services DT, ICB, ICL, and EN.  The dynamic chaining occurs because the execution order of the services can be (1) DT-ICL-EN-stop, (2) DT-ICB-ICL-EN-stop, or (3) DT-ICB-continue.
This service interaction can only be resolved by the Service Broker enhanced with history-based dynamic chaining capability.  How?
1.     ISC is enhanced to carry the service invocation history.  Information carried includes what service has been invoked and the result of invocation (e.g. the call has been denied or screened) if needed.
2.     Rules can be defined in Service Broker for managing service interactions based on this history information.  For example, in the use case above we just need two simple rules
         If history includes “DT – on”, skip “ICB”
         If history includes “ICB – call not barred”, skip either “ICL” or “EN”
 Note that for the above service to work, when a call is barred, the ISC enhancement identified in TR23.810, Section 5.5.3 is required for the S-CSCF to continue to evaluate the remaining iFC.
2.   Proposal

The use case is proposed for inclusion in TR 23.810.
*** FIRST CHANGE ***
5.2. Use Case to illustrate Functions of Release 8 ISB
Let’s consider a user profile containing 4 initial filter criteria for triggering:
· A denied termination (DT) presence service
· An incoming call barring (ICB) service
· An incoming call logging (ICL) service 
· An e-mail notification (EN) service
Each of the above services is provided by a separate AS.
 
The service desired is as follows.  
· If the user sets the presence to be “do not disturb”, the IMS will bar all the incoming requests, but record the information of requester (i.e. requester’s Caller ID) and send an e-mail notification to alert the user.  That is, the chaining of the services is DT-ICL-EN-stop. 
· If the user turns off “do not disturb” in the presence, all the incoming requests will be screened against a black list by the IMS.   If the requester is in the black list, the incoming request will be barred while the information of requester (i.e. requester’s Caller ID) is logged and an e-mail notification is sent to alert the user.  That is, the chaining of the services is DT-ICB-ICL-EN-stop. 
· If the incoming request is not barred at all, no need to log the incoming request or to send an e-mail notification to the user.  The request will be routed normally to the user (either via INVITE or MESSAGE).  That is, the chaining of the services is DT-ICB-continue.
We thus provision four iFC to support the above service with the following order.
5. iFC1 – AS1 hosting the denied termination (do not disturb) presence service  
6. iFC2 – AS2 hosting the incoming call barring service
7. iFC3 – AS3 hosting the incoming call logging service
8. iFC4 – AS4 hosting the e-mail notification service
The current IMS Initial Filter Criteria cannot support such dynamic chaining of four services DT, ICB, ICL, and EN.  The dynamic chaining occurs because the execution order of the services can be (1) DT-ICL-EN-stop, (2) DT-ICB-ICL-EN-stop, or (3) DT-ICB-continue.
This service interaction can only be resolved by the Service Broker enhanced with history-based dynamic chaining capability.  How?
1.     ISC is enhanced to carry the service invocation history.  Information carried includes what service has been invoked and the result of invocation (e.g. the call has been denied or screened) if needed.
2.     Rules can be defined in Service Broker for managing service interactions based on this history information.  For example, in the use case above we just need two simple rules
         If history includes “DT – on”, skip “ICB”
         If history includes “ICB – call not barred”, skip either “ICL” or “EN”
 Note that for the above service to work, when a call is barred, the ISC enhancement identified in TR23.810, Section 5.5.3 is required for the S-CSCF to continue to evaluate the remaining iFC.
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