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Abstract of the contribution:

This contribution proposes an adequate solution for an open Editor’s note in the handover flows for handovers from non-3GPP accesses to EUTRAN via S2a or S2b. 

Introduction

In the current PMIP handover flows for handovers from non-3GPP accesses to EUTRAN via S2a or S2b (see section 8.2.1.2), the following Editor’s note still needs to be resolved:

Editor's Note:  The IP Address that the UE has had in the trusted or untrusted non-3GPP IP Access system should be known to the Serving GW at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.

The problem here is that when the S-GW sends the Create Default Bearer Response message to the MME (in step 11 of Figure 8.2.1.1-1), it needs to include the UE’s IP address. 

The following figure (which is based on Figure 8.2.1.1-1, but indicates the PMIP case instead) illustrates the remaining problem, namely how to obtain the UE’s IP address at the S-GW prior to the setup of the radio and access bearers in case of PMIP-based S5/S8.


[image: image1]
A solution to fix this problem is discussed in the following section.
Discussion

As a solution it is proposes to follow the same basic principle adopted in the GTP-based S5/S8 case also for the PMIP case, namely to have two interactions between the target S-GW and the P-GW: the first interaction to indicate to the P-GW that a handover will take place, which allows the P-GW to prepare the new tunnel to the target S-GW (and also to deliver the UE’s IP address to the target S-GW), and then the second interaction to perform the path switch for the downlink data from the source to the target tunnel (after the target access is ready).

To achieve such a behaviour, this contribution proposes to make use of the preliminary binding support in Proxy MIPv6 [1] or the equivalent concept of secondary binding cache entries [2], which are currently being proposed and discussed in IETF’s NETLMM Working Group. 
These solutions allow the S-GW to obtain the UE’s IP address from the P-GW prior to sending the CreateDefaultBearer Response (Step 11), without forcing an early path switch, which would lead to unnecessary delay/jitter (due to buffering in the S-GW) during the handover.

The following figure shows exemplarily based on the first proposal how the handover could be executed:


[image: image2]
Adopting this principle also aligns the handover flow for PMIPv6 based S5/S8 more closely with the GTP case, where steps 8 and 10 correspond to the CreateDefaultBearer Request/Response, and step 13 and 14 to the UpdateBearer Request/Response respectively. Steps 9a and 9b correspond to the Modification of IP-CAN Session and Acknowledge IP-CAN Session Modification message. Steps 7a and 7b are only needed in case of PMIPv6 based S5/S8 in order to get the QoS rules to the S-GW.
Finally, this solution has also the advantage to harmonize the initial attach case with the handover attach case. In case of an initial attach, the P-GW could simply not set the “preliminary” flag, which indicates to the S-GW that the PMIP binding for the target MAG has already been activated. During initial attach this doesn’t cause any problems, since no sessions are active at this time and hence no extra delays or jitter can be introduce. As a consequence, steps 13 and 14 would simply be omitted during initial attach, but otherwise the basic flows would be aligned.

Proposal

It is proposed to solve the open Editor’s note in the current handover flows for handover scenarios from non-3GPP accesses to EUTRAN as discussed above. 

If this proposal is agreeable in principle, NEC will provide the necessary CRs to make those changes in affected flows in TS 23.402.
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Step 11 requires the �S-GW to know the UE’s IP address �( the P-GW, who allocates the IP addr. must be contacted first.
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