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Abstract of the contribution:

This contribution proposes the accounting for IWLAN mobility architecture.
1. Introduction

GGSN, PDG and HA could generate Charging information for an IWLAN Mobility user. When the user attaches to HA through GPRS which is as the underlying IP access connectivity, GGSN and HA will generate the charging information. When the user attaches to HA through IWLAN which is as the underlying IP access connectivity, PDG and HA will generate the charging information. The charging information from HA will pass through AAA Server to Charging system, but now it does not have RAT Type information about the current radio access and the relationship information with other charging information from GGSN or PDG.
2. Discussion
According to TS29.061 and TS29.161, GGSN and PDG can interact with AAA Server when a special APN received and the GGSN and PDG are configured to do so. And the interaction could be an Authentication procedure in Gi or Wi interface. In the procedure, GGSN and PDG could send the current RAT Type and Charging Id to AAA Server in the Radius or Diameter protocol messages. And AAA Server could store the current RAT Type and Charging Id together with the Identity (i.e. IMSI). When HA send its charging information to AAA Server, AAA Server can insert the current RAT Type and Charging Id to the charging information and then pass it to the Charging system.
2.1
Accounting in GGSN and HA

[image: image1.emf]UE GGSN

1 GPRS Attachment and PDP context 

activation (APN)

2.  Access request(RAT type and Charging Id)

AAA Server

3. Access accept

Charging 

system

HA

4. A PDP context 

established between 

UE and GGSN

 

5. A DSMIPv6 tunnel establised between 

UE and HA  

6. Accounting Request 

(Charging information) 

7. CDR (charging 

information, RAT Type 

and Charging Id) 


1. After UE attaches to GPRS, UE sends Activate PDP contest request to SGSN. APN is inside the request. Then SGSN sends Create PDP context request to GGSN including the APN and RAT Type,

2. GGSN generates a Charging Id for the PDP context. According to the APN and the configuration, GGSN sends Access request to AAA Server, including the RAT Type (GERAN/UTRAN) and Charging Id as specified in TS29.061.
3. After the access authentication is passed, AAA Server should store the RAT Type and Charging Id for the user, and sends an Access accept message to the GGSN.

4. GPRS connectivity (PDP context) is established.

5. A DSMIPv6 tunnel between UE and HA is established, and it is inside the PDP context between UE and GGSN. 

6. HA generates the charging information for the UE, and sends it to AAA Server.

7. AAA Server inserts the RAT Type and Charging Id to the CDR and sends it to the charging system. The charging system chooses corresponding Charging key according to the RAT Type and uses the Charging Id for the charging information correlation between GGSN and HA. A final accounting bill is generated in the charging system.

2.2
Accounting in PDG and HA
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1. After UE attaches to I-WLAN, UE sends Tunnel establishment request to PDG. W-APN is inside the request. 

2. PDG generates a Charging Id for the tunnel. According to the W-APN and the configuration, PDG sends Access request to AAA Server, including the RAT Type (WLAN) and Charging Id as specified in TS29.161.
3. After the access authentication, AAA Server stores the RAT Type and Charging Id for the user, and sends an Access accept message to the PDG.

4. I-WLAN connectivity (IPsec tunnel) is established.

5. A DSMIPv6 tunnel between UE and HA is established, and it is inside the IPsec tunnel between UE and PDG. 

6. HA generates the charging information for the UE, and sends it to AAA Server.

7. AAA Server inserts the RAT Type and Charging Id to the CDR and sends it to the charging system. The charging system chooses corresponding Charging key according to the RAT Type and uses the Charging Id for the charging information correlation between PDG and HA. A final accounting bill is generated in the charging system.

3. Proposal

It is proposed to add the following changes into section 2 and 6.5 of TS 23.327.

*****************   1st Change START ***************
2
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*****************   1st Change END ****************
*****************   2nd Change START ***************
6.5
Accounting

H2 reference point supports transfer of accounting related information between the HA and 3GPP AAA infrastructure. The accounting related functionality in H2 reference point is based on accounting functionality for the Wa reference point specified in TS 23.234 [2]. 

Editor’s Note: The additional functionality compared to Wa is FFS.
The GGSN and PDG should be configured to interact with an AAA Server during PDP context activation or IPSec tunnel establishment for APNs used for IWLAN mobility, as specified in TS29.061 [13] and TS29.161 [14]. During the interaction with AAA Server, the GGSN and PDG send the current RAT Type, Care of Address, and Charging Id to the AAA Server in the Radius or Diameter protocol messages. The AAA Server stores the current RAT Type, Care of Address and Charging Id together with the User Identity (e.g. IMSI). When the HA sends its charging information to the AAA Server, the AAA Server looks for the RAT type and charging ID according to User Identity and Care of address, the AAA Server inserts the RAT Type and Charging Id to the charging information, creates a CDR and passes it to the Charging system.

*****************   2nd Change END ****************
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