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*** Start 1st change ***

6.2.1.3


V-PCRF
6.2.1.3.1 
General

The V-PCRF (Visited-Policy and Charging Rules Function) is a functional element that encompasses policy and charging control decision functionalities in the V-PLMN. The V-PCRF includes functionality for both home routed access and visited access (local breakout).
The V-PCRF determines based on the subscriber identity if a request is for a roaming user.

Gateway Control Session requests over the Gxx reference point may trigger a corresponding request over the S9  reference point from the V-PCRF to the H-PCRF.  The V-PCRF shall forward information that was received in a Gxx request to the H-PCRF for roaming users if any of the following conditions are true:
1.
Binding of the Gateway Control Session request to one (or several) Gx sessions in the V-PCRF failed.

This is the case if the associated IP-CAN session is either home routed or the Gateway Control Session is established before an IP-CAN session establishment has been received over Gx.
Editor's note: Binding of Gx and Gxx sessions is FFS.
2. The H-PCRF has instructed the V-PCRF in a preceding S9 interaction to proxy the information received over Gxx for at least one home routed IP-CAN session.
The reply from the H-PCRF shall be communicated back to the GW(BERF) if applicable. 

The V-PCRF shall process a Gateway Control Session request is received for a roaming user over the Gxx  reference point  locally and, if instructed by the H-PCRF to proxy the information over S9, forwarding the request to the H-PCRF for processing there. The same GC Session request may require processing both at the V-PCRF and the H-PCRF.
If an IP-CAN session establishment request is received for a roaming user over the Gx reference point, then the V-PCRF shall conclude that the IP-CAN session use visited access and act as described in clause 6.2.1.3.3. 
6.2.1.3.2
V-PCRF and Home Routed Access

The V-PCRF in the home routed access case provides functions to forward information between the BBERF and the H-PCRF using the Gxx and S9 reference point for the following Gxx procedures:

-
Gateway Control Session establishment and termination;

-
Gateway Control and QoS Policy Rules Provision;

-
Gateway Control and QoS Rule Request.

The V-PCRF provides functions to enforce visited operator policies regarding QoS authorization requested by the home operator as indicated by the roaming agreements. The V-PCRF informs the H-PCRF when a request has been denied and may provide the acceptable QoS Information.

Within an IP-CAN session, a different V-PCRF may be selected when a new Gateway Control Session is established.

6.2.1.3.3 V-PCRF and Visited Access (local breakout)

The V-PCRF in the visited access case provides all the PCRF functions that are specified in clause 6.2.1

If an IP-CAN session establishment request is received for a roaming user over the Gx reference point, then the V-PCRF shall always forward the information to the H-PCRF in case S9 is used.

The V-PCRF may receive allowed QCI(s), authorized GBR and charging related information from the H-PCRF in the response to be used as input for policy decisions for an IP-CAN session. The V-PCRF should apply predefined policies based on roaming agreements if such information is not retrieved over the S9 reference point or if the S9 reference point is not used

If an IP-CAN session modification request is received for a roaming user over the Gx reference point and the H-PCRF has subscribed to notifications of bearer level events in a previous S9 interaction, then the V-PCRF shall provide an event report to the H-PCRF for the subscribed events that are triggered by the IP-CAN session modification.

If an IP-CAN session termination request is received for a roaming user over the Gx reference point, then the V-PCRF shall terminate the Gx session and report the event to the H-PCRF in case S9 is used.

If an IP-CAN session modification request is received over S9 from the H-PCRF, then the V-PCRF shall provide updated policy decisions over Gx to the PCEF and over Gxx to the BBERF if this is appropriate.


The V-PCRF informs the H-PCRF when a request has been denied and may provide the acceptable QoS Information for the service.

Editor's note:
It is FFS whether the V-PCRF should provide functionality to add local (pre-configured) PCC rules to an IP-CAN session and/or QoS rules to a Gateway Control Session.

If service information is provided/revoked over S9 for an AF that resides in the HPLMN, then the V-PCRF shall provide updated PCC- and QoS-rules to the PCEF and the BBERF if appropriate and acknowledge the H-PCRF request.

If service information is provided/revoked over Rx for an AF that resides in the VPLMN, then the V-PCRF shall provide updated PCC- and QoS-rules to the PCEF and the BBERF if appropriate without notifying the H-PCRF.







Within an IP-CAN session the same V-PCRF remains for the whole lifetime of the IP-CAN session.

*** End of 1st change ***

*** Start 2nd change ***

6.2.1.4 H-PCRF

6.2.1.4.1
General
The H-PCRF (Home-Policy and Charging Rules Function) is a functional element that encompasses policy and charging control decision functionalities in the H-PLMN. The H-PCRF includes functionality for both home routed access and visited access (local breakout).

If an IP-CAN Session Establishment is received over Gx then the H-PCRF shall conclude that the IP-.CAN session is home routed and act as described in clause 6.2.1.4.2. 

If a Gateway Control Session Establishment is indicated over S9 for a user, then one of the following cases applies:
1.
One (or several) home routed IP-CAN sessions are known to the H-PCRF that can be bound to the Gxx session. In this case the H-PCRF shall act as described in clause 6.2.1.4.2.

NOTE: Binding of S9 and Gx sessions for home routed IP-CAN sessions are FFS

2.
No home routed IP-CAN session is known to the H-PCRF that can be bound to the Gxx session. This is the case when a Gateway Control session is established before an IP-CAN session establishment process is initiated over S9 (for visited access) or over Gx (for home routed access).  

If an IP-CAN session is announced over S9, the H-PCRF shall retain information on the IP-CAN session, enabling the session binding for the Rx authorization from an AF in the HPLMN.

6.2.1.4.2
H-PCRF and Home Routed Access

The H-PCRF in the home routed access case provides all the PCRF functions that are specified in clause 6.2.1

The H-PCRF shall use the S9 reference point to proxy information to the BBERF via the V-PCRF for the following related Gxx procedures:

-
Gateway Control Session establishment and termination;

-
Gateway Control and QoS Policy Rules Provision;
-
Gateway Control and QoS Rule Request
If an IP-CAN session establishment request is received over the Gx reference point, then the H-PCRF shall request the V-PCRF to proxy Gxx procedures between the H-PCRF and the BBERF for the associated IP-CAN session.

If an IP-CAN session termination is received over the Gx reference point, then the H-PCRF shall remove all associated QoS-rules in the BBERF over S9. The H-PCRF shall also inform the V-PCRF that Gxx procedures are no longer required to be proxied between the BBERF and the H-PCRF for the IP-CAN session that is subject to termination.

6.2.1.4.3
H-PCRF and Visited Access (Local Breakout)

The H-PCRF in the visited access case shall provide functionality for binding AF-sessions in the HPLMN to IP-CAN sessions that has been established over the S9 reference point.

If an indication of an IP-CAN session establishment is received for a user over the S9 reference point and the H-PCRF decides to authorize the request, then the H-PCRF may provide information for that IP-CAN session in the response to the V-PCRF on:

-
Authorized QCIs

-
Maximum GBR

-
Charging information (e.g. Application Function Record Information)

-
Event triggers

If the H-PCRF receives an Rx request for an IP-CAN session using a visited access, then the H-PCRF shall perform session binding and forward the service session information to the V-PCRF over S9.

If the AF in the HPLMN subscribes to notifications of bearer level events related to the service information, then the H-PCRF shall arm the appropriate event triggers for the IP-CAN Session in the V-PCRF over S9.

If the H-PCRF receives an event report over S9 that is due to an IP-CAN session modification, then the H-PCRF shall perform session binding and notify the affected AF-sessions in the HPLMN if appropriate.

If an indication of an IP-CAN session termination is received over S9, then the H-PCRF shall acknowledge the request and notify the SPR and affected AF(s) in the HPLMN.

*** End of 2nd change ***

*** Start 3rd change ***

7.7 Gateway Control Session Procedures

7.7.1 Gateway Control Session Establishment

There are two cases considered for Gateway Control Session Establishment.

1. There exists an established IP CAN Session corresponding to the Gateway Control Session being established.

2. ThePCEF establishes the IP CAN Session subsequent to the Gateway Control session establishment.

In the first case, the Gateway Control Session establishment may result in a change in the IP CAN session, as is shown by the optional step 3 in the figure below.
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Figure 7.7.1-1: Gateway Control Session Establishment
1.  The GW(BBERF) receives a message or indication that it must establish a Gateway Control Session.

2.
The GW(BBERF) sends the H-PCRF a Gateway Control Session Establishment message.  This will include information required to associate this session with a pre-existing IP-CAN Session, or if a IP-CAN session has not been established the information will be sufficient to select a PCRF and correlate a future IP-CAN session establishment with this session. In roaming scenarios, the Gateway Control Session Establishment message is sent to the vPCRF. If the message indicates a specific IP-CAN session the vPCRF forwards the message to the HPCRF. If the message does not indicate a specific IP-CAN session, the vPCRF shall forward the request to the hPCRF and remain in the signalling path for the Gatyeway Control Session. 

3. 
In case an IP-CAN session has already been established, the PCRF correlates the Gateway Control Session  with the IP-CAN session and performs an IP-CAN session mofidication procedure with the PCEF, if the PCC rules previously provided to the PCEF need to be updated.

4.  The H-PCRF sends an Acknowledge Gateway Control Session Establishment to the GW(BBERF). This includes QoS Rules and Event Trigger information elements.  In case of roaming scenario,  this message may be sent by the vPCRF.


Editor’s Note: Bearer establishment may result from Step 4, though this is not yet shown in the figure.

5.  The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. 

6.  An indication of Gateway Control Session Establishedis sent to the entity that triggered the initiation of the session.
7.7.2 Gateway Control Session Termination

7.7.2.1 GW(BBERF)-Initiated Gateway Control Session Termination

[image: image4]
Figure 7.7.2-1: BBERF-Initiated Gateway Control Session Termination
1.  The GW(BBERF) is requested to terminate its Gateway Control Session.

2.  The GW(BBERF) sends a Gateway Control Session Termination message to the H-PCRF. If the GW(BBERF) is deployed in a visited network, this message is sent by the GW(BBERF) to the V-PCRF. If the Gateway Control Session extends to the H-PCRF, the V-PCRF forwards the message to the H-PCRF. Otherwise the request is handled locally at the V-PCRF.
Editor’s Note: As a result of step 2, in the case where relocation is not being performed, there will be an IP CAN session termination procedure at this point.

3.  The H-PCRF replies to the GW(BBERF) with an Ack Gateway Control Session Termination message. The V-PCRF forwards the message to the GW(BBERF). If the Gateway Control Session did not extend to the H-PCRF, the V-PCRF replies to the request made by the GW(BERF) in step 1 with an Ack Gateway Control Session Termination message.


4.  The GW(BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW(BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

5.  The GW(BBERF) has completed termianting the session and can continue with the activity that prompted this procedure.

7.7.2.2
PCRF-Initiated Gateway Control Session Termination
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GW(BBERF)  

V - PCRF  

H - PCRF  

3 .  Remove QoS Rules    and Event Triggers  

2 .  PCRF Initiated  Gateway Control Session  Termination  

4 .  PCRF Initia ted  Gateway Control Session  Termination Ack  

1.  Decision to  Remove Gateway  Control Session Request  

5.  Decision to  Remove Gateway  Control Session Reply  


Figure 7.7.2-2: PCRF-Initiated Gateway Control Session Termination

1.
The H‑PCRF is requested to terminate its Gateway Control Session.

2.
The H‑PCRF sends a PCRF-Initiated Gateway Control Session Termination message to the GW (BBERF). If the GW (BBERF) is deployed in a visited network, this message is sent by the PCRF to the V‑PCRF. The V‑PCRF forwards the message to the GW (BBERF).


3.
The GW (BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW (BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

4.
The GW (BBERF) replies to the H‑PCRF with an PCRF-Initiated Gateway Control Session Termination message. If  the GW (BBERF) is deployed in a visited network, this message is sent by the GW (BBERF) to the V‑PCRF. The V‑PCRF forwards the message to the H‑PCRF.

5.
H-PCRF has completed terminating the session and can continue with the activity that prompted this procedure.

*** End of 3rd change ***

*** End of changes **
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