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This document proposes to define that the V-PCRF for a visited access (i.e. LBO) is an actual PCRF. The V-PCRF bases PCC Decisions on service session information, operator defined policies and pre-configured information based on roaming agreements. The H-PCRF may dynamically modify the pre-configured information in the V-PCRF for an IP-CAN session. The H-PCRF forwards Rx session information to the V-PCRF. In addition, this document also proposes to handle all Gxx interactions locally at the V-PCRF for a visited access, except for GC session establishment and termination for a roaming user using S2c.
1. Current Status defined in Rel-8 23.203

It is specified in 23.203 clause 6.2.1.3.2. “V-PCRF and Home Routed” that in a home routed scenario, the V-PCRF forwards Gateway Control Session Messages to the H-PCRF. The H-PCRF associates Gateway Control Sessions with IP-CAN sessions, performs PCC-binding functions as in a non-roaming case and provides QoS Rules to the V-PCRF to be installed in the BBERF.

In case of visited access the following has not yet been specified:

1. The functional scope of the V-PCRF in a scenario where only the VPLMN supports PCC.
2. The functional scope of the H-PCRF and the V-PCRF in a scenario where both HPLMN and VPLMN supports PCC

3. The procedure for how the V-PCRF determines whether an IP-CAN session of a roaming user should use home routed or visited access.
2. Discussion

In this section we discuss the three issues listed above:
2.1 The functional scope of the V-PCRF in a scenario where only VPLMN supports PCC

The V-PCRF provides Policy Control and Flow Based Charging for roaming users towards the PCEF as described in TS 23.203, clause 6.2.1. The V-PCRF has however no access to SPR information which is always located in the HPLMN. The V-PCRF instead uses pre-configured information based on roaming agreements to make local policy decisions. This pre-configured information may include allowed QoS (e.g.QCI:s and maximum bit rates), Charging Information such as OCS address, etc. 
This means that the functional responsibility of the V-PCRF when the HPLMN does not support PCC is equivalent to the responsibility of an actual PCRF.

2.2 The functional scope of the H-PCRF and the V-PCRF in a scenario where both VPLMN and HPLMN supports PCC

In this case the V-PCRF is connected to the H-PCRF through S9.

Since PCRF functionality is available in both the V-PCRF and the H-PCRF a question is how the functionality is distributed. Below we discuss three alternatives for functional distribution between H- and V-PCRF. 
Alternative 1 The V-PCRF has the PCRF responsibility.
In case the AF is located in the HPLMN, service authorization data is forwarded over S9 from the H-PCRF to the V-PCRF so that the V-PCRF can activate the appropriate PCC Rules. The format and content of this service authorization data needs to be understandable by the V-PCRF, e.g. based on roaming agreements. For the purpose of V-PCRF addressing the H-PCRF, the V-PCRF must register all IP-CAN sessions with visited access (LBO) over S9.
In case the AF is located in the VPLMN, the V-PCRF handles the Rx information locally and activates the appropriate PCC rules.  
The H-PCRF may provide information per IP-CAN session over S9 on allowed QoS and charging related information to the V-PCRF that is different from the pre-configured information in the V-PCRF (for example, the list of allowed QCI and bit rates for an IP-CAN session ). The information provided by the H-PCRF should have precedence over the information pre-configured at the V-PCRF. The H-PCRF may provide this information (e.g allowed QCI, bit rates) at IP-CAN session establishment.

Alternative 2 The PCRF-responsibility is distributed between V-PCRF and H-PCRF.
In case the AF is located in the HPLMN, the H-PCRF performs the PCC Rule authorization and PCC Rules are signaled to the V-PCRF over S9.
In case the AF is located in the VPLMN, the V-PCRF generates the PCC rules. The V-PCRF will have to control and coordinate PCC Rules generated both at H-PCRF and at V-PCRF. The V-PCRF performs policy decisions using pre-configured information based on roaming agreements or information provided by the H-PCRF over S9 as in alternative 1.

The QoS authorization must be performed at the V-PCRF. IP-CAN session modifications must be reported to the H-PCRF over S9. As a consequence this alternative is more signaling intensive than alternative 1. The distributed nature of this alternative and the need to coordinate PCC rules in the V-PCRF also makes it a more complex solution compared to alternative 1.
Alternative 3 The H-PCRF has the PCRF responsibility
In case the AF is located in the VPLMN, the V-PCRF forwards Rx service session information to the H-PCRF.
The H-PCRF generates PCC Rules for both the case with AF in VPLMN and with AF in HPLMN. The H-PCRF makes policy decisions based on information from the SPR. This alternative requires that 
· The IP-CAN session information is always signaled over the S9 interface to allow PCC Rule generation at the H-PCRF. As a consequence it is the most signaling intensive alternative.
· The V-PCRF must maintain some of the PCRF functionality defined in 23.203 clause 6.2.1, including session binding of Rx and Gx session as well as the ability to handle event reporting towards an AF in VPLMN and H-PCRF in HPLMN.
From these three alternatives, Alternative 1 requires the least standardization effort and covers 23.401 and 23.402 deployment options.
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Figure 1.Information flows for PCC Rule authorization performed by V-PCRF according to Alternative 1.
2.3  How to determine whether to forward Gxx sessions to the home PCRF.

2.3.1 
General
For home routed access the V-PCRF forwards the Gxx request to the H-PCRF as stated in TS 23.203 clause 6.2.1.3.2. 

For a visited access the V-PCRF should conceal the existence of the GC session to the home network, terminating the Gxx requests at the V-PCRF (and not forward any Gxx signalling over S9). In this way it is feasible to maintain the same S9 independent of whether the VPLMN uses off-path or on-path PCC. However, as is shown below it is not possible to completely handle Gxx locally even with a visited access (LBO).
The discussion is divided in two parts:

1. first, it is analyzed how the V-PCRF detects whether a Gxx session should be forwarded or handled locally.
2. second, the criteria for when the V-PCRF shall process and/or forward Gxx requests is investigated
There are two different sub-cases to cover, that are listed in TS 23.203 in clause 7.2 IP-CAN session establishment.

2.3.2 
Case 2a). “In cases where the UE acquires a care of address (CoA) that is used for S2c, the BBERF establishes a Gateway Control Session” prior to any IP-CAN session establishment.” 
In case a Gateway Control Session Establishment request is received for a roaming user and

· no IP-CAN session exists in the V-PCRF that can be associated with the request,
· the request indicates no IP-CAN session specific data (e.g. APN)

The V-PCRF must forward the request to the H-PCRF. At this stage the V-PCRF can not determine if the user will use visited, home routed access or both.
If later an IP-CAN session establishment request is received over Gx, the V-PCRF will be able to associate the IP-CAN session with the Gateway Control Session that was created at the reception of the Gateway Control Session message at the V-PCRF. The V-PCRF registers the IP-CAN session with the H-PCRF over S9 for the support of service authorizations from an AF in the HPLMN.
For a home routed access, the IP-CAN session is registered over Gx to the H-PCRF. The H-PCRF uses the GC session that announced the CoA to reach the Gxx client. The V-PCRF relays Gxx messages for the purpose of the home routed IP-CAN session. The H-PCRF shall subscribe to Gxx-related events that the H-PCRF desires.
Since multiple IP-CAN sessions are allowed, both the V- and H-PCRF must be capable of handling home routed IP-CAN sessions and visited accesses (LBO) in parallel. The V-PCRF shall forward Gxx interactions that the H-PCRF has subscribed for and act locally for IP-CAN session with visited access.
A Gateway Control Session Establishment received due to a BBERF relocation announcing the CoA only (case 2a), needs to be correlated at the V-PCRF (for the purpose of visited access IP-CAN sessions) and be forwarded to the H-PCRF since the CoA should be registered at the H-PCRF in order to allow the H-PCRF to associate the IP-CAN session with the Gateway Control Session. The PCRF handling an IP-CAN session expects to receive a Gx notification that the CoA for the IP-CAN session has changed as a result of the binding update that the terminal must issue in order to remain registered with the home agent.
When the IP-CAN session is terminated, the association with the Gateway Control Session is released and the V-PCRF removes the QoS Rules from the BBERF. 
To illustrate the above discussion, Figure 2 shows an IP-CAN session establishment procedure for visited access for case 2a (i.e. using S2c to a PDN GW in the VPLMN). The characteristic of this solution is for case 2a:

· The V-PCRF always associates Gateway Control Sessions and IP-CAN sessions established in a visited access for a roaming user.

· The V-PCRF forwards the Gateway Control Session Establishment and Gateway Control Session termination over S9 to the H-PCRF.

· The V-PCRF forwards events, also those originating from Gxx, which the H-PCRF has subscribed for. This is typically applicable for events subscribed to in relation to service authorizations.
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Figure 2. IP-CAN session establishment for case 2a (i.e. using S2c to a PDN GW in the VPLMN)
2.3.3 
Case 2b)  “In other cases where a Gateway Control Session is required, BBERF establishes a Gateway Control Session after the IP-CAN Session Establishment” 
In this case the V-PCRF receives a Gateway Control Session Establishment request after the IP-CAN session establishment request has been announced by the PCEF. The request is related to an IP-CAN session establishment and includes the APN.
In case of a visited access the IP-CAN session has been created locally in the V-PCRF, and therefore the V-PCRF associates the Gateway Control Session and the visited IP-CAN session and announces the IP-CAN session to the H-PCRF over S9 for the support of service authorizations from an AF in the HPLMN. 
For an IP-CAN session corresponding to a home routed case, the V-PCRF shall forward all Gxx requests over S9 to the H-PCRF.  This allows the H-PCRF to match the GC session with the Gx session.
3. Proposal

It is proposed that the V-PCRF and H-PCRF have the following functionality when using visited access:
1. The V-PCRF provides all of the PCRF-related functionality for the visited access roaming scenarios except access to the SPR. 

2. When S9 is used with an AF in HPLMN, the H-PCRF shall forward service authorization data to the V-PCRF.

3. The V-PCRF uses default information, based on roaming agreements, to make policy decisions for roaming users. The preconfigured information in the V-PCRF may be overridden by information provided by the H-PCRF over S9 per IP-CAN session at IP-CAN session establishment.
4. The V-PCRF forwards Gxx components to the H-PCRF when no prior indication of IP-CAN session establishment is received. That is for home routed traffic and Gateway Control Session Establishment sent when the UE acquires its CoA used for S2c.

The S9 interface shall have the following properties:

1. Service authorization data shall be forwarded over S9 from H-PCRF to V-PCRF in case of visited access when AF resides in the home domain.
2. Gxx components shall be forwarded over S9 from H-PCRF to V-PCRF. In case 2a and visited access, only Gateway Control Session establishment and termination shall be indicated over S9. In case of home routed access, all Gxx messages shall be forwarded over S9.
3. Gx components shall be forwarded from V-PCRF to H-PCRF over S9 in case of visited access. IP-CAN session establishment and termination need to be indicated to the H-PCRF to allow the H-PCRF to send service authorization data to the correct V-PCRF when AF resides in home PLMN. 
The proposed changes to 23.203 are shown in CR S2-082170.

4. References

[1] 23.203 v 8.1.1
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