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4.1.3
IP Mobility Management Selection Principles

The Mobility mechanisms supported between 3GPP and non-3GPP accesses within an operator and its roaming partner's network would depend upon operator choice. 
4.1.3.1
Static Configuration of Inter-technology Mobility Mechanism

For networks deploying a single IP mobility management mechanism, the statically configured mobility mechanism can be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenario is expected to be provisioned into the terminal (or the UICC) and the network. IP session continuity between 3GPP and non-3GPP access types may not be provided in this case if there is a mismatch between what the UE expects and what the network supports. For example service continuity may not be possible if the user switches to a terminal supporting a different IP mobility management mechanism than provisioned in the network.

NOTE:
The mismatch case where a non-3GPP network only supports DSMIPv6 and the UE does not, may lead to a situation where the UE receives a local IP address in the non-3GPP access network, but gains no PDN connectivity in the EPS. Depending on operator policy and roaming agreements, IP connectivity may be provided using this local IP address to access services (e.g. internet access) in the non-3GPP network. However, any such use of the local IP address where the user traffic does not use the EPC is not described in this specification.

4.1.3.2
Networks Supporting Multiple IP Mobility Mechanisms

The IP Mobility Management Selection Principles will aid to choose appropriate protocol for the following type of UEs:

- Hosts without support for either Network Address Preservarion or DSMIP6 (Unmodified Hosts)
- Hosts supporting Network Address Preservation

- Hosts supporting both DSMIP6 and Network based Address Preservation.

IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and Host based mobility (HBM - MIPv4 orDSMIPv6).

-
Decision on IP address preservation if NBM is selected.

IPMS does not relate to the selection between PMIP and GTP over S5/S8.

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network-based mobility mechanism.

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE.

The UE support for a specific IP Mobility Management protocol and/or IP address preservation mechanism for inter-access mobility may be known by the network-based on explicit or implicit indication from the UE.

Editor's Note:
It is FFS over which accesses and how we support the explicit indication form the UE. It is FFS if an implicit indication is also possible.

Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network's policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC.

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place as per PMIP6 specification [8] and additionally based on the knowledge in the network of UE's capability (if available) to support NBM. Such knowledge may be based on an explicit or implicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided.

IP address preservation for session continuity based on HBM may take place if the network is aware of the UE capability to support DSMIPv6 or MIPv4. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case of DSMIPv6, the UE performed S2c bootstrap before moving to the target non-3GPP access). In such a case, the non-3GPP access network provides the UE with a new IP address, local to the access network if IP mobility management protocol selected is DSMIP6. In that case, in order to get IP address preservation for session continuity, the UE shall use DSMIP6 over S2c reference point. This IP address shall be used as a care-of address for DSMIPv6, and any other use is out of scope of this specification. If the IP mobility management protocol selected is MIPv4, the address provided to the UE by the non-3GPP access network is a FACoA and IP address preservation is performed over S2a using MIPv4 FACoA procedures.
Editor's Note:
If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it is possible for the UE to indicate a preference to the network.

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies.

Support of different IP mobility management protocols at local/home network is known by the AAA/HSS in one of the following ways:

-
through static pre-configuration, or
-
through indication of the supported IP mobility management protocols (PMIP6 and/or MIPv4 FA CoA mode) by the non-3GPP access system as part of the AAA exchange for network access authentication.

Upon selecting a mobility management mechanism, as part of the AAA exchange for UE authentication in the non-3GPP access system the HSS/AAA returns to the non-3GPP access system an indication on whether a local IP address shall be allocated to the UE, or the address of the MIPv4 Foreign Agent shall be provided, or if instead PMIP shall be used to establish the connectivity.

IPMS is performed in the following scenarios:

-
Upon initial attach to a non-3GPP access, the IPMS is performed to decide how to establish IP connectivity for the UE.

-
Upon handover without optimization from a 3GPP access to a non-3GPP access, the IPMS is performed to decide how to establish IP connectivity for the UE over non-3GPP access.

-
Upon change of access between a non-3GPP access and a 3GPP access or between two non-3GPP accesses, if the IP MM protocol used to provide connectivity to the UE over non-3GPP access is a NBM protocol, then a decision is performed on whether IP address preservation is provided or not as per PMIP6 specification [8] and additionally based on the knowledge in the network of UE's capability (if available) to support NBM.

4.1.3.2.1
IP Mobility Management Selection During Initial Attach to a Non-3GPP Access

The IPMS decision is performed as described in the following:

-
If the UE indicates DSMIPV6 support, the network  selects either DSMIPV6 or NBM based on protocol supported by the network.  If DSMIPV6 is selected by the network, the access network provides a local IP address to the UE to be used as CoA for DSMIPv6/S2c.

-
If the UE indicates MIPv4 support, the network selects either MIPv4 or NBM based on the protocols supported by the network.If MIPv4 is selected by the network, then the access network provides a FACoA to the UE.


-
If the UE does not indicate any capabilities, it is assumed that the UE is not able to support DSMIPv6 or MIPv4, and NBM is used for providing connectivity if the network supports NBM.

4.1.3.2.2
IPMS solutions

On handover to 3GPP access, UE shall request for IP address preservation by setting "attach type" flag to "handover" during the attach procedure.

NOTE:
UE requests for address preservation if S2c is used over source access network or MIPv4 FACoA is used to connect over source access network or UE is capable of Network address preservation.

Editor's Note:
Other mechanisms for split terminals are FFS.

When the UE provides an indication of its supported mobility modes either during initial attach or on handover, the UE provides such information to the entity performing IPMS during attach procedure (via implicit or explicit signaling to access network to indicate NBM support) or network access authentication, for trusted non-3GPP accesses, or during authentication for tunnel establishment with ePDG, for untrusted non-3GPP accesses. The exact mechanism used for indicating UEs NBM capability  between UE and non-3GPP access is technology specific and out of scope of 3GPP.
The network then makes the decision on what mobility protocol to be used for connectivity as described in further subsections depending on the scenario.

4.1.3.2.3
IP Mobility Management Selection on Handover between accesses

On handover to non-3GPP accesses, the IPMS decision is performed as described in the following:

a.
If the UE only indicates NBM support between the two access technologies involved in the handover and the network supports NBM between those two access technologies involved in the handover, then PMIP is used for providing connectivity, and IP address preservation is provided with S2a procedures.

b.
If the UE indicates DSMIPv6 support and the home network supports and selects DSMIPv6, the access network provides a local IP address to the UE to be used as CoA for DSMIPv6, and IP address preservation is provided with S2c procedures.


c.
If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects PMIP to establish the connectivity, then PMIP is used to establish connectivity, and IP address preservation is provided with S2a procedures.

d.
If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects DSMIPv6 to establish the connectivity, then the access network provides a local IP address to the UE to be used as CoA for DSMIPv6, and IP address preservation is provided with S2c procedures.

e.
If the UE does not indicate any capabilities, then PMIP6 is used for establishing connectivity if PMIP6 is supported by the access network. In this case, the decision for IP address preservation is made as per PMIP6 specification [8].

NOTE 1:
In case of bullet e, PMIP6 specification allows two options:

a)
Preserve the IP address based on a timer; If the connection through the old access system is not torn down before the timer expires then a new prefix is assigned, or

b)
Immediately assign a new prefix.


This decision can be based on operator's policies.

NOTE 2:
If prior to the handover, the UE was attached to a non-3GPP access with DSMIPv6, bullets a. and c. are considered not to apply.

NOTE 3:
It is FFS whether there are other scenarios during handover.

NOTE 4:
The PDN GW capability of supporting NBM or DSMIPv6 or MIPv4 should be considered in IP Mobility Mode Selection.

The UE indication of DSMIPv6 support may be implicit, e.g. having bootstrapped a security association via the old access network. The same applies to NBM, since the network can collect information about NBM support from other sources.

On handover to 3GPP access, the only decision that needs to be made is whether IP address preservation needs to be provided or not. 
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