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Abstract of the contribution:

This paper discusses the usage of network access type information for T-ADS and how to get updated information.

Discussion
For terminating access domain selection, one open issue has been how the T-ADS may receive updated information on location and access type to perform the T-ADS. One proposal was to mandate the P-CSCF to receive updated information from PCC and propagate this to the AS / S-CSCF. Such solution is not feasible for a general scenario, and includes a number of problems such as:

· PCC is optional, and such solution would then put mandatory requirements of PCC usage on the visited network. 

· The P-CSCF would need to implement back-to-back functionality, which so far been something that has been avoided.
· Today, there are no means for an AS to subscribe to information from a P-CSCF. This would mean a big impact to the architecture. 

· Both the P-CSCF and S-CSCF/AS would need to keep quite a number of subscription states.

Said that, there are a number of scenarios where it would be desired to have updated location / network access information for an AS, not only for MMSC. Hence, this appears to be a general problem that needs to be solved. 

For MMSC, the question is, how accurate does the information need to be?  It is clear that even if the P-CSCF sends updates to the MMSC AS, there will be race conditions where the update information is not available when the T-ADS is performed. Hence, the UE and network will need to be able to handle cases where the T-ADS is not up-to-date with the latest information.  

The question is, can the information sent in the register and re-register messages be seen as a reasonable stable information, enough to make the T-ADS decision on, or is there really a need to have constantly updates during the registration? 
The alternatives for updated network access type information could be when changing IP.-CAN: 

1)
Let the T-ADS update the network access type information based on SIP messages received from the UE (such as register, invites, etc). If the UE is inactive, the T-ADS information will not be updated, but the T-ADS will assume the latest information recorded. This would be a simple solution, with some limitation when the UE is inactive for a long period of time. However, if the UE has been inactive for a long period of time, it may be considered as reasonable if the best guess is not done during the T-ADS.
2)
Let the T-ADS subscribe to the UE for updated network access type information. This would have the benefit of using a standard method of receiving updated information, but would have the disadvantage that the MMSC AS would need to keep a very large number of subscription states. Another disadvantage with this is that there might be quite frequent changes of the RAT, generating quite number of updates. It could be noted that the UE today does not in general support ASs to subscribe to events. 
3)
Let the UE, if changing IP-CAN that may impact the T-ADS decision, update the network by either sending a re-register, or sending some well defined SIP message to the AS. This would have the same benefit of the previous method, but would not require subscription state in the network for each user. It could be noted that other UE capabilities may anyway change, requiring the UE to do a re-register to update the network with the latest information. Such an information update could be controlled via policies, i.e., an operator may decide to have more or less frequent information updates per UEs (e.g. report each change, report only access changes if new services are becoming possible). 
Proposal

It is proposed that to handle IP-CAN / network access type information change, alternative 1 is used, and with alternative 3 as optional alternative.  
First Change
8.2.1
Access Network Info

Several IMS elements may store the type of access network that is currently used by the UE (as provided in the P-Access-Network-Info header) and use it subsequently for performing access-specific service logic. For example, the Domain Selection Function (DSF, see 3GPP TS 24.206 [6]) can use the UE’s current access network type to determine the domain to be used for terminating an incoming session request. Therefore, when the UE hands over to a new IP-CAN with a different access type from the old IP-CAN (e.g. from GERAN to IEEE 802.11) it is desirable to update the IMS network with its current access network type. 

When the network supports extended mobility mechanisms, such as those specified in TS 23.401 [4] and TS 23.402 [5], then the UE may change several IP-CANs during an active multimedia session without updating the IMS network with a new P-Access-Network-Info header, i.e. without sending any SIP signalling until it refreshes the session timers. The same holds true for the case when the UE does not have an active multimedia session. As a consequence, by using extended mobility in the underlying layers the IMS network may not be regularly updated with the UE’s current access network type. This could have an significant impact on IMS session terminating procedures or any other IMS procedures which rely on the UE’s current access network type.

Note:
The value inserted by the UE in the P-Access-Network-Info header is considered as un-trusted information by the network.

P-CSCF may derive and/or validate UE’s IP-CAN information using PCC mechanisms as specified in 3GPP TS 23.203 [xx]. P-CSCF may also subscribe to IP-CAN update procedures provided by the PCRF via Rx reference point as specified in 3GPP TS 29.214 [yy].


The UE may in the event of IP-CAN change, update the network with its current capabilities and access network type information by sending a re-registration message. In case a session is ongoing, it may be enough to update the session, in order to update the network with the new access network type. 
End of Changes
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