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5.2
Initial E-UTRAN Attach with PMIP-based S5 or S8
This section is related to the case when the UE powers-on in the LTE network with PMIP-based S5 or S8 interface and includes the case of roamers from a GTP network into a PMIP network when PMIP-based S5 is used to connect the Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP is used on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIP network the procedure as described in TS 23.401 [4] applies.
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Figure 5.2-1: Initial E-UTRAN attach with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-5) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF, as specified in TS 23.203 [19].  The S-GW provides information to enable the PCRF to uniquely identify the IP-CAN session. This results in the removal of the Gateway Control session in S-GW.

A.2)
The Serving GW sends a Proxy Binding Update (MN NAI, lifetime=0) message to the PDN GW. The MN NAI identifies the UE. The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

A.3)
The PDN GW initiates the IP CAN session Termination Procedure with the PDN GW as specified in TS 23.203 [19].  The PDN GW provides information to enable the PCRF to uniquely identify the IP-CAN session. This results in the removal of IP-CAN session related information in the PCRF and in the PDN-GW. 


A.4)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement message.

Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handoff  Indicator, APN, GRE key for downlink traffic, Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent. The Lifetime field must be set to a nonzero value in the case of a registration. Access Technology Type is set to indicate the RAT type (E-UTRAN). Handoff Indication option is set to indicate attachment over a new interface. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options. If both an IPv4 and an IPv6 address is requested for the UE, both IP addresses shall be requested in the same Proxy Binding Update.

Editor's Note:
It is FFS how the PDN GW determines IP CAN type when PCC is not supported.

Editor's Note:
How Static IP Address information is conveyed to the PDN GW is FFS.

C.2)
The PDN GW initiates the IP CAN Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19].  The PDN GW provides information to the PCRF used to identify the session and associate subsequent Gateway Control Sessions correctly. The PCRF creates IP-CAN session related information and responds to the PDN GW with PCC rules and event triggers. 



C.3)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE address info returns the IP Address(es) assigned to the UE. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.

Editor's Note:
It is FFS how to handle deferred IP Address Allocation when PMIP-based S5/S8 is employed.

C.4)
The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19].  The S-GW provides the information to the PCRF to correctly associate it  with the IP-CAN session established in step C.2 and also to convey subscription related parameters to the PCRF that have been received between steps (B) and (C) from the MME. 
C.5
) The PCRF initiates the PCC Rules Provision Procedure with the PDN GW to updates the rules in the PDN GW, using the information provided by the S-GW as specified in TS 23.203 [19]. 
C.6) The PCRF provides the information required for the Serving GW and establish a control session, which completes the Gateway Control Session Establishment Procedure as specified in TS 23.203 [19]. 





Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS 23.401

5.3
Detach for PMIP-based S5/S8

In case of detach, all the bearers at the Serving GW are terminated. Further, the IP CAN session for the UE in the PDN GW is also terminated.

The procedure described in this section applies equally to UE, MME and HSS initiated detach procedures.
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Figure 5.3-1: E-UTRAN Detach Procedure for PMIP-based S5/S8

The optional interaction steps between the gateways and the PCRF in Figure 5.3-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The figure covers both the non-roaming (S5) as per Figure 4.2.1-1 and roaming case (S8) as per Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the Serving GW and the hPCRF in the HPLMN. The vPCRF forwards messages in both directions. In the case of Local Breakout, the PDN GW exchanges messages with the hPCRF by way of the vPCRF. The vPCRF forwards messages between the PDN GW and the hPCRF in this case. In the non-roaming case, the vPCRF is not involved at all.

A.1)
The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF  as specified in TS 23.203 [19]. The S-GW provides information to enable the PCRF to unambiguously identify the IP-CAN session corresponding to the Gateway Control Session. This results in the removal of the Gateway Control session in S-GW. 

A.2)
The Serving GW sends a Proxy Binding Update (MN NAI, lifetime=0) message to the PDN GW to de-register the UE at the PDN-GW. The MN NAI identifies the UE. The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

A.3)
The PDN GW initiates the IP CAN session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The PDN GW  provides information to enable the PCRF to uniquely identify the IP-CAN session. This results in the removal of IP-CAN session related information in the PCRF and in the PDN-GW.  


A.4)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement

5.4
Dedicated Bearer Procedures for E-UTRAN Access with PMIP-based S5/S8

5.4.1
General

The procedure given in Figure 5.4.1-1 applies to all dedicated resource allocation operations for E-UTRAN which are triggered by PCRF, with the only exception of MME-initiated Dedicated Resource Allocation Deactivation procedure which is covered in Section 5.4.5.3 The procedure initiated by the S-GW in the E-UTRAN differ for each case.

The procedure described in Figure 5.4.1-1 shows only the steps, due to PMIP based S5/S8, that are different from the GTP variant of the procedure given in TS 23.401 [4].
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Figure 5.4.1-1: Dedicated Resource Allocation Procedure, UE in Active Mode

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the hPLMN to the Serving GW in the vPLMN. The vPCRF receives the Acknowledgment from the Serving GW and forwards it to the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

If dynamic policy provision is not deployed, the steps shown in the figure are not taken. Instead, a configured static policy may be applied.

A.1)
The PCRF initiates an IP-CAN Session Modification Procedure as specified in TS 23.203 [19] for setup of dedicated bearer in E-UTRAN. The PCRF provides updated rules and session information to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in TS 23.203 [19]. 
A.2)
The PCRF then initiates Gateway Control and Policy Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules and Event Trigger information to the S-GW. 


Based on the QoS policy rules, the Serving GW decides whether to initiate a dedicated resource allocation activation, dedicated resource allocation modification (with or without QoS update), or PDN-GW/PCRF initiated dedicated resource allocation deactivation. The Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2 in 3GPP TS 23.401 and sends the appropriate message to the MME.

Steps between A.2 and B.1 are described in TS 23.401, Section 5.4.1.

B.1)
The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not allowing the completion of the PCRF-Initiated IP-CAN Session Modification procedure as defined in TS 23.203 [19]].

5.4.2
Dedicated Bearer Activation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in Step A.2 of Figure 5.4.1-1 above results in the Serving Gateway to decide to activate a dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 apply for this case. On receiving message A.2, the Serving GW decides that a new bearer needs to be activated, the Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see TS 23.401 [4] clause 4.6.2. The Serving GW follows the procedure shown in TS 23.401 [4], section 5.4.1 by sending a Create Dedicated Bearer Request message (Bearer QoS, UL and DL TFT, S1 TEID) to the MME.

The message descriptions for A.1, A.2 and B.1 in Section 5.4.1 apply to this case as well. The steps between A.2 and B.1 are described in 3GPP TS 23.401, Section 5.4.1.

5.4.3
Bearer Modification with Bearer QoS Update

5.4.3.1
PDN GW/PCC Initiated Bearer Modification with Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.2 of Figure 5.4.1-1 above results in the Serving Gateway to decide to modify the QoS of an already existing bearer, this procedure is applied. QoS modification occurs this may result in a bearer modification in the E-UTRAN access.

The procedures depicted in Figures 5.4.1-1 apply to this case as well. On receiving message A.2, the Serving GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active bearer. The Serving GW generates the UL and DL TFT and updates the Bearer QoS to match the aggregated set of service date flows. The Serving GW then follows the procedure shown in TS 23.401 [4], section 5.4.2 by sending the Update Bearer Request (Bearer QoS, UL and DL TFT) message to the MME.

The message descriptions for A.1, A.2 and B.1 in Section 5.4.1 apply to this procedure as well. The steps between A.2 and B.1 are described in 3GPP TS 23.401, Section 5.4.2.

5.4.3.2
HSS-Initiated Subscribed QoS Modification

The HSS Initiated Subscribed QoS Modification for a PMIP-based S5/S8 is depicted in Figure 5.4.3.2-1.
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Figure 5.4.3.2-1: HSS-initiated Subscribed QoS Modification
A.1.
The Serving GW initiates the Gateway Control and QoS Policy Rules Request  Procedure with the PCRF as specified in TS 23.203 [19]. The S-GW provides the following information to the PCRF: IP CAN Type, MN NAI, APN, RAT Type, IP Address(es), Subscribed QoS, AMBR. The PCRF provides the QoS rules and event triggers required for the Serving GW
A.2.
The PCRF initiates the PCC Rules Provision Procedure with the PDN GW to modify the rules in the PDN GW as specified in TS 23.203 [19].



After Step A.2, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.2.1 by sending the Update Bearer Request message to the MME. The procedure is completed when the Serving GW receives a Update Bearer Response from the MME in Step 8 of TS 23.401 [4] clause 5.4.2.1.

5.4.4
Dedicated Bearer Modification without Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.2 of Figure 5.4.1-1 above results in the Serving Gateway to decide to only update the set of TFTs corresponding to an already existing dedicated bearer, this procedure is applied.

The procedures depicted in Figures 5.4.1-1 apply to this case as well. On receiving message A.2, the Serving GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active dedicated bearer. The Serving GW generates the UL TFT and determines that no update of the Bearer QoS is needed. The Serving GW then follows the procedure shown in TS 23.401 [4], section 5.4.3 by sending the Update Dedicated Bearer Request (UL and DL TFT) message to the MME.

The message descriptions for A.1, A.2 and B.1 in Section 5.4.1 apply to this procedure as well. The steps between A.2 and B.1 are described in TS 23.401, Section 5.4.3.

5.4.5
Dedicated Bearer Deactivation

5.4.5.1

PDN-GW-initiated Dedicated Bearer Deactivation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.2 of Figure 5.4.1-1 above results in the Serving Gateway to decide to deactivate an existing dedicated bearer, this procedure is applied.

The procedures depicted in Figures 5.4.1-1 apply to this case as well. On receiving message A.2, the Serving GW uses this QoS policy to determine that a dedicated bearer needs to be deactivated, the Serving GW follows the procedure shown in TS 23.401 [4], section 5.4.3 by sending the Delete Dedicated Bearer Request message to the MME.

The message descriptions for A.1, A.2 and B.1 in Section 5.4.1 apply to this procedure as well. The steps between A.2 and B.1 are described in TS 23.401, Section 5.4.4.1

5.4.5.2

PDN-GW-initiated Dedicated Resource Allocation Deactivation

The default bearer and all the dedicated resource allocations associated with the PDN address are released in this procedure.
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Figure 5.4.5.2-1 PDN-GW-initiated Bearer Deactivation

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, sending the Gateway Control Session Termination message from the Serving GW in the vPLMN to the hPCRF in the hPLMN. The vPCRF receives the Acknowledgment from the hPCRF and forwards it to the Serving GW. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1.
The PDN GW sends a Binding Revocation Indication (PDN address) message to the Serving GW as defined in draft-muhanna-mip6-binding-revocation [35].

Steps between A and B are described in Section 5.4.4.1 in TS 23.401 [4] using the indication that all bearers belonging to the given PDN address shall be released.

B.1. The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19].  The S-GW provides the MN-NAI and APN information to enable the PCRF to uniquely identify the IP-CAN session. This results in the removal of the Gateway Control session in S-GW.

B.2.
The Serving GW returns a Binding Revocation Acknowledgement message to the PDN GW.

5.4.5.3
MME-initiated Dedicated Resource Allocation Deactivation

This section contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the procedure defined in 23.401 Section 5.4.4.2 for -MME initiated dedicated bearer deactivation.
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Figure 5.4.5.3-1: MME-initiated Dedicated Resource Allocation Deactivation

This procedure concerns both the non-roaming (S5) as in Figure 4.2.1-1 and roaming case (S8) as in Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout as in Figure 4.2.3-5, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Before Step A.1. the procedure shown in TS 23.401 [4] is followed and the Serving GW receives a Request Bearer Resource Release message from the MME.

A.1)
The Serving GW decides to deactivate the bearers and  initiates the Gateway Control and QoS Policy Rules Request  Procedure with the PCRF as specified in TS 23.203 [19]. .

A.2)
The PCRF initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to updates the rules in the PDN GWThe PCC rules provide the PDN GW with information required to enforce the remaining dedicated resource allocation policy, after removing the deactivated bearer. 

A.3)
The PCRF acknowledges by removing  the QoS rules and event triggers corresponding to the removed dedicated bearers thus completing the BBERF initiated Gateway Control and QoS Policy Rules Request  Procedure as specified in TS 23.203 [19]..  
After Step A.3, the Serving GW follows the procedure shown in TS 23.401 [4], Section 5.4.4.1 by sending the Delete Dedicated Bearer Request message to the MME. The procedure is completed when the Serving GW receives a Delete Dedicated Bearer Response from the MME in Step 8 of TS 23.401 [4], Section 5.4.4.1

5.5
UE-initiated Resource Request and Release

This section is related to the case when UE-initiated resource request and release is supported, and it is utilized for the PMIP-based S5/S8 SDFs.

In the non-roaming case, vPCRF will not be involved.
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Figure 5.5-1: UE-initiated resource request/release with PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) as in Figure 4.2.1-1 and roaming case (S8) as in Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout as in Figure 4.2.3-5, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.5-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1.
The Serving GW initiates the Gateway Control and QoS Policy Rules Request  Procedure with the PCRF as specified in TS 23.203 [19] to indicate to the hPCRF that the UE requests (or releases) resources.

A.2.
The PCRF makes a PCC decision as a result of the Gateway Control and QoS policy request and initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to updates the rules in the PDN GW.



A.3.
The PCRF completes the GW Control and QoS rules request procedure as specified in TS 23.203 [19] by updating the QoS rules and event triggers in the S-GW corresponding the the resources request or released by the UE. 
Steps after A.3 are described in TS 23.401 [4], Section 5.4.{1,2,3}.

5.6
UE Initiated Connection to Additional PDN with PMIP-based S5/S8

5.6.1
UE requested PDN connectivity

The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.6.1-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. In this procedure, the UE is assumed to be in active mode. Proxy Mobile IP is used on PMIP-based S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIP network the procedure as described in clause 5.10.2 of TS 23.401 [4] applies.
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Figure 5.6.1-1: UE requested PDN connectivity with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.
The Steps A.1 through A.6 are exactly the same as steps C.1 through C.6 in Section 5.2-1. 















5.7
Handover and Tracking area Update Procedures for PMIP-based S5/S8 Interface

5.7.1
Intra-LTE TAU and Inter-eNodeB Handover with Serving GW Relocation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with MME and Serving GW change procedure defined in 23.401 section 5.3.3.1 as well as Inter-eNodeB Handover with CN Node Relocation described in 23.401 section 5.5.1.2.

In case of a Serving GW relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control Session with the PCRF in step B.
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Figure 5.7.1-1: Intra-LTE and Inter-eNodeB Handover with Serving GW Relocation

This procedure concerns both the non-roaming (S5) as in Figure 4.2.1-1 and roaming case (S8) as in Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout as in Figure 4.2.3-5, the vPCRF also forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Target Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF as  specified in TS 23.203 [19]. As part of the procedure the Serving GW informs the PCRF of the new RAT type.  
The PCRF sends  information to the Serving GW enabling bearer binding and other behavior as directed by the PCRF.

NOTE:
The Target Serving GW preserves the Bearer Binding that has already been established by the Source Serving GW to employ in order to support the existing bearer bindings. To enable this the EPS Bearer ID, UL TFT and DL TFT is transferred before Step A as follows: across S10 in Forward Relocation Request and across S11 in Create Bearer Request. The Event Triggers indicate to the Serving GW under what conditions to report events to the PCRF.

A.2)
The new Serving GW performs a PMIPv6 Proxy Binding Update (MN NAI, Lifetime, Access Technology Type option, APN, GRE key for downlink traffic, Additional Parameters) message in order to re-establish the user plane as a result of the Serving GW relocation. The MN NAI identifies the UE for whom the message is being sent. Within Access Technology Type option an indication for RAT (E-UTRAN) type is set; an indication for handoff between MAGs for the same interface is also set. The APN disambiguates which PDN this message refers to. The additional parameters may include protocol configuration options and other information.
NOTE: In the case of Serving GW relocation, RAT type information is sent 'on-path' to the PDN GW. In the case where there is no Serving GW relocation, as in clause 5.7.2, this information is sent 'off-path', by way of the hPCRF.
A.3)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Serving GW. The UE Address Info includes one or more IP addresses. The Additional Parameters may contain protocol configuration options and other information.

Steps between A.3 and B.1 are described in TS 23.401, Section 5.3.3.1 and Section 5.5.1.

B.1)
The old Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Serving GW ceases to perform Bearer Binding and associated policy controlled functions.


5.7.2
TAU/RAU or Handover between GERAN A/Gb Mode or UTRAN Iu Mode and E-UTRAN

In case of inter-RAT TAU/RAU or handovers, the Serving GW may or may not be relocated. The PMIP based S5/S8 variants procedure steps for inter-RAT TAU/RAU or handover without Serving GW relocation is shown in Figure 5.7.2-1 and those corresponding to a change of Serving GW is shown in Figure 5.7.2-2.

The procedures in this section correspond to the following Figures in TS 23.401 [4]:

-
Figure 5.3.3.2-1 [UTRAN Iu mode to E-UTRAN] Tracking Area Update 

-
Figure 5.3.3.3-1E-UTRAN to UMTS RA Update, 

-
Figure 5.3.3.5-1 GERAN A/Gb mode to E-UTRAN Tracking Area Update 

-
Figure 5.3.3.6-1 E-UTRAN to GERAN A/Gb mode Routeing Area Update 

-
Figure 5.5.2.1.3-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase

-
Figure 5.5.2.2.3-1: UTRAN Iu mode to E-UTRAN Inter RAT HO, execution phase

-
Figure 5.5.2.3.3-1: E-UTRAN to GERAN A/Gb mode Inter RAT HO, execution phase

-
Figure 5.5.2.4.3-1: GERAN A/Gb mode to E-UTRAN Inter RAT HO, execution phase

In TS 23.401 [4], the clauses corresponding to the above figures cover both the case of Serving GW relocation and no Serving GW relocation. In case of no Serving GW relocation, Steps (A) in the above figures are between the un-changed Serving GW and the PCRF and the Steps (B) in those figures do not apply, as shown in Figure 5.7.2-1. In case of Serving GW relocation, Steps (A) in the above figure are between the target Serving GW and the PCRF and the Steps (B) is between the source Serving GW and the PCRF, as shown in Figure 5.7.2-2.

In case of no Serving GW relocation, the S-GW signals the change of RAT to the PCRF. If PCC rules provided to the PDN-GW have changed, the PCRF updates these rules at the PDN-GW.

The user plane already exists between the Serving GW and the PDN GW and remains unchanged. In case of RAU or handover to 2G/3G, user plane routing is assumed to proceed over the S4 interface towards the S2/S3 SGSN. When an inter-RAT TAU occurs, the enhanced packet core may signal this event to the PDN GW, for example to inform the PDN GW of a RAT type change. In the case of a PMIP-based S5 and S8, an Update Bearer Request is not sent from the Serving GW to the PDN GW. Instead, the PCRF in the HPLMN reports the change of event. The PCRF signals any change in the policy resulting from the event to the PDN GW, provisioning updated policy and charging rules.

In case dynamic PCC is not deployed, a change of RAT type will not be signalled to the PDN GW using PMIP based S5/S8 interfaces, if no change of Serving GW has occurred.
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Figure 5.7.2-1: Inter-RAT TAU/RAU or Handover without Serving GW relocation

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW informs the PCRF about the change of RAT type by initiating the Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19]..


A.2)
The PCRF updates the PDN GW by initiating the  PCC Rules ProvisionProcedure as specified in TS 23.203 [19] if the PCC rules and other PCEF behavior may require modification based on the RAT type reported by the Serving GW in Step A.1. Further, the hPCRF notifies the PDN GW of the change of RAT reported in step A.1. 

Step A.2 may be initiated before A.1 completes: Once the PCRF receives information from the Serving GW it may respond to the Serving GW and complete A.1 and initiate step A.2 

The following procedure describes inter-RAT TAU/RAU or Handover in the case of Serving Gateway relocation for PMIP-based S5/S8.

*******************Next Change *******************************
5.9
UE-triggered Service Request for PMIP-based S5/S8

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the UE-triggered Service Request procedure defined in TS 23.401 [4], clause 5.3.4.1, for the case where the RAT Type reported in the Service Request has changed compared to the last reported RAT Type.
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Figure 5.9-1: UE-triggered Service Request for PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.9-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW informs the PCRF about the change of RAT type by initiating the Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19].

A.2)
The PCRF updates the PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as specified in TS 23.203 [19] if the PCC rules have changed based on the RAT type reported by the Serving GW in Step A.1. Further, the hPCRF notifies the PDN GW of the change in RAT.
Step A.2 may be initiated before Step A.2 completes: Once the hPCRF receives the event report from the Serving GW as part of step A.1, the hPCRF may complete step A.1 and initiate A.2 in any order.
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A.6 Gateway Control Session Initiation Procedure- end
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C.6 Gateway Control Session Initiation Procedure- end





A.3 Gateway Control and QoS Rules Request Procedure - end





A.3 Gateway Control and QoS Rules Request Procedure- end
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