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Abstract of the contribution:

This contribution proposes only one UE identity used in the TAU/RAU request message while ISR is active.
1. Introduction
In the RAU/TAU, UE needs to provide the user identity to the core network nodes. If the UE has two valid user identities because of activated ISR, the current assumption is the UE will provide two identities to the MME in the NAS signalling. This contribution makes some analysis and concludes that only one identity is needed in the NAS signalling. 
NOTE: This contribution only focus on the identity in the NAS signaling. The identity used in the RRC part for CN node routing is out of the scope of this contribution.
2. Discussion
The UE attach to SGSN1 and MME1 and ISR is activated. The UE gets two valid identities, i.e. a GUTI and a P-TMSI. When the UE moves to an unregistered RA, it will initiate a RAU procedure . In the current assumption, the UE will provide two temporary identities to the SGSN2 in NAS signalling. This solution has the following advantages:

1) The new SGSN can request the context from the SGSN1 according to P-TMSI, and from the MME1 according to the GUTI.
2) The new SGSN can know which context is the latest context identified by the first temporary identity.
Two identities solution also bring other issues which are listed below.

1) Two identities in the NAS signalling will make the signalling a little longer. 
2) The SGSN use the P-TMSI signature for the signalling integrity protection and the MME use NAS MAC for the signalling integrity protection. If the UE provides the two identities to the new SGSN, the new SGSN has no NAS integrity protection, so it is not possible for the new SGSN to know whether the GUTI provided by the UE is correct or not.

The advantages listed above can be achieved also by using single identity in the NAS signalling. 

If the UE wants to access to the LTE, it check whether it has a valid GUTI. 
· If yes then it only use the GUTI in the NAS signalling to the MME and the NAS security will be performed. The MME get the context from the old MME and the old MME validate the TAU request message. If Update type indicate “ISR synch” the MME can get the UE latest context from the old SGSN according to the IMSI. The new MME get the old SGSN address from the context in the old MME.
· If the UE don’t hold a valid GUTI, it derive the GUTI from the old P-TMSI and old RAI and the P-TMSI signature is included in the NAS signalling. The MME derives the old SGSN address according to the old P-TMSI and old RAI and get latest UE context from the old SGSN. The old SGSN valid the P-TMSI by using P-TMSI signature.
If the UE wants to access to the UTRAN, it check whether it has a valid P-TMSI. 
· If yes then it only use the P-TMSI and P-TMSI signature in the NAS signalling to the SGSN. The SGSN gets the context from the old SGSN and the old SGSN validates the P-TMSI by using P-TMSI signature. If Update type indicate “ISR synch” the SGSN can get the UE latest context from the old MME according to the IMSI. The new SGSN get the old MME address from the context in the old SGSN.

· If the UE don’t hold a valid P-TMSI, it derive the P-TMSI and RAI from the old GUTI. The SGSN derives the old MME address according to the old GUTI and get latest UE context from the old MME. However it is still FFS how the old MME validate the GUTI.
One possible issue on the single identity is when the inter-working with Pre Release 8 SGSN, if the UE has a valid P-TMSI it will provide the P-TMSI and P-TMSI signature to the Pre R8 SGSN. The Pre R8 SGSN gets the context from the old SGSN. However the latest context maybe in the old MME. It is still FFS how to synchronize the context in this case. 
3. Conclusion
Based on the discussion above it is concluded that 

1) Only the temporary UE identity allocated by the current RAT is used in the TAU/RAU. 

2) If there is no temporary UE identity in the current RAT, the UE can derive the temporary UE identity from the one allocated by the old RAT

3) The update type in TAU/RAU can be used to identify which context is the latest one.

4) It is FFS how to synchronize the latest context when the UE move to Pre-R8 SGSN.

4. Proposal

It is proposed to agree the conclusions mentioned above. The related CR is provided in S2-082369.
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