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Abstract of the contribution: This paper provides a brief analysis of Emergency Origination following Normal Registration and highlights specific problems that warrant discussion in SA2.
Discussion
Issue 1

In Release 8, 22.101 section 10.1.3 on Call-Back the following text on call-back requirements is documented “The CLI used on call-back shall allow the PSAP to contact the terminal that originated the emergency call”. 
22.101 also states the following related to call-back with regard to the suppression of terminating supplementary services: “If the incoming call can be identified by the core network as a call-back to an emergency call (i.e. coming from a PSAP) then terminating supplementary services (e.g. Diversion Service, Hold, ICB) shall not be executed.” Further it was agreed in SA2#61 that the preferred way to solve this in Release 8 is to ensure that the IMS system will receive an indicator in SIP that the call back is related to emergency and originates from a CS or IP based PSAP. As a result an LS was sent to CT1/CT3 asking them to start working on a protocol solution (taking into account that support may be required from other SDOs).
Taking the above into account, let us revisit emergency origination following normal IMS registration when a user is IMS registered by multiple devices. Even if the S-CSCF receives an indication that the call is a call-back from a PSAP, the S-CSCF will fork to all the registered contacts associated with the call-back number. This means that it is not possible to guarantee that the user that originated the emergency call will answer the call-back request and therefore the requirement on call-back stated in 22.101 cannot be unequivocally met.

If the user was IMS Emergency Registered, then on receipt of the (indicated) call-back request, the S-CSCF knows which contact to direct the request to.

Note: Even though forking may occur even when two or more devices are emergency registered, it is less likely that two devices will be emergency registered at the same time within the same subscription. If so, it is more likely they are experiencing the same emergency.
Issue 2

As we know, a user’s subscription in the HSS can potentially have many URIs and these URIs may be present in one or more Implicit Registration Sets (IRSs). Consider a subscription with two IRSs. One of these IRSs contain only SIP-URIs. The other IRS contains a SIP-URI and Tel-URI. Assume that the user is currently IMS registered with the IRS that does not contain the Tel-URI and then performs an emergency origination.

23.167 states the following (related to UE procedures): “The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported).”
23.167 states the following (related to the P-CSCF procedures): “May respond to the UE with an indication, IMS emergency registration required as a result of processing the emergency session establishment attempt.”
Additionally TS 24.229 states the following in regard to the procedures performed by the P-CSCF on emergency origination following normal registration:
5.2.10.4
General treatment for all dialogs and standalone transactions excluding the REGISTER method - non-emergency registration

……………

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

3)
the P-CSCF shall:

-
if the public user identity included in the P-Preferred-Identity header matches one of the registered public user identities, remove the P-Preferred-Identity header from the received request and insert a P-Asserted-Identity header that includes the public user identity that was present in the P-Preferred-Identity header. Add a second P-Asserted identity header that contains the tel URI associated with the public user identity. If the tel URI associated with one of the registered public user identities is included in the P-Preferred-Identity header, check the validity of the tel URI, remove the P-Preferred-Identity header and insert a P-Asserted-Identity header that includes the tel URI that was present in the P-Preferred-Identity header. Add a second P-Asserted-Identity header that contains a public user identity associated with the tel URI


……………
From the above statements in 23.167 and 24.229, it can be assumed that the P-CSCF will respond to the emergency origination (if a Tel-URI is not available to assert and the Tel-URI) requesting the UE to do an emergency registration prior to doing an emergency origination (as the P-CSCF is unable to continue the session set-up without being able to assert a Tel-URI). Considering that the user is attempting to make an emergency call, this represents a lot of signalling procedures to ensure that the emergency call can be made.
If the user always did an Emergency Registration prior to the Emergency Origination, this would solve the need for extraneous procedures.
Conclusion

TS 23.167 states that a UE “may” perform an emergency registration even though the UE is non-emergency registered prior to making an emergency call. Nortel does not wish to mandate emergency registration. Rather, Nortel believes that it needs to be clearly specified the cases where emergency registration is preferred:
1. To ensure that the user that makes the call is able to receive the call-back request (to allow for regional regulatory requirements for the support of call-back)
2. To reduce the amount of signalling exchange in the network where registration patterns show that it is more likely for users to be registered with IRSs that do not contain Tel-URIs.
If SA2 sees merit in making these clarifications, Nortel will propose CRs to the next SA2 meeting to update 23.167.
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