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Abstract of the contribution: This paper discusses and clarifies issues with the H1-PDN attach procedure.
1. Introduction

As described in TS 23.327, upon attach the UE performs the H1 PDN attach procedure in order to gain network connectivity to a specific PDN. In the current H1 PDN attach procedure, the UE sets up an IPSec SA and performs the binding procedure with the HA. However, such DSMIPv6 specific operations are not needed if the UE attaches to its home link, for example, when the UE attaches to the GPRS link and the HA is co-located with the GGSN. This paper discusses about this issue and provides clarification on the H1 PDN attach procedure. 

2. Discussion
Currently, the main body of TS 23.327 covers the case of a standalone HA and the annex covers other cases, such as the case where the HA is co-located on the GGSN. In the case of a standalone HA, the UE needs to set up an IPSec SA and perform the binding procedure with the HA in order to gain network connectivity; however, when the HA is co-located on the GGSN, the UE does not need to perform such DSMIPv6 specific operations on the GPRS link because the UE connects to its home link. However, a UE needs to know how to behave, i.e. whether it needs to establish the DSMIPv6 connectivity or not. In order for the UE to know whether it needs to perform such DSMIPv6 specific operations to gain network connectivity upon attach, the UE needs to perform home link detection function. If the UE detects that it attaches to its home link, it does not have to perform such operations.

3. Conclusion
In order to cater for the most generic scenario, we propose the following text to be added into TS 23.327.
Start of the first change

6.1
H1 PDN Attach

H1 PDN Attach is triggered by the UE to initialize the IWLAN Mobility service towards a specific PDN. For each PDN connection, the H1 PDN Attach has to be performed separately.

Note: The H1 PDN Attach is creating a PDN specific H1 instance between a UE and a HA. This H1 PDN attach has no impact to the status of the underlying IP access connectivity state e.g. within GPRS system.

Editors Note: When the H1 PDN Attach is triggered is FFS. 


[image: image1]
Figure 6.1  H1 PDN Attach

1.   The UE discovers the Home Agent as defined in the section Home Agent Discovery.

2. 
Home Link Detection Function is performed. If Home Link Detection Function is performed based on IKEv2, step 3 is performed. If the mechanism used is UE pre-configuration or policies or other mechanism, steps 3, 4 and 5 are performed only if the UE determines it is not on the home link.
3.
A security association is established between UE and HA to secure the DS-MIPv6 messages related to this PDN connection between the UE and the HA. The UE initiates the establishment of the security association using IKEv2 [9]; EAP [10] is used over IKEv2 for authentication purposes. The HA communicates with the AAA infrastructure in order to complete the authentication. 

During this step an IPv6 home address/prefix is assigned by the HA to the UE as defined in [11, 9]. During this step the UE may include the HA-APN of the PDN it wants to access (in the IKE AUTH message using the IDr payload in similar manner as specified for IWLAN in TS 23.234 [2]) and it can also request a specific IPv6 home address as defined in [11] in order to influence the IP address/prefix assignment procedure.


In this step, the HA may be either in the hPLMN or in the vPLMN. When the HA is in the vPLMN, the interaction between the HA in the vPLMN with the AAA/HSS in the hPLMN may involve a 3GPP AAA Proxy in the vPLMN as specified in TS 23.234  


If the PDN requires an additional authentication and authorization with an external AAA Server additional authentication is executed in this step. Details on these multiple authentications are specified in RFC 4739 [12] and in 3GPP TS23.234 [2] for I-WLAN (Private Network Access (PNA)).
      If Home Link Detection Function is based on IKEv2, steps 4 and 5 are performed only if the UE determines it is not on the home link.

4.
In case a Binding Update is required to establish the desired PDN connectivity (e.g. UE is not at it's home link), the UE sends the DSMIPv6 Binding Update message to the HA as specified in [7]. 


The HA processes the Binding Update. During the processing the HA performs local authentication and authorization of the message using the IPsec security association established in step 2. If the UE does not have an IPv4 HoA already, it requests for the IPv4 home address from the HA as defined in [7] in this step.

5.
The HA sends the DS-MIPv6 Binding Ack to the UE. In this step the HA may include an IPv4 home address as specified in [7] if requested by the UE in step 3.
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