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Some FFS statements that no longer apply, after decisions have been made and uncertainty dispelled.

Introduction

The potential improvements discussed in this paper come from various sections in [TS 23.402].

Discussion

1. Section 4.4.1

Justification: We can remove FFS statements and editor's notes surrounding renaming of interfaces.

4.4.1
List of Reference Points


S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

2. Section 4.5.1

Justification: This FFS can be removed since 
(a) S2-PMIP is supported for the chaining cases, not S2-MIPv4, and 
(b) in the case of LBO - it is still the FA that will determine the PDN GW address.
The interaction between the 3GPP AAA Server and the HSS is not explicitly presented in several figures of this specification.  Though these entities are depicted as "AAA/HSS" in these figures,  these functions are distinct and interact over the SWx interface as described in this subclause.
NOTE:
The location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
-
For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG). 
-      For theS2/S8a chained case,: After the AAA proxy retrieves the P-GW selection information during authentication procedure, the AAA proxy performs S-GW selection and pushes the P-GW address associated with the MN_NAI and APN to the S-GW together with the QoS Profile.

-
For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA.
3. Section 4.5.3

Justification of changes: 

The first sentence requires clarification - since it does not apply to all home-routed cases.

The third sentence is redundant and adds no information - the only case in which this is applicable is in the chained scenario as shown in the first sentence. 

The FFS may be removed as the paragraph plainly shows that the AAA proxy must know whether to use the chained case or not - unless it does, the AAA proxy would not notify the ePDG or trusted non-3GPP IP access to employ the S-GW instead of the PDN GW.

4.5.3
Serving GW Selection Function for Non-3GPP Accesses
The S-GW selection function allocates an S-GW that acts as a local anchor for non-3GPP access in the chained S2/S8 home routed roaming cases (see Figure 4.2.3-2 and 4.2.3-3.) The Serving GW selection function is located in 3GPP AAA Proxy. If an S-GW is needed for non-3GPP access in the visited network, the 3GPP AAA proxy will select an S-GW for the UE during initial attach or handover attach. The 3GPP AAA proxy shall send the selected S-GW address to the MAG in the non-3GPP access network in the Chained S2/S8 scenario.

There is no mechanism standardized for S-GW address preservation for handover between 3GPP and non-3GPP in S2/S8 chained case.


4. Section 4.10.2
Justification of changes:

In step 3 and 4, we do not need to describe the off-path solution as derived from Gx as this is now apparent in the rest of the specification and in 23.203.

The term 'access' provides greater clarity than 'bubble.'

The FFS statement in principle 4 is no longer required: Gxb terminates in the ePDG in the roaming case (see Figure 4.2.3-1) even though Gxb is not specified in this release. 

An alternative would be to drop this section entirely.
4.10.2
PCC/QoS Principles

The following are the principles around PCC/QoS functionality:

1)
Full PCEF with service-aware end-user charging is located only in PDN-GW.

2)
Bearer binding for the S1 interface in case of S5/S8(PMIP) is to be performed in the SGW. This does not impact SGW relocation.

3)
To enable S1 bearer binding in case of S5/S8(PMIP), off-path signalling is applied from the PCRF to SGW.

4)
To enable bearer binding for non-3GPP accesses, off-path signalling is applied from the PCRF to the non-3GPP access in case the non-3GPP access supports PCC. For the roaming case this interface can also terminate in the ePDG.

5)
The visited network has the capability to reject the QoS authorized by the home network based on the visited network operator policies.

6)
The signalling interface described in 3) and 4) is assumed to be the same.

5. Section 4.10.4

Justification:  I modify the last paragraph to reflect the agreements at the past 3 meetings.

4.10.4
Application of PCC in the Evolved Packet System

EPS supports both static and dynamic PCC deployment options as specified in TS 23.401 [4].

NOTE: 
The local configuration of PCEF static policy and charging control functionality is not subject to standardization and is not based on subscription information.

In case of non-3GPP access that does not support an Gxa/b or S9 interface, static QoS policies (e.g. based on subscription QoS parameters for default connectivity) may be provided to the non-3GPP access through the AAA infrastructure. To perform policy enforcement according to the subscription QoS parameters for default connectivity, additional information may be provided to the PDN GW in one of the following ways:

-
from the PCRF, if present and if the PDN GW supports the S7 interface,

-
from the 3GPP AAA Server through the S6b interface in the form of a static QoS profile.

NOTE: 
In the latter case the PCEF may change the provided values based on interaction with the PCRF or based on local configuration.

When dynamic policy provisioning is not deployed, the PDN GW in case of PMIP based signalling uses the access type information (RAT Type in 3GPP access) contained in Proxy Binding Update messages for, e.g., charging. When dynamic policy provisioning is deployed, the PDN GW relies on the PCRF for indication of the handling required due to the access technology. When dynamic policy provisioning is not deployed, the PDN GW does not receive an update of the RAT type except in the case where there is mobility (e.g. during a Inter-RAT HO without S-GW change, the PDN GW does not receive notification of the change of RAT).
When PCC is supported in the HPLMN and not the VPLMN, dynamic policy is only provisioned in the non-roaming case. If the UE moves from the HPLMN to a VPLMN in this scenario, it receives only best effort service according to static policies in the VPLMN; the dynamically allocated resources associated with specific EPS Bearers no longer apply after this transition. If a UE moves from a VPLMN without PCC support to the HPLMN that does support PCC, dedicated resource establishment procedures are used to dynamically allocate the appropriate resources in the HPLMN for EPS bearers.
When PCC is supported in the VPLMN and not in the HPLMN, dynamic policy may only be provided for the LBO case. As the vPCRF has no access to subscriber policy information from the HPLMN, only static policy will apply. The vPCRF may however interact with the AF in the VPLMN in order to determine dynamic policy for SDFs operating entirely in the VPLMN. This policy will be enforced either in the PDN GW in the VPLMN. Bearer binding will occur under control of the vPLMN, either in the PDN GW or in the S-GW (depending on whether PMIP-based or GTP-based S5/S8 is employed) or in the trusted non-3GPP access (in the case of S2a).

Justification: I remove the FFS  with the following rationale - When PCC is deployed in the HPLMN not the VPLMN there is no reason why it can’t be used in the HPLMN. One simply loses the benefit of PCC when one moves to the VPLMN. In the case where PCC is deployed in the VPLMN but not the HPLMN, it only could apply to LBO – and only for static policies. There is no reason not to allow this possible deployment: it does not necessarily complicate the vPCRF as this is only an option.

6. Section 5.2

Justification: Changes are discussed and motivated below, where the modification is proposed.

5.2
Initial E-UTRAN Attach with PMIP-based S5 or S8
This section is related to the case when the UE powers-on in the LTE network with PMIP-based S5 or S8 interface and includes the case of roamers from a GTP network into a PMIP network when PMIP-based S5 is used to connect the Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP is used on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIP network the procedure as described in 3GPP TS 23.401 applies.
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Figure 5.2-1: Initial E-UTRAN attach with PMIP-based S5 or S8
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-5) cases.  For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF.  In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW sends a Gateway Control Session Termination (MN-NAI) to the PCRF to clean up after the active bearers that are no longer required.

A.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the removal of the Gateway Control session.

A.3) 
The Serving GW sends a Proxy Binding Update (MN NAI, lifetime=0)  message to the PDN GW. The MN NAI identifies the UE.  The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

A.4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

A.5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW indicating the removal of the IP CAN session.

A.6)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement message

Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handoff  Indicator, APN, GRE key for downlink traffic, Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration.  Access Technology Type is set to indicate the RAT type (E-UTRAN). The PDN GW infers the IP-CAN Type on the basis of the Access Technology Type received. Handoff Indication option is set to indicate attachment over a new interface. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options. If both an IPv4 and an IPv6 address is requested for the UE, both IP addresses shall be requested in the same Proxy Binding Update.


Justification: It will always be possible to determine the IP-CAN Type by means of the Access Technology Type and RAT type. Note that this will only work for PMIP-based S5/S8, and PMIPbased S2. For MIPv4 FACoA and S2c other mechanisms are needed.
Editor's Note: How Static IP Address information is conveyed to the PDN GW is FFS.

C.2)
The PDN GW sends an Indication of IP CAN Session Establishment (MN-NAI, APN, IP CAN Type , IP address(es)) message to the PCRF. The MN NAI is used to identify the subscriber.   The APN enables identification of the session along with the subscriber.  The IP CAN Type identifies the type of access from which the IP CAN the Session is established. The IP Addresses are used to establish policy rules.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.

C.3)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment (PCC Rules, Event Triggers) message.  This message includes the Policy and Charging rules provisioned to the PDN GW initially. and triggers for events that must be reported by the PDN GW. 
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.

C.4)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update.  The Lifetime indicates the duration the binding will remain valid.  The UE address info returns the IP Address assigned to the UE.  The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.

Editor's Note: It is FFS how to handle deferred IP Address Allocation when PMIP-based S5/S8 is employed.

C.5)
The Serving GW sends a Gateway Control Session Establishment (IP CAN Type, MN NAI, APN, RAT Type, IP Address(es), Subscribed QoS, AMBR)  message to the PCRF to obtain the rules required for the Serving GW and establish a control session.  The Serving GW sends information, including the IP CAN Type supported by the Serving GW; the UE’s MN NAI to identify the subscriber; the APN requested, to be used in hPCRF selection to locate the PCRF function with the corresponding IP CAN session established by the PDN GW; the RAT-type, the IP Address(es) of the UE; the Subscribed QoS information sent to the Serving GW from the MME; and the AMBR.  These information elements are needed by the PCRF to determine PCC rules for the UE’s IP-CAN session established in step C.2 above.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.

C.6)
The PCRF sends a Policy and Charging Rules Provision (PCC Rules, Event Triggers) message to the PDN GW to update PCC rules based on information sent by the S-GW in the preceding step.  PCC Rules define the policy handling the PCEF is required to enforce.

C.7)
The PDN GW responds to the PCRF with a PCC Decision Ack (Result) indicating whether the PDN GW was successful deploying the PCC rules.

C.8)
The PCRF sends an Acknowledge Gateway Control Session Establishment (QoS Rules, Event Triggers)  message to the Serving GW including QoS policy rules for the Serving GW to perform Bearer Binding and other functions described in Section 5.5. The Event Triggers indicate events that the Serving GW will report to the PCRF, such as subsequent change of RAT Type.
NOTE: QoS rules may lead to establishment of new dedicated bearers along with the default bearer.


Justification: This FFS can be removed as it adds nothing to the clarity of the presentation.

7. Section 5.6

The justification for removing the FFS statements and PCC information elements is the same as for changes in to the preceding procedure in discussion 6.
5.6.1
UE requested PDN connectivity

The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.6.1-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. In this procedure, the UE is assumed to be in active mode. Proxy Mobile IP is used on PMIP-based S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIP network the procedure as described in clause 5.10.2 of TS 23.401 [4] applies.
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Figure 5.6,1-1: UE requested PDN connectivity with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, APN, Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent. The Lifetime field shall be set to a nonzero value in the case of a registration. The APN is necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options. If both an IPv4 and an IPv6 address is requested for the UE, both IP addresses shall be requested in the same Proxy Binding Update.


Justification: This FFS has already been resolved in the rest of the specification. It was reintroduced here as a copy and paste error.
Editor's Note:
How Static IP Address information is conveyed to the PDN GW is FFS.

A.2)
The PDN GW sends an Indication of IP CAN Session Establishment (MN-NAI, APN, IP CAN Type , IP address(es)) message to the PCRF. The MN NAI is used to identify the subscriber. The APN enables identification of the session along with the subscriber. The IP CAN Type identifies the type of access from which the IP CAN the Session is established. The IP Addresses are used to establish policy rules.

Editor's Note:
The details of this clause may be more appropriately added to TS 23.203 than TS 23.402.

A.3)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment (PCC Rules, Event Triggers) message. This message includes the Policy and Charging rules provisioned to the PDN GW initially and triggers for events that shall be reported by the PDN GW.

Editor's Note:
The details of this clause may be more appropriately added to TS 23.203 than TS 23.402.

A.4)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE address info returns the IP Address(es) assigned to the UE. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.

Editor's Note:
It is FFS how to handle deferred IP Address Allocation when PMIP-based S5/S8 is employed.

A.5)
The Serving GW sends a Gateway Control Session Establishment (IP CAN Type, MN NAI, APN, RAT Type, IP Address(es), Subscribed QoS, AMBR) message to the PCRF to obtain the rules required for the Serving GW and establish a control session. The Serving GW sends information, including the IP CAN Type supported by the Serving GW; the UE's MN NAI to identify the subscriber; the APN requested, to be used in hPCRF selection to locate the PCRF function with the corresponding IP CAN session established by the PDN GW; the RAT-type, the IP Address(es) of the UE; the Subscribed QoS information sent to the Serving GW from the MME; and the AMBR. These information elements are needed by the PCRF to determine PCC rules for the UE's IP-CAN session established in step C.2 above.

Editor's Note:
The details of this clause may be more appropriately added to TS 23.203 than TS 23.402.

A.6)
The PCRF sends a Policy and Charging Rules Provision (PCC Rules, Event Triggers) message to the PDN GW to update PCC rules based on information sent by the S-GW in the preceding step. PCC Rules define the policy handling the PCEF is required to enforce.

A.7)
The PDN GW responds to the PCRF with a PCC Decision Ack (Result) indicating whether the PDN GW was successful deploying the PCC rules.

A.8)
The PCRF sends an Acknowledge Gateway Control Session Establishment (QoS Rules, Event Triggers) message to the Serving GW including QoS policy rules for the Serving GW to perform Bearer Binding and other functions described in clause 5.5. The Event Triggers indicate events that the Serving GW will report to the PCRF, such as subsequent change of RAT Type.


Justification: This FFS can be removed as it adds nothing to the clarity of the presentation.
8. Section 6.2.1

2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 4.5.1. The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server. If supported by Non-3GPP access network, the Attach Type is indicated to the Non-3GPP access network by the UE. The mechanism for supporting attach type is access technology specific and out of scope for 3GPP standardization. Attach Type indicates "Handover" when the UE has already an activated PDN GW/HA due to mobility from 3GPP access to non-3GPP accesses. If the PDN subscription profile contains a PDN GW address and the Attach Type does not indicate "Handover", the Non-3GPP access GW or ePDG may request a new PDN GW as described in clause 4.5.1, e.g. to allocate a PDN GW that allows for more efficient routing;

Justification: Attach type signalling from the UE to the non-3GPP access occurs in the non-3GPP access and is not a matter for standardization in 3GPP.  

3)
After successful authentication and authorization, the L3 attach procedure is triggered;


Justification: 4.5.1 of TS 23.402 clearly defines the principles for choosing between the CMIP and PMIP.
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14)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.


Justification: The details of step 14 are out of scope for 3GPP.

9. Section 8.4.2

5)
The access gateway requests a new PCC session towards the PCRF (5a) by sending an Indication of IP-CAN session establishment (local IP address/prefix, IP-CAN type), where local IP address/prefix is the IPv4 address or IPv6 prefix allocated to the UE by the Trusted non-3GPP access.



Based e.g. on the UE identity and user profile, operator's policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the PCC session establishment towards the access gateway (5b)


In the roaming case, PCC signalling is sent via a vPCRF server in the vPLMN

Justification: This FFS is no longer necessary as we have specified how PCRF selection works.

Proposal

Agree to the changes summarized above.
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