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Abstract of the contribution: This contribution discusses architecture alternatives for the location of ANDSF in the roaming and non-roaming cases and proposes ANDSF discovery procedures
Introduction

This contribution describes the various possible architectural alternatives for the ANDSF location for both the roaming and non-roaming case. The mechanisms for the UE to discovery the ANDSF may differ depending upon the location of the ANDSF. 
ANDSF Location – Architecture Alternatives

Architecture Alternative I: Non-Roaming Case

In this scenario (shown in Figure 1), the ANDSF is located in the HPLMN. The UE accesses the ANDSF for obtaining network discovery and selection related to policies as well as available access network information. 
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                               Figure 1: ANDSF is in  HPLMN (ANDSF) 

Architecture Alternative II: ANDSF in HPLMN (roaming case)
In this scenario (shown in Figure 2), the UE is roaming in a VPLMN and it access the ANDSF located in the HPLMN to obtain network discovery and selection related policies and information on available access networks. We refer this ANDSF as hANDSF. 
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                     Figure 2: ANDSF is in HPLMN (hANDSF). UE is in VPLMN
Architecture Alternative III: ANDSF in HPLMN and VPLMN (roaming case)

In this scenario (shown in Figure 3), the UE is roaming in a VPLMN and it accesses the ANDSF located in HPLMN to obtain network discovery and selection policies. The UE access the ANDSF located in the VPLMN to obtain network discovery and selection information on available access networks in the visited domain. What information the vANDSF will provide to the UE may depend upon the roaming agreements and operator specific policies. The vANDSF may also provide discovery and selection policies that apply to the visited network depending upon the roaming agreements.  
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                   Figure 3: ANDSF in the Visited Network (vANDSF)
Discovery Procedure  

Assumptions

Following assumption has been made:
· the ANDSF is a hosted by a server and the server is identified by either an IP address or a Fully Qualified Domain Name (FQDN) or NAI (Network Access Identifier)
Discovery Procedures for different Architecture Alternatives
If the address of the ANDSF is not pre-provisioned at the UE, the UE needs to discover the ANDSF address. We here proposed different procedures for the UE to discovery the ANDSF.
Architecture alternative I:  UE  may discover the ANDSF either during initial attachment or during an active session. In both cases the UE may use either DHCP or DNS query to discover the hANDSF.

Architecture alternative III:  UE  may discover the hANDSF either during initial attachment or during an active session. During initial attachment, the UE may discover the hANDSF along with network access authentication. During an active session, UE  should discover hANDSF via DNS query  (assuming  HPLMN FQDN is pre-provisioned).UE  may discover the vANDSF either during initial attachment or during an active session. In both cases the UE may use either DHCP or DNS query to discover the vANDSF.
Discussion

ANDSF Location
In the non-roaming case, the ANDSF shall be located in the HPLMN
In the roaming case we here discuss the pros and cons of the different architecture alternatives,
Architecture alternative II: The home network has full control on policies and access network information delivered to the UE. However, the home network may not have full access network information on the visited network domain.

Architecture alternative III: Both the home and the visited network have control on policies and access network information to be delivered to the UE. In this case, different degrees of control over the type of polices and the amount of information on access network may be implemented. For example, the home network provides policies on network discovery and selection while the visited network provides information on available access networks.

Conclusion

We recommend that,

· for the non-roaming case, the ANDSF be located in the HPLMN. 

· for the roaming case, further investigate architecture alternative III.
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