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Abstract of the contribution:

MMSC study causes some unique challenges for charging correlation especially in scenarios where session continuity procedures involve a change in the P-CSCF. ICIDs that are used as unique charging identifier in the p-charging-vector header is created by the P-CSCF during the UE registration and on a new dialog creation. The ICID needs to be maintained during the lifetime of the session.  This contribution proposes a new normative requirement that requires the S-CSCF to transfer the allocated charging identifiers to the new P-CSCF during session transfer between source and target P-CSCFs. 

                                                                  ******1st change*********
8.2.3.x          Charging identifier transfer

During the IMS session setup unique charging identifiers are created by the P-CSCF when the first INVITE is sent by the UE to create an IMS session.  The charging identifiers are required to be maintained during the lifetime of the multimedia session. When MM session transfer involves a change in the P-CSCF, the S-CSCF shall transfer the charging identifiers to the target P-CSCF during execution of the MM session transfer procedures e.g. in the 200 OK response from the S-CSCF when the UE sends a re-INVITE to the target P-CSCF. 
                                                                    ******2nd change*********

8.2.4
PS-PS session continuity with P-CSCF Change under IP-level mobility support

The following simplified information flow describes the use case of PS-PS session continuity when the network layer supports mobility and thus the contact address of the UE does not change when the UE hands over to a different access network. In this use case, the P-CSCF changes after the handover due to the change of the coverage of the P-CSCF (i.e, one for 3GPP access and another for non-3GPP access), thus the UE needs to discover a new P-CSCF and to register with the S-CSCF via the new P-CSCF in order to transfer the ongoing session to this new access network. A typical use case and network configurations are illustrated in section 8.2.3. In summary, it is assumed that (i) the UE does not change the IP address after it moves to the new access network, (ii) a new P-CSCF is used in the new access network, (iii) S-CSCF does not change, (iv) the PCRF may or may not change, and (v) the UE is an MMSC UE. GW1 and GW2 in the information flow refer to S-GW (3GPP access in a different PLMN) or the access gateway (non-3GPP access).


[image: image1.emf]UE#1

P-CSCF2

S-CSCF MMSC AS UE#2

P-CSCF1

14. INVITE

15. INVITE

16. Re-INVITE

(new SDP)

17. Re-INVITE

(new SDP)

18. 200 OK

20. 200 OK

20. 200 OK

20. 200 OK

19. 200 OK

Update 

the 

remote 

party

(optional)

12a. new P-CSCF

discovery

Media Stream(s)

13. Registration (IMPU, contact addr1)

14. INVITE

14. iFC

evaluation

GW2

PCRF

11. PS-PS handover

(IP-level mobility support)

Media Stream(s)

GW1

P-GW

10a. Proactive new P-CSCFdiscovery (context transfer)

UE

’

s registration and call setup procedures as defined in steps 1 to 9 in Figure 6.5.2.1-1

                                      21. Release of the old access leg

                                              10 b. Handover notification

12b. Handover notification


Figure 8.4: Signalling flow for providing PS-PS session continuity with P-CSCF change under IP-level mobility support

A step-by-step description of the signalling flow is shown below:

1-9.
These steps are identical to the steps described in 6.5.2.1.1.

10
(a) The UE may be able to discover the new P-CSCF to be used in the target network before the handover and the necessary context transfer may occur between the current P-CSCF and the new P-CSCF. (b) If the UE has discovered a new P-CSCF in step 11(a), the UE informs the MMSC AS about the handover of the UE (via the current P-CSCF and the S-CSCF), whereby the MMSC AS can properly handle the incoming sessions and maintain the on-going session(s) during the UE's handover interval.

Editor's note:
The details of how the new P-CSCF is discovered are FFS. (e.g. it could be a simple operator's policy that whenever the UE changes from 3GPP access to non-3GPP access, it needs to discover a new P-CSCF).

Editor's note:
The trigger for the UE to send the handover notification is FFS.

11.
Later, UE#1 discovers and attaches to a new access network (e.g. an I-WLAN). Since IP-level mobility is provided, the IP address of UE#1 does not change before and after the handover. 

12.
(a) If the proactive P-CSCF discovery is not performed at step 12, UE#1 discovers a new P-CSCF (P-CSCF#2) that is applicable in the new access network. (b) If the UE has discovered a new P-CSCF in step 14 (a), the UE informs the MMSC AS about the handover of the UE (via the current P-CSCF and the S-CSCF), whereby the MMSC AS can properly handle and maintain the on-going session(s) during the UE's handover.

13.
Although the contact address of UE#1 does not change, due to the change of the P-CSCF, UE#1 is required to register with S-CSCF via the new P-CSCF. Again, 3rd-party registration may optionally be used 

Editor's note:
The UE of 3rd-party registration is FFS.

14.
To transfer its ongoing video sharing session from the old access network to the new access network, UE#1 sends an INVITE effectively requesting to replace the previous dialog settings, which includes the route set. This INVITE creates a new dialog between UE#1 and MMSC AS. The new P-CSCF also receives the charging identifiers for the session from the S-CSCF in 200 OK response. 
Editor's note:
It is FFS whether the INVITE message sent in this step includes a Replaces header (this initiates a new dialog). The name and details of the AS will be resolved later.

15-19.
Since the IP address of UE#1 does not change, it may not be needed to send a re-INVITE (or UPDATE) message to UE#2. However, if some conditions (e.g. QoS) have changed, MMSC AS updates the existing dialog with UE#2 by sending a re-INVITE (or UPDATE) message with a new SDP.

20.
MMSC AS responds to the INVITE sent by UE#1 with a 200 OK effectively accepting the request to transfer the video sharing session from the old access network to the new one.

21.
The old access leg is released.
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