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*** Change 1 *** 
3.2
Symbols

For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.
Dh
Reference Point between an AS and an SLF.
Dhp
Reference Point between an AS and an SLF Proxy.
Dx
Reference Point between an CSCF and an SLF.

Dxp
Reference Point between a CSCF and an SLF Proxy
Gi
Reference point between GPRS and an external packet data network.
Gm
Reference Point between a UE and a P‑CSCF.
Hp
Reference Point between an HSS and a SLF Proxy
ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IBCF and TrGW.
Ici
Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem network.

Izi
Reference Point between a TrGW and another TrGW belonging to a different IM CN subsystem network.

Le
Reference Point between an AS and a GMLC.
Ma
Reference Point between an AS and an I-CSCF.

Mb
Reference Point to IPv6 network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point between a BGCF and an MGCF.

Mk
Reference Point between a BGCF/IMS ALG and another BGCF.

Mm
Reference Point between a CSCF/BGCF/IMS ALG and an IP multimedia network.

Mr
Reference Point between an CSCF and an MRFC.

Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF/BGCF and IBCF.
Sh
Reference Point between an AS (SIP‑AS or OSA‑CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.
Ut
Reference Point between UE and an Application Server.
*** Change 2 ***
4.3.3.3b
Termination of session with the TEL URI format public user identity

If a terminating session with a TEL URI is used, the HSS and the SLF/SLF Proxy (in the case that more than one independently addressable HSS is utilized by a network operator) shall support the TEL URI format Public User Identity.

*** Change 3 ***
5.2.2.5
Stored information.

Table 5.1 provides an indication of some of the information stored in the indicated nodes during and after the registration process. Note that Table 5.1 is not an exhaustive list of stored information, i.e. there can be additional information stored due to registration.
Table 5.1 Information Storage before, during and after the registration process

	Node
	Before Registration
	During Registration
	After Registration

	UE - in local network
	Credentials

Home Domain

Proxy Name/Address
	Same as before registration
	Credentials

Home Domain

Proxy Name/Address
UE P‑GRUU

At least one T‑GRUU

	Proxy‑CSCF
- in Home or Visited network
	Routing Function


	Initial Network Entry point

UE Address

Public and Private User IDs
Access Network Type
	Final Network Entry point

UE Address

Public and Private User IDs
Access Network Type

	Interrogating‑CSCF - in Home network
	HSS or SLF Address or SLF Proxy Address
	Serving‑CSCF address/name

P‑CSCF Network ID

Home Network contact Information
	No State Information

	HSS
	User Service Profile
	P‑CSCF Network ID
	Serving‑CSCF address/name\

	Serving‑CSCF (Home)
	No state information
	HSS Address/name

User profile (limited – as per network scenario)

Proxy address/name

P‑CSCF Network ID

Public/Private User ID

UE IP Address
UE P‑GRUU

UE T‑GRUU
	May have session state Information

Same as during registration


***  Change 4 ***
5.6.5.3
S-CSCF selection by I-CSCF for AS Originating call procedures

In figure 5.16c below the AS has no information of the serving S‑CSCF, and therefore the AS sends the request to an I‑CSCF as the entry point of the home network of the Public User Identity or the Public Service Identity. The AS finds an I‑CSCF by using the same mechanism as the S‑CSCF uses to find an I‑CSCF of the terminating network (see clauses 5.5.1 and 5.5.2). The request shall indicate that it is an originating request sent on behalf of the Public User Identity or the Public Service Identity.

NOTE 1:
In case border control concepts are applied, the contact point within an operator's network may be different, see clause 4.14 and Annex I for details.

NOTE 2:
The procedure described below can be used by an external AS that cannot access HSS data using the Sh interface.

The procedure described below assumes that the Application Server takes care of the user plane connection.

This is shown by the information flow in figure 5.16c:
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Figure 5.16c: S‑CSCF selection by I-CSCF for AS Originating call procedure

1.
The I‑CSCF receives an INVITE message indicating that it is an AS originating procedure.

2.
The I‑CSCF queries the HSS for current location information of the Public User Identity/Public Service Indentity on whose behalf the request is sent. When multiple and separately addressable HSSs have been deployed by the network operator, then the I‑CSCF needs to query the SLF to resolve the HSS or the SLF Proxy to proxy the request to the HSS.
3.
The HSS either responds with the required S‑CSCF capabilities which the I‑CSCF should use as an input to select a S‑CSCF or provides the I‑CSCF with the previously allocated S‑CSCF name for that user or service.

NOTE 3:
The HSS sends back the capabilities even if the Public User Identity/Public Service Identity is not registered and has no initial filter criteria related to the unregistered state.

4.
If the I‑CSCF has not been provided with the location of the S‑CSCF, the I‑CSCF selects a S‑CSCF.

5.
The I‑CSCF forwards the INVITE request to the S‑CSCF. The I‑CSCF must indicate that it is an originating request sent on behalf of the Public User Identity/Public Service Identity.

6.
The S‑CSCF sends Cx-Put/Cx-Pull (Public User Identity/Public Service Identity, S‑CSCF name) to the HSS. When multiple and separately addressable HSSs have been deployed by the network operator, then the S‑CSCF needs to query the SLF to resolve the HSS or the SLF Proxy to proxy the request to the HSS. The HSS stores the S‑CSCF name for Public Service Indenty or Public User Identities of that user. This will result in all traffic related to the Public Service Identity or the Public User Identities of that user being routed to this particular S‑CSCF until the registration period expires or the user attaches the Public User Identity to the network.

NOTE 4:
Optionally the S‑CSCF can omit the Cx-Put/Cx-Pull request if it has the relevant information from the user profile.

7.
The HSS shall store the S‑CSCF name for that user or service and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The S‑CSCF shall store it.

8.
The S‑CSCF invokes whatever service logic is appropriate for this call attempt, if required.

NOTE 5:
If the Public User Identity/Public Service Identity is not registered and has no initial filter criteria related to the unregistered state, the S‑CSCF just routes the request further without invoking any service logic for this request.

9.
The session setup continues as for normal origination procedures.

*** Change 5 ***
5.8
Procedures related to routing information interrogation
5.8.0
General

. When multiple and separately addressable HSSs have been deployed by the network operator a resolution mechanism is required which enables the I‑CSCF, the S‑CSCF and the AS to either find the address of the HSS that holds the subscriber data for a given user identity or proxy information to the HSS that holds the subscriber data for a given user identity. A resolution mechanism is not required in networks that utilise a single HSS e.g. optionally, it could be switched off on the I‑CSCF and on the S‑CSCF and/or on the AS using O&M mechanisms. An example for a single HSS solution is a server farm architecture. There are two resolution mechanisms defined, Subscription Locator Functional (SLF) and SLF Proxy. In networks where the use of the user identity to HSS resolution mechanism is required only one of the two resolution mechanisms shall be supported.

5.8.1
User identity to HSS resolution using SLF
This section describes a resolution mechanism, which enables the I‑CSCF, the S‑CSCF and the AS to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. 
On REGISTER and on MT INVITEs, the I‑CSCF queries the HSS for user's subscription specific data, e. g. the actual location or authentication parameters. This also has to be accomplished by the S‑CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS name the I‑CSCF and the S‑CSCF query a  SLF entity.. Based upon a user’s identity the SLF would redirect the I-CSCF or the S-CSCF to the HSS supporting the user. 
The SLF  is accessed via the Dx interface or via the Dh interface. The Dx interface is the standard interface between the CSCF and the SLF and the Dh interface is the standard interface between the AS and the SLF. The synchronisation between the SLF and the different HSSs is an O&M issue.

 A way to use the SLF  is described in the following.

The Dx interface provides:

-
an operation to query the SLF from the I‑CSCF or from the S‑CSCF, respectively.
-
a response to provide the HSS name towards the I‑CSCF or towards the S‑CSCF, respectively.

By sending the Dx-operation DX_SLF_QUERY the I‑CSCF or the S‑CSCF indicates a user identity of which it is looking for an HSS. By the Dx-operation DX_SLF_RESP the SLF responds with the HSS name. The I‑CSCF or the S‑CSCF, respectively, continues by querying the selected HSS. The I-CSCF may forward the HSS name towards the S‑CSCF. The S‑CSCF may use this name to find the subscriber's HSS.
Subclause 5.8.2 presents the session flows on REGISTER and subclause 5.8.3 on INVITE messages.

The Dh interface provides:
-
an operation to query the SLFt from the AS.
-
a response to provide the HSS name towards the AS.

By sending the Dh-operation DH_SLF_QUERY the AS indicates a Public User Identity of which it is looking for an HSS. By the Dh-operation DH_SLF_RESP the SLF responds with the HSS name. The AS continues by querying the selected HSS. The AS may store the HSS name for the subsequent Sh-operations.

Subclause 5.8.4 presents the message flow on the Dh interface.
5.8.1a
 User identity to HSS resolution using SLF Proxy
This section describes a resolution mechanism, which enables the I‑CSCF, the S‑CSCF and the AS to proxy information to the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator.

On REGISTER and on MT INVITEs, the I‑CSCF queries the HSS for user's subscription specific data, e.g. the actual location or authentication parameters. This also has to be accomplished by the S‑CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. The I‑CSCF and the S‑CSCF may send the query to an SLF Proxy that can proxy the query to the HSS supporting the user. The HSS processes the query and  includes the HSS name as part of the response. 
The SLF Proxy is accessed via the Dxp interface, via the Dhp interface, or via the Hp interface. The Dxp interface is the standard interface between the CSCF and the SLF Proxy, the Dhp interface is the standard interface between the AS and the SLF Proxy, and the Hp interface is the standard interface between the HSS and the SLF proxy.
Subclause 5.8.2a presents the session flows on REGISTER and subclause 5.8.3a on INVITE messages.
Subclause 5.8.2.4a presents the message flow on the Dhp interface.

5.8.2
SLF on register


[image: image2]
Figure 5.20: SLF on register (1st case)

1.
I‑CSCF receives a REGISTER request and now has to query for the location of the user's subscription data.

2.
The I‑CSCF sends a DX_SLF_QUERY to the SLF and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF looks up its database for the queried user identity.

4.
The SLF answers with the HSS name in which the user's subscription data can be found.

5.
The I‑CSCF can proceed by querying the appropriate HSS.



[image: image4]
Figure 5.20a: SLF on register (2nd case)

1.
I‑CSCF sends a REGISTER request to the S‑CSCF. This now has to query for the location of the user's subscription data.

2.
The S‑CSCF sends a DX_SLF_QUERY to the SLF and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF looks up its database for the queried user identity.

4.
The SLF answers with the HSS name in which the user's subscription data can be found.
5.
The S‑CSCF can proceed by querying the appropriate HSS.

5.8.2a 
SLF Proxy on register
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Figure 5.xx: SLF Proxy on register (1st case)

1.
I‑CSCF receives a REGISTER request and now has to query for the location of the user's subscription data.

2.
The I‑CSCF sends the CX_QUERY to the SLF Proxy which includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF Proxy proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF Proxy.

6.
The SLF Proxy sends the CX_RESPONSE back to the I-CSCF

[image: image6.emf]I-CSCF

S-CSCF

SLFProxy

HSS

1. REGISTER

2. CX_QUERY

3. SLFProxy

database lookup

4. CX_QUERY

5. CX_RESPONSE

6. CX_RESPONSE

Home Network


Figure 5.xx: SLF Proxy on register (2nd case)

1.
I‑CSCF sends a REGISTER request to the S‑CSCF. This now has to query for the location of the user's subscription data.

2.
The S‑CSCF sends the CX_QUERY to the SLF Proxy and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF Proxy proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF Proxy.

6.
The SLF Proxy sends the CX_RESPONSE back to the S-CSCF
5.8.3
SLF on UE invite


[image: image8.wmf] 

 

 

I

 

-

 

CSCF

 

 

 

Home Network

 

 

 

1. INVITE

 

 

 

x

 

-

 

CSCF

 

 

 

SLF

 

 

 

2. DX_SLF_QUERY

 

 

 

4. DX_SLF_RESP

 

 

 

3. SLF database

 

 

 

lookup

 

 

 

HSS

 

 

 


Figure 5.21: SLF on UE invite

1.
I‑CSCF receives an INVITE request and now has to query for the location of the user´s subscription data.

2.
The I‑CSCF sends a DX_SLF_QUERY to the SLF and includes as parameter the user identity which is stated in the INVITE request. If the user identity is an E.164 number in the SIP URI with user=phone parameter format the I‑CSCF shall first translate it into the Tel: URI format per IETF RFC 3966 [15] prior to sending to the SLF the DX_SLF_QUERY.
3.
The SLF looks up its database for the queried user identity.

4.
The SLF answers with the HSS name in which the user's subscription data can be found.
5.
The I‑CSCF can proceed by querying the appropriate HSS.

To prevent an SLF service failure e.g. in the event of a server outage, the SLF could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF concept and is outside the scope of this document.
5.8.3a
 SLF Proxy on UE invite
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Figure 5.xx: SLF Proxy on UE invite

1.
I‑CSCF receives an INVITE request and now has to query for the location of the user´s subscription data.

2.
The I‑CSCF sends the CX_QUERY to the SLF Proxy and includes as parameter the user identity which is stated in the INVITE request. If the user identity is an E.164 number in the SIP URI with user=phone parameter format the I‑CSCF shall first translate it into the Tel: URI format per IETF RFC 3966 [15] prior to sending to the SLF Proxy the CX_QUERY.
3.
The SLF Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF Proxy proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF Proxy

6.
The SLF Proxy sends the CX_RESPONSE back to the I-CSCF
To prevent an SLF Proxy service failure e.g. in the event of a server outage, the SLF Proxy could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF Proxy concept and is outside the scope of this document.

5.8.4
SLF on AS access to HSS

The flow shown below is where the AS queries the SLF to identify the HSS to access.
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Figure 5.21a: SLF on AS access to HSS

1.
An AS sends a DH_SLF_QUERY to the SLF and includes as a parameter the Public User Identity.

2.
The SLF looks up its database for the queried Public User Identity.

3.
The SLF answers with the HSS name in which the user's subscription data can be found.

4.
The AS sends the Sh message towards the correct HSS.
5.8.4a 
SLF Proxy on AS access to HSS

The flow shown below is where the AS uses the SLF Proxy to proxy requests to the HSS.
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Figure 5.xx: SLF Proxy on AS access to HSS

1.
An AS sends the SH_QUERY to the SLF Proxy and includes as a parameter the Public User Identity.

2.
The SLF Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
3.
The SLF Proxy proxies the SH_QUERY to the identified HSS.

4.
The HSS sends the SH_RESPONSE back to the SLF Proxy.

5.
The SLF Proxy sends the SH_RESPONSE back to the I-CSCF
*** Change 6 ***
5.12.1
Mobile Terminating call procedures to unregistered Public User Identity that has services related to unregistered state
In Figure 5.43 below the Public User Identity is unregistered for IMS and the Public User Identity has services related to unregistered state. In this case, the HSS responds back to I‑CSCF with an indication that I‑CSCF should select S‑CSCF for this MT call to the unregistered Public User Identity of the user or provide the I‑CSCF with the previously allocated S‑CSCF name. Before S‑CSCF selection, I‑CSCF shall query HSS for the information related to the required S‑CSCF capabilities. I‑CSCF selects a S‑CSCF to invoke service logic and I‑CSCF routes the call further to the selected destination. If the S‑CSCF does not have the relevant information from the user profile then the S‑CSCF shall download the relevant information from HSS before it invokes service logic and any further actions in the call attempt. The service implemented by this information flow could be e.g. "Call Forward Unconditional."
This is shown by the information flow in Figure 5.43:
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Figure 5.43: Mobile Terminating call procedures to unregistered IMS Public User Identity that has services related to unregistered state

1.
I‑CSCF receives an INVITE message.

2.
I‑CSCF queries the HSS for current location information. When multiple and separately addressable HSSs have been deployed by the network operator, then the S‑CSCF needs to query the SLF to resolve the HSS or the SLF Proxy to proxy the request to the HSS.
3.
HSS either responds with the required S‑CSCF capabilities which I‑CSCF should use as an input to select a S‑CSCF for the unregistered Public User Identity of the user or provides the I‑CSCF with the previously allocated S‑CSCF name for that user.

4.
If the I‑CSCF has not been provided with the location of the S‑CSCF, the I‑CSCF selects an S‑CSCF for the unregistered Public User Identity of the user.

5.
I‑CSCF forwards the INVITE request to the S‑CSCF.

6.
The S‑CSCF sends Cx-Put/Cx-Pull (Public User Identity, S‑CSCF name) to the HSS. When multiple and separately addressable HSSs have been deployed by the network operator, then the S‑CSCF needs to query the SLF to resolve the HSS or the SLF Proxy to proxy the request to the HSS. The HSS stores the S‑CSCF name for unregistered Public User Identities of that user. This will result in all terminating traffic for unregistered Public User Identities of that user being routed to this particular S‑CSCF until the registration period expires or the user attaches the Public User Identity to the network. Note: Optionally the S‑CSCF can omit the Cx-Put/Cx-Pull request if it has the relevant information from the user profile.

7.
The HSS shall stores the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The S‑CSCF shall store it for that indicated Public User Identity.

8.
S‑CSCF invokes whatever service logic is appropriate for this call attempt.

9.
S‑CSCF performs whatever further actions are appropriate for this call attempt (in the case where the S‑CSCF decides to redirect the session towards CS domain, the Mobile Termination Procedure MT#3 (section 5.7.2a) applies).

The S‑CSCF may deregister the Public User Identity at any time (e.g. according to operator network engineering requirements) by issuing a Cx-Put2 (Public User Identity, clear S‑CSCF name) clearing the S‑CSCF name stored in the HSS. If S‑CSCF name stored by the HSS does not match the name of the S‑CSCF that originated the Cx-Put2 then the HSS will acknowledge the clearing request but take no further action.
*** Change 7 ***
5.15
Mobile Terminating session procedure for unknown user
5.15.0
General

This section describes information flows Mobile Terminating procedure for an unknown user. The unknown user cases include those where session requests are made towards public user identities that are incorrect, un-issued or have been cancelled/deleted. The determination of unknown user is carried out in the HSS and/or the SLF/SLF Proxy (for networks that require SLF/SLF Proxy functionality). The information flows of figures 5.45 and 5.46 illustrate how SIP messages can be used to inform the requesting party that the requested user is not known within the network.

In the case where the destination public user identity is an E.164 number in the SIP URI with user=phone parameter format, the I‑CSCF shall first translate it into the Tel: URI format per IETF RFC 3966 [15] prior to sending to the HSS a Cx_LocQuery (or to the SLF a DX_SLF_QUERY or to the SLF Proxy a Cx_LocQuery). If a failure occurs under these circumstances, the Mobile Terminating user is not an IMS user of this network. In this case, the I‑CSCF may invoke the portion of transit functionality that translates the E.164 address contained in the Request‑URI of the Tel: URI format to a routable SIP URI, or BGCF for further routing as described in clause 5.19.

5.15.1
Unknown user determined in the HSS.

In Figure 5.45 the unknown status of the requested party is determined in the HSS. The I‑CSCF requests information on the user to be reached and the HSS responds back to the I‑CSCF with an indication that the user is unknown. The I‑CSCF uses the indication that the user is unknown returned from the HSS to formulate the correct SIP message back towards the originating party to inform them that the user is unknown. The case where the SLF determines unknown status is in section 5.15.2 and the case where the SLF Proxy determines unknown status is in section 5.15.2a. The flows of figure 5.45 could include SLF/SLF Proxy determination of the HSS, however these are not shown for clarity.
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Figure 5.45: HSS determination of unknown user
1)
I‑CSCF receives an INVITE.

2)
I‑CSCF queries the HSS for current location information.

3)
HSS responds with an indication that the user is unknown

4)
The I‑CSCF responds to the origin of the request that the user is unknown.

5.15.2
Unknown user determined in the SLF

In Figure 5.46 the unknown status of the requested party is determined in the SLF. The I‑CSCF requests information on the user to be reached and the SLF responds back to the I‑CSCF with an indication that the user is unknown. The I‑CSCF uses the indication that the user is unknown returned from the SLF to formulate the correct SIP message back towards the originating party to inform them that the user is unknown.
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Figure 5.46: SLF determination of unknown user
1)
The ICSCF receives an INVITE request and now has to query for the location of the user's subscription data.

2)
The I‑CSCF sends a DX_SLF_QUERY to the SLF and includes as parameter the user identity which is stated in the INVITE request.

3)
The SLF looks up its database for the queried user identity.

4)
The SLF answers with an indication that the user is unknown.

5)
The I‑CSCF responds to the origin of the request that the user is unknown.

5.15.2a
Unknown user determined in the SLF Proxy
In Figure 5.46a the unknown status of the requested party is determined in the SLF Proxy. The I‑CSCF sends the request to the SLF Proxy and the SLF Proxy responds back to the I‑CSCF with an indication that the user is unknown. The I‑CSCF uses the indication that the user is unknown returned from the SLF to formulate the correct SIP message back towards the originating party to inform them that the user is unknown.


[image: image16]
Figure 5.46a: SLF determination of unknown user
1)
The I-CSCF receives an INVITE request.
2)
The I‑CSCF sends a Cx-LocQuery to the SLF Proxy and includes as parameter the user identity which is stated in the INVITE request.

3)
The SLF Proxy looks up its database for the HSS supporting the user identity.

4)
The SLF Proxy answers with an indication that the user is unknown.

5)
The I‑CSCF responds to the origin of the request that the user is unknown.

*** End Of Changes ***
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