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Abstract of the contribution:

In the last SA2 meeting, it was agreed that 
4
Overall requirements

This document should consider in priority (but not being limited to) the following aspects:

-
providing a consistent service experience to the user when service-level interworking takes place;

-
providing requirements for suitable security mechanisms for interworked messages, for instance stop certain message from being interworked;

-
providing the service-level interworking authorisation;

-
avoiding overlap with OMA;

-
providing the appropriate mechanisms to apply charging principles for interworking;

-
considering the interaction with existing functionality specified in TS 23.040 [6].

NOTE: 
For ensuring the integrity of the response messages from the IM UE, it is strongly recommended that in networks where the IP-SM-GW is deployed, no intermediate nodes modify or terminate the message between the IP-SM-GW and the terminating IM UE. If intermediate nodes are deployed, they can send response messages that do not reflect the final response from the IM UE. Final responses from the IM UE are necessary to ensure correct charging and delivery reports on the SMS side. 

The above requirement assumes that IP-SM-GW is the final intermediate node delivering the message to the IMS user, or if there is any intermediate node after IP-SM-GW, it will act transparently to the message when e.g. the terminating user is offline. However, this assumption may not be true, especially when the IP-SM-GW is in the originating domain and the message is to be transmitted to another domain.
Assume the following flow where an incoming IM to the IM server in domain A is forwarded to another IM server in domain B. If the terminating IMS user is offline, a general behaviour of IM server in domain B is sending 202 ACCEPTED back to IM server in Domain A.
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However according to the new requirement, in case of SMS-IM interworking if the IM Server in domain B receives IM which is forwarded from an IP-SM-GW in domain A, then the IM Server shall not send back 202 ACCEPTED. See the following flow where these messages are shown by dashed lines.
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Therefore, the new requirement forces IM Server having 2 different behaviors depending whether it is communicating to an IP-SM-GW or another IM Server. Since, this change of behavior may not be possible and, there should be a solution to get an accurate delivery acknowledgement when SMS-IM interworking.
Solution 
Subscribe/Notify is one way to implement this functionality to deliver accurate delivery acknowledgement. The IP-SM-GW subscribes to the IM server/storage when receiving 202 ACCEPTED. When the IP-SM-GW receives 202 ACCEPTED from the server, it subscribes to the IM server/storage with an appropriate event package. When the destined user registers to IMS, the user gets the message and sends 200OK back to the IM server/storage. The server/storage notifies the IP-SM-GW as specified by SIP SUBSCRIBE/NOTIFY procedure. The IP-SM-GW then sends a Delivery report back to the SMS user. The steps can be summarized in the following flow.
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1- SC sends the GMSC

2- The message gets routed to IP-SM-GW

3- Domain selection to find out where the terminating user is.

4- Message is transferred to IM Server/Storage

5- Terminating user is offline and the message is stored. 202 ACCEPTED sends back to IP-SM-GW.

6-9 IP-SM-GW subscribes to IM Server/Storage as defined in RFC 3265. 

10- Terminating IMS user register.

11- IM Server/Storage delivers the message to the terminating user.

12- IMS user acknowledges

13- IM Server/Storage notifies the IP-SM-GW.

14- IP-SM-GW acknowledges

15- 16 Delivery Acknowledgement.
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