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Abstract of the contribution: The contribution discusses the ISR requirements and the structure it has given to TAU procedure in TS23.401 and proposes a solution to still get the required ISR functionality but simplifies the TAU procedure in the TS23.401. 
Introduction

At the SA2#61 meeting the TAU procedure in chapter 5.3.3.2 were updated as ISR was introduced. The name of the procedure was also changed from “5.3.3.2.1 UTRAN Iu mode to E-UTRAN Tracking Area Update” to “5.3.3.2 E-UTRAN Tracking Area Update”.).At the SA2#62 meeting a number of requirements has been included in Annex J e.g. an Update Type IE has been included which with a number of values, requirement that the CN nodes (MME and SGSN) shall store the CP addresses of each other, etc. Chapter “5.3.3.2 E-UTRAN Tracking Area Update” was changed to “5.3.3.2 E-UTRAN Tracking Area Update without Serving GW change”. Only three of the six TAU/RAU procedures have so far been adapted to ISR functionality. Below is discussed a solution to simplify the handling of the ISR requirements and functionality in the TAU / RAU procedures with the target to reduce the TAU procedures to two instead of the six of today.

Discussion

In a TAU procedure with ISR activated the UE can be registered both in an SGSN (UTRAN or GERAN) and in a MME (E-UTRAN) at the same time which is shown in “5.3.3.2 E-UTRAN Tracking Area Update without Serving GW Change” i.e. both SGSN and MME has to be included as “old” nodes in all TAU procedures. This means that separating the cases E-UTRAN to E-UTRAN, UTRAN to E-UTRAN and GERAN to E-UTRAN results in almost the same procedures. Same is valid for the RAU procedures covering the cases E-UTRAN to GERAN and E-UTRAN to UTRAN. Having two Tracking Area Update procedures, one with and one without Serving GW change, is based on the requirement that ISR shall be deactivated at change of Serving GW. Shall this principle with splitting the TAU procedures into two procedures due to this ISR requirement also the remaining two RAU procedures have to be split into two by two RAU procedures. 
The decision if the Serving GW shall be changed is done by MME first after MME has received context from old node giving information about which Serving GW is in use and before Bearer Update shall be signalled with the old or new Serving GW i.e. it is not known prior to the start of the procedure if Serving GW is going to be changed or not. Best understanding if ISR shall be deactivated or not and what shall happen if ISR is deactivated due to Serving GW change would be to have one procedure also specifying this case.

At the SA2#61 meeting it was also agreed to introduce the procedure “5.3.3.4 UTRAN Iu mode to E-UTRAN Tracking Area Update with ISR, URA_PCH handling”.  The “UTRAN Iu mode to E-UTRAN Tracking Area Update with ISR, URA_PCH handling” procedure shall handle cases:

1 UTRAN (URA_PCH) to E-UTRAN going to a previously registered TA / MME (ISR active)

2 UTRAN (URA_PCH) to E-UTRAN going to a new TA / MME not previously registered (ISR active)

In case 1 the Serving GW has previously been aware of both the SGSN and MME serving the UE but when the UE goes active in UTRAN, the user plane is set-up to the RNC either via S12 if direct tunnel or via SGSN if no direct tunnel. When UE moves to E-UTRAN and goes idle (via the TAU procedure) the Serving GW must be informed that the UE has gone idle and the Serving GW has to start buffering DL PDUs and initiate paging via MME and SGSN. In case 2 the Serving GW has no knowledge about the new MME which means that the MME needs to signal to the Serving GW to set-up the new context in the Serving GW. But also to perform Update Location, Cancel Location and Insert Subscriber Data sequence, same as in “none URA_PCH” case. Main difference between this procedure and the other TAU/RAU procedures is the missing signalling between MME and Serving GW which for correct functionality is needed i.e. this procedure is going to look the same as the other TAU procedure. 
Proposal

Based on above discussion it is proposed to reduce the six TAU and RAU procedures in TS23.401rev 8.0.0 to only 2 procedures one for TAU and one for RAU (see proposed text changes below):

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change 
(Chapter removed, included in 5.3.3.2)
5.3.3.2
E-UTRAN Tracking Area Update without Serving GW change 
(kept but updated to be Tracking Area Update procedure)
5.3.3.3
E-UTRAN to UTRAN Iu Mode Routeing Area Update 
(updated to Routeing Area Update procedure”)
5.3.3.4
UTRAN Iu mode to E-UTRAN Tracking Area Update with ISR, URA_PCH handling 
(no specific procedure is needed for the URA_PCH case, chapter removed, covered in 5.3.3.2)
5.3.3.5
GERAN A/Gb mode to E-UTRAN Tracking Area Update 
(Chapter removed, included in 5.3.3.2)
5.3.3.6 E-UTRAN to GERAN Routeing Area Update 
(Chapter removed, included in 5.3.3.3)
Only having two procedures instead of six would greatly reduce the maintenance work for the specification and also remove the risk for inconsistency between procedures.

The below text proposal is based on TS23.401 rev 8.0.0 and there exists texts related to EPS bearer / PDP context and to P-TMSI / S-TMSI / GUTI  which, in our view needs to be adjusted and clarified, to get the procedures correct but NO changes is done for these texts in this document. The text changes included in the text proposal is only done to show the possibility to reduce the number of procedures from six to two.
If the above principles to reduce the number of procedures from six to two can be agreed, Ericsson undertakes to write the needed CR to TS23.401.

<<<<<<<<<<< Start of text changes <<<<<<<<<<<<<<<<<<
5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change





























Void
5.3.3.2
Tracking Area Update

The Tracking Area Update procedure takes place when a UE that is registered with an MME and/or a SGSN selects an E-UTRAN cell. The procedure is initiated by the UE, if the UE changes thereby to a Tracking Area that the UE has not yet registered with the network or if the P-TMSI update status is "not updated" due to bearer configuration modifications performed between UE and SGSN when ISR is activated. This procedure is initiated by an UE in ECM-IDLE, PMM-IDLE or STANDBY. The cell selection is described in TS 25.304 [12] and TS 25.331 [33].

This TA update case is illustrated in Figure 5.3.3.2-1.
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Figure 5.3.3.2-1: Tracking Area Update


NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 12/14 and 25/26 concern GTP based S5/S8.

1.
The UE selects an E-UTRAN cell of a Tracking Area which is not in the UE's list of TAI's that the UE registered with the network or an ISR active UE which has performed any update in 2G/3G and moves into an already registered Tracking Area.

2.
 The UE initiates a TAU procedure by sending a Tracking Area Update Request (UE Network Capability, active flag, old RAI, old P-TMSI, EPS bearer status, Update Type, GUTI, P-TMSI signature) message to the eNodeB. Selected Network indicates the network that is selected. Active flag is a request by the UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure. Old TAI and old S-TMSI are included if the UE holds a valid S-TMSI. Old RAI and old P-TMSI are included if the UE holds a valid P-TMSI. The EPS bearer status indicates each EPS bearer that is active within the UE. Update Type is set to "ISR sync" when the UE has performed 2G/3G PDP context setup/modification/release procedures and there was no signalling with the MME yet. The UE's ISR capability is included in the UE Network Capability element.
3.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area Identity is a globally unique E-UTRAN ID for the eNodeB the UE is connected to. If that GUMMEI is not associated with the eNodeB, or the GUMMEI is not available, the eNodeB selects the MME as described in clause 4.3.8.3 on "MME Selection Function". The eNodeB forwards the TAU Request message together with the E-UTRAN Area Identity and with the Selected Network to the MME.
Editor's note:
It has yet to be determined whether message 2 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

Editor's Note:
It is FFS whether and how an S-TMSI is derived from the P-TMSI. It is also FFS whether this facilitates the collocated MME/SGSN or whether additional information is used for this.

4.
If the UE provided an S-TMSI and no P-TMSI, or S-TMSI (latest access) and P-TMSI, or S-TMSI and Update Type is “ISR Sync”, the new MME sends a Context Request (old TAI, old S-TMSI, MME Address,) message to the old MME to retrieve the user information. The MME derives the old MME from the old TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

Editor's note:
It is FFS how the old MME validates the TAU Request.

5.
The old MME responds with one Context Response (Context) message. PDP contexts, PDN GW Address, and Serving GW Address are part of the Context. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The MME shall ignore the UE Network Capability contained in the Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Update Request. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

The new MME maps the PDP contexts to the EPS bearers 1-to-1 and maps the pre-Rel-8 QoS parameter values of a PDP context to the EPS QoS parameter values of an EPS bearer as defined in Annex E. The MME establishes the EPS bearer(s) in the indicated order. The MME deactivates the EPS bearers which cannot be established.
6.
If the UE provided a P-TMSI and no S-TMSI, or P-TMSI (latest access) and S-TMSI, or P-TMSI and the Update Type is "ISR synch" the new MME sends an Context Request (old RAI, old P-TMSI, MME Address, ISR) message to the old SGSN to retrieve the user information. The new MME derives the old SGSN from the old RAI and old P-TMSI. P-TMSI Signature is used by the SGSN for integrity check. If the new MME indicates that it has authenticated the UE or if the old SGSN authenticates the UE, the old SGSN starts a timer. ISR is included in the request to indicate that ISR shall be activated if supported.
Editor's Note:
It is FFS how the old MME validates the Context Request.

7.
The old SGSN responds with a Context Response (SGSN context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s), ISR) message. PDN GW Address and Serving GW Address are part of the Context. If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause. ISR indicates that the old SGSN is capable to establish ISR for the UE.

8.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed.

9.
The MME sends a Context Acknowledge message to the oldMME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the MME before completing the ongoing TAU procedure.


If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
10.
The MME sends an Context Acknowledge (ISR) message to the old SGSN. Unless ISR is indicated by the MME the old SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the SGSN updates the GWs and the HSS if the UE initiates a RAU procedure back to the SGSN before completing the ongoing TAU procedure. ISR indicates to the old SGSN that it shall maintain the UE's contexts and the SGSN stops the timer started in step 6.


If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received.
11.
If the UE indicated update type "ISR synch" the new MME adopts the bearer contexts received from the SGSN as the UE's EPS bearer contexts to be maintained by the new MME. The new MME verifies EPS bearer status received from UE with the EPS bearer contexts it maintains and releases any network resources related to EPS bearers that are not active in the UE. The MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function". If the Serving GW is relocated the ISR function shall be deactivated. 

If the MME selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts.

If the old Serving GW continues to serve the UE, the new MME sends an Update Bearer Request (new MME address and TEID, QoS Negotiated, Serving network identity, ISR) message to the Serving GW. The PDN GW address is indicated in the bearer contexts. The information element ISR indicates whether ISR is established.
Editor's note: it is FFS how to handle the case when the UE has no PDP contexts.

12.
If the MME selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

If the old Serving GW continues to serve the UE, the old Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

13.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then Tthe PDN GW may shall send RAT type information to the PCRF.

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
14.
The PDN GW updates its context field to allow DL PDUs to be routed to the correct Serving GW. PDN GW returns an Update Bearer Response (PDN GW address and TEID, etc.) to the Serving GW.

15.
If the MME selected a new Serving GW in step 11), the new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The new Serving GW returns a Create Bearer Response message to the new MME.

If the old Serving GW continues to serve the UE in step 11), the Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB. The Serving GW returns an Update Bearer Response (Serving GW address and TEID, PDN GW Address and TEID, ISR, etc) message to the MME. The information element ISR indicates that the serving GW have established ISR support or not. If ISR is established the S-GW shall store both the SGSN and MME addresses. If ISR is not established the S-GW shall remove the SGSN address and only store the new MME address.
Editor's note:
It is FFS whether the same SGW address and TEIDs are used for S4 and S1 or whether separate parameters are needed.

16.
The new MME informs the HSS of the change of MME by sending an Update Location (MME Id, IMSI, ISR) message to the HSS. The information element indicates to HSS if ISR is activated or not.
Editor's note:
It is FFS whether this signalling is also needed if there is no MME change, e.g. when ISR is activated or deactivated.
17.
If an old MME is registered in the HSS, the HSS sends a Cancel Location (IMSI, Cancellation type) message to the old MME with a Cancellation Type set to Update Procedure.
18.
If the timer started in step 4 has is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old MME acknowledges with a Cancel Location Ack (IMSI) message.
19
If ISR is not active and a SGSN is registered in the HSS, the HSS sends a Cancel Location (IMSI, Cancelleation Type) message to SGSN with a Cancellation Type set to Update Procedure
20.
If the UE is Iu Connected, the old SGSN sends an Iu Release Command message to the RNC.
21.
The RNC responds with an Iu Release Complete message.

22

If the timer started in step 6 is not running and ISR was not indicated by the MME, the old SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old SGSN for the case the UE initiates another RAU procedure before completing the ongoing TAU procedure to the new MME.
23
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, MME Area Restricted) message to the HSS. If all checks are successful, the MME constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
24.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI, ISR) message to the new MME after the cancelling of the old MME context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE. The information element ISR indicates that the HSS have established ISR support or not.
25.
When the SGSN removes the MM context in step 19), the SGSN deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

26.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
27.
When the MME removes the context in step 17), the MME deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.
28
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages
29.
The MME validate the UE's presence in the new TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause sent in the TAU Reject message to the UE.


If validation is successful the MME responds to the UE with a Tracking Area Update Accept (GUTI, TAI-list, EPS bearer status, ISR) message. Restriction list shall be sent to eNodeB as eNodeB handles the roaming restrictions and access restrictions in the Intra E-UTRAN case. If the "active flag" is set in the TAU Request message the user plane setup procedure is activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establish the bearers(s). The EPS bearer status indicates the active bearers in the network. The UE removes any internal resources related to bearers not marked active in the received EPS bearer status. ISR indicates to the UE that its P-TMSI and RAI remain registered with the network and remain valid in the UE. If ISR is not indicated the UE sets in its internal data the update status of the P-TMSI to "not updated".
30.
The UE acknowledges the message by returning a Tracking Area Update Complete message to the MME.

5.3.3.3
 Routeing Area Update

The Routeing Area Update procedure takes place when a UE that is registered with an SGSN and/or a MME selects a UTRAN or GERAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network or if the S-TMSI update status is "not updated" due to bearer configuration modifications performed between UE and MME when ISR is activated. This procedure is initiated by an ECM-IDLE, PMM-IDLE or STANDBY state UE. The RA update case is illustrated in Figure 5.3.3.3-1.
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Figure 5.3.3.3-1: Routeing Area Update

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 11/13 and 23/24 and 25/26 concerns GTP based S5/S8.

1.
The UE selects a UTRAN or GERAN cell. This cell is in a Routeing Area that is not yet registered with the network or an ISR active UE which has performed any update in E-UTRAN and moves into an already registered Routing Area.

2.
Routeing Area Update Request

a.
The UE sends a Routeing Area Update Request (old P-TMSI, old RAI, UE Network Capability,follow-on request, EPS bearer status, Update Type,  GUTI, P-TMSI Signature ) message to the SGSN. In the information element old RAI the UE indicates the GUMMEI the UE registered with the network. In the information element old P-TMSI the UE indicates the M-TMSI that is allocated to the UE. (This is FFS pending conclusion on the mapping of MMEC to the P-TMSI field and mapping of part of the M-TMSI to the P-TMSI signature field). . Old TAI and old S-TMSI are included if the UE holds a valid S-TMSI. Old RAI and old P-TMSI are included if the UE holds a valid P-TMSI. The EPS bearer status indicates each EPS bearer that is active within the UE. The EPS bearer status indicates each EPS bearer that is active within the UE. Update Type is set to "ISR sync" when the UE has performed 2G/3G PDP context setup/modification/release procedures and there was no signalling with the MME yet. The UE's ISR capability is included in the UE Network Capability element. If the UE has a follow-on request, i.e. if there is pending uplink traffic (signalling or data),the SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure.
Editor's note:
It is FFS whether, for O+M purposes, the Release 8 RAU Request should be extended to carry the last visited TAI.
b.
If in UTRAN cell the RNC shall add the Routeing Area Identity before forwarding the message to the SGSN. This RA identity corresponds to the RAI in the MM system information sent by the RNC to the UE. If in GERAN cell the BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new SGSN.
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.
3.
If UE provide a P-TMSI and no S-TMSI, or P-TMSI (latest access) and S-TMSI, or P-TMSI and Update Type set to “ISR sync”, the new SGSN sends a Context Request (old RAI, old P-TMSI, SGSN Address, P-TMSI Signature) message to the old SGSNto retrive the user information. The SGSN derives the old SGSN from the old RAI and old P-TMSI. If the new SGSN indicates that it has authenticated the UR or if old SGSN authenticates the UE, the old SGSN starts a timer.

4.
 The old SGSN responds with one Context Response (Context) message. PDP contexts, PDN GW Address, and Serving GW Address are part of the Context. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The SGSN shall ignore the UE Network Capability contained in the Context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Update Request. If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause.

The new SGSN maps the PDP contexts to the EPS bearers 1-to-1 and maps the pre-Rel-8 QoS parameter values of a PDP context to the EPS QoS parameter values of an EPS bearer as defined in Annex E. The SGSN establishes the EPS bearer(s) in the indicated order. The SGSN deactivates the EPS bearers which cannot be established.
5.
If the UE provided a S-TMSI and no P-TMSI, or S-TMSI (latest access) and P-TMSI, or S-TMSI with Update Type set to “ISR Synch”, the new SGSN uses the GUMMEI to derive the MME address, and sends a Context Request (GUTI, New SGSN Address) message to the MME to get the context for the UE. If the new SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

6.
The old MME responds with one Context Response ( IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s), ISR, etc.) message. PDP contexts, PDN GW address, and Serving GW address are part of the MME Context. The old MME maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a PDP context as defined in Annex E. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.  The ISR indicates that the MME is capable to establish ISR for the UE.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The new SGSN shall ignore the UE Network Capability contained in the context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Update Request. If UE is not known in the old MME, the old MME responds with a appropriate error cause.

The new SGSN establishes the PDP context(s) in the indicated order. The SGSN deactivates the PDP contexts which cannot be established.
7.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed.

8
The SGSN sends a Context Acknowledge message to the old SGSN. The old SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the SGSN updates the GWs and the HSS if the UE initiates a RAU procedure back to the SGSN before completing the ongoing RAU procedure.


If the security functions do not authenticate the UE correctly, then the RAU shall be rejected, and the SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received..

9
The new SGSN sends an Context Acknowledge (ISR) message to the old MME. Unless ISR is indicated by the SGSN the old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. ISR indicates to the MME that it shall maintain the UE's contexts and the MME stops the timer started in step 6.

If the security functions do not authenticate the UE correctly, then the RAU shall be rejected, and the SGSN shall send a reject indication to the MME. The MME shall continue as if the Identification and Context Request was never received.
10.
If the UE indicated update type "ISR synch" the new SGSN adopts the bearer contexts received from the MME as the UE's EPS bearer contexts to be maintained by the new SGSN. The new SGSN verifies EPS bearer status received from UE with the EPS bearer contexts it maintains and releases any network resources related to EPS bearers that are not active in the UE.The SGSN determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The SGSN may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function". If the Serving GW is relocated the ISR function shall be deactivated.

If the SGSN selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, SGSN Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts..


If the old Serving GW continues to serve the UE, the SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type, ISR) message to the Serving GW. The PDN GW address is indicated in the bearer contexts. The information element ISR indicates whether ISR is established or not.
11.
If the SGSN selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

If the old Serving GW continues to serve the old Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

12.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF.

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
13.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

14.
If the SGSN selected a new Serving GW in step 10), the new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from RNC. The new Serving GW returns an Create Bearer Response message to the SGSN.


If the old Serving GW continues to serve the UE in step 10), the Serving GW updates its context fields and returns an Update Bearer Response (Serving GW address and TEID, PDN GW address and TEID, ISR, etc) message to the SGSN. The information element ISR indicates that the Serving GW have established ISR support or not. . If ISR is established the S-GW shall store both the SGSN and MME addresses. If ISR is not established the S-GW shall remove the MME address and only store the new SGSN address.
15.
The new SGSN informs the HSS of the change of  SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI, ISR) message to the HSS. The information element ISR indicates to HSS indicates if ISR is activated or not.

Editor's note:
It is FFS whether this signalling is also needed if there is no change, e.g. when ISR is activated or deactivated.
16.
If ISR is not activated and a MME is registered in the HSS, the HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old MME with the Cancellation Type set to Update Procedure.

16bIf the timer started in step 3, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with a Cancel Location Ack (IMSI) message.
17
If an old SGSN is registered in the HSS, the HSS sends a Cancel Location (IMSI, Cancellation type) message to the old SGSN with a Cancellation Type set to Update Procedure.

18.
If the UE is Iu Connected, the old SGSN sends an Iu Release Command message to the RNC.
19.
The RNC responds with an Iu Release Complete message.

20.
If the timer started in step 5 has expired, the old SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old SGSN for the case the UE initiates another RAU procedure before completing the ongoing RAU procedure to the new SGSN. The old SGSN acknowledges with a Cancel Location Ack (IMSI) message.
21
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HSS. If all checks are successful, the SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
22.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, ISR) to the new SGSN. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause. The information element ISR indicates that the HSS have established ISR support or not.
23.
When the old MME removes the MM context in step 16), the old MME deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

24.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
25.
When the old SGSN removes the MM context in step 17), the old SGSN deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.
26
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages
27.
The new SGSN validate the UE's presence in the new RA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the RA, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause sent in the RAU reject message to the UE.


If validation is successful the new SGSN responds to the UE with a Routeing Area Update Accept (P-TMSI, P-TMSI signature, ISR) message to the UE. P-TMSI is included if the SGSN allocates a new P-TMSI. ISR indicates to the UE that its GUTI and TA-list remain registered with the network and remain valid in the UE. If ISR is not indicated the UE sets in its internal data the update status of the P-TMSI to "not updated".
28.
If P-TMSI was included in the Routeing Area Update Accept message, the UE acknowledges the new P-TMSI by returning a Routeing Area Update Complete message to the SGSN.

29.
If the UE has uplink data or signalling pending it shall send a Service Request (P-TMSI, CKSN, Service Type) message to the SGSN. If a P-TMSI was allocated in step 18, that P-TMSI is the one included in this message. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling.

30.
If the UE has sent the Service Request, the new 3G SGSN requests the RNC to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP SNDs, GTP SNUs, PDCP SNUs) message to the RNC. If Direct Tunnel is established the SGSN provides to the RNC the Serving GW's Address for User Plane and TEID for uplink data.

31.
If the SGSN established Direct Tunnel in step 21) it shall send Update PDP Context Request to the Serving GW and include the RNC's Address for User Plane and downlink TEID for data. The Serving GW updates the Address for User Plane and TEID for downlink data and return an Update PDP Context Response.

5.3.3.4
UTRAN Iu mode to E-UTRAN Tracking Area Update with ISR, URA_PCH handling
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5.3.3.5
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5.3.3.6
E-UTRAN to GERAN Routeing Area Update
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