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Changes are proposed to clarify context transfer information needed for inter eNodeB handover with CN node relocation for PMIP-based S5/S8. This paper is basically a resubmission of S2-074309.
Introduction

Figure 1 summarises the high-level differences between GTP- and PMIP-based handovers with CN node relocation.
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Figure 1: Context transfer information for HO with CN node relocation (non-roaming case): a) GTP-based S5/S8; b) PMIP-based S5/S8
In the GTP case, the UE context transferred across S10 includes the following parameters:
· Bearer level QoS information (a.k.a. EPS Bearer QoS Profile);
· UL S5/S8 TEID- GTP tunnel endpoint identifier assigned by the PDN GW for uplink traffic on S5/S8.
In the PMIP case, the UE context transferred across S10 need not contain the uplink S5/S8 TEIDs, but should include the following parameters, in addition to the EPS Bearer QoS Profile:

· DL TFT – set of downlink packet filters allowing the Serving GW to perform bearer binding;
· UL TFT – set of uplink packet filters allowing the Serving GW to perform bearer binding verification.

Other differences of S10 context transfer parameters are not considered in this paper.
In order to be able to re-use the same call flow for SGW relocation regardless of the S5/S8 protocol, the DL TFT and UL TFT parameters need to be stored inside the MME, although they are strictly speaking not needed for the MME operation.
The UL TFT are already signalled to the MME in the current version of 23.401, however they are transparently conveyed to the UE and need not be stored at the MME in case of GTP-based S5/S8. In contrast, the DL TFT are currently not signalled to the MME.

Proposal
It is proposed to agree that at least the following additional information needs to be signalled across S10 in case of Core Network node relocation with PMIP-based S5/S8:
· UL TFT,

· DL TFT.
It is proposed to capture these additional parameters in the MME Information Storage section in TS 23.402, as proposed below.

It is noted that some call flows in TS 23.401 will be impacted in that the procedural text for messaging taking place across S11 will need to be modified to include the DL TFT (e.g. Dedicated Bearer Activation procedure in 23.401).

In this contribution we make a text proposal for TS 23.401 clause 5.4.1 (Dedicated Bearer Activation) and clause 5.5.2 (Inter eNodeB Handover with CN node relocation) describing where exactly in the call flow the additional information is needed. If this way forward is agreeable, the authors of this paper would be happy to provide the corresponding changes for all other impacted procedures in TS 23.401.
The changes are also available in CR format in S2-08xxxx (for 23.401) and S2-080578 (for 23.402).

*** Start of 1st change in TS 23.402 ***

13.2
MME

Information storage for the MME common to both PMIP-based and GTP-based S5/S8 interface, as well as specific to GTP-based S5/S8 interface, is described in TS 23.401 [4].

The following table contains additional data for PMIP-based S5/S8 interface.


Table 13.2-1: MME MM and EPS bearer Contexts (Additional PMIP-S5/S8 specific parameters)
	Field
	Description
	Status 



	For each EPS Bearer within the PDN Connectivity:

	DL TFT
	Downlink Traffic Flow Template
	

	UL TFT
	Uplink Traffic Flow Template
	


*** End of 1st change in TS 23.402 ***

*** Start of 2nd change in TS 23.402 ***

5.7.1
Intra-LTE TAU and Inter-eNodeB Handover with CN Node Relocation with PMIP-based S5 and S8

This section contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with MME and Serving GW Relocation procedure defined in 23.401 section 5.3.3.1 as well as Inter-eNodeB Handover with CN Node Relocation described in 23.401 section 5.5.1.

In case of a Serving Gateway relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control Session with the PCRF in step B.
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Figure 5.7.1-1: TAU with MME and Serving GW Relocation, PMIP-based S5/S8 variant

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Target Serving GW send the PCRF a Gateway Control and QoS Policy Rules Request in order to obtain policy rules. Otherwise, the Target Serving GW shall use preconfigured rules.

A.2)
The PCRF sends an Gateway Control and QoS Policy Rules Reply message to the Serving GW including QoS policy rules for the Serving GW.

NOTE:
The Target Serving GW preserves the Bearer Binding that has already been established by the Source Serving GW. The bearer binding information is transferred before Step A as follows: across S10 in Forward Relocation Request and across S11 in Create Bearer Request.

A.3)
The new Serving GW performs a PMIPv6 Proxy Binding Update in order to re-establish the user plane as a result of the Serving GW relocation.

A.4)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack message to the Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Serving GW.

Steps between A.4 and B.1 are described in TS 23.401, Section 5.3.3.1 and Section 5.5.1.

B.1)

The old Serving GW sends a Gateway Control Session Termination(MN-NAI) to the PCRF to indicate that all bearer for the UE have been released at the S-GW. In any case, the Serving GW ceases to perform Bearer Binding and associated policy controlled functions.

B.2)

The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the control session between the PCRF and the Serving GW.

*** End of 2nd change in TS 23.402 ***

*** Start of 1st change in TS 23.401 ***
5.4.1
Dedicated bearer activation

The dedicated bearer activation procedure for a GTP based S5/S8 is depicted in figure 5.4.1-1.
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Figure 5.4.1-1: Dedicated Bearer Activation Procedure

NOTE 1:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and PMIP-based S5/S8. For an PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 1, 2, 9 and 10 concern GTP based S5/S8.
1.
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.7.2. The PDN GW sends a Create Dedicated Bearer Request message (PTI, Bearer QoS, UL TFT, S5/S8 TEID, LBI) to the Serving GW, the Linked EPS Bearer Identity (LBI) is the EPS Bearer Identity of the default bearer. The Procedure Transaction Id (PTI) parameter is only used when the procedure was initiated by a UE Requested Bearer Resource Allocation Procedure - see clause 5.4.5.
3.
The Serving GW sends the Create Dedicated Bearer Request (PTI, Bearer QoS, UL TFT, S1-TEID, LBI, DL TFT (for PMIP-S5/S8)) message to the MME. If the UE is in ECM-IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4-7 may be combined into Network Triggered Service Request procedure or be performed standalone. It is FFS in case there is no paging response.

4.
The MME selects an EPS Bearer Identity, which has not yet been assigned to the UE. The MME then builds a Session Management Configuration IE including the PTI, UL TFT, the EPS Bearer Identity and the Linked EPS Bearer Identity (LBI). If the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Configuration. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB.

5.
The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Session Management Configuration, for use when accessing via GERAN or UTRAN. The UE NAS stores the EPS Bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked EPS Bearer Identity (LBI). The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

NOTE 2:
The details of the Radio Bearer QoS are specified by RAN WG2.
6.
The UE NAS layer builds a Session Management Response IE including the EPS Bearer Identity. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message.

7.
The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (EPS Bearer Identity, S1-TEID, Session Management Response) message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not.

8.
The MME acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S1-TEID) message.

9.
The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response (EPS Bearer Identity, S5/S8-TEID) message.

10.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.

NOTE 3:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

*** End of 1st change in TS 23.401 ***

*** Start of 2nd change in TS 23.401 ***
5.5.1.2
Inter eNodeB handover with MME relocation

The inter eNodeB handover with MME relocation procedure is used to relocate MME, or both the MME and the Serving GW. The procedure is initiated in the source eNodeB. The source MME selects the target MME. The MME should not be relocated during inter-eNodeB handover unless the UE leaves the MME Pool Area where the UE is served. If The target MME determines if the Serving GW needs to be relocated. If the Serving GW needs to be relocated the target MME selects the target Serving GW, as specified in clause 4.3.8.2 on Serving GW selection function.
The source eNodeB decides which of the EPS bearers are subject for forwarding of packets from the source eNodeB to the target eNodeB. The EPC does not change the decisions taken by the RAN node. Packet forwarding can take place either directly from the source eNodeB to the target eNodeB, or indirectly from the source eNodeB to the target eNodeB via the source and target Serving GWs (or if the Serving GW is not relocated, only the single Serving GW).

The availability of a direct forwarding path is determined in the source eNodeB and indicated to the source MME. If X2 connectivity is available between the source and target eNodeBs, a direct forwarding path is available.

If a direct forwarding path is not available, indirect forwarding may be used. The MMEs (source and target) use configuration data to determine whether indirect forwarding paths are to be established. Depending on configuration data, the source MME determines and indicates to the target MME whether indirect forwarding paths should be established. Based on this indication and on its configuration data, the target MME determines whether indirect forwarding paths are established.
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Figure 5.5.1.2-1: Inter-eNodeB Handover with CN Node re-location
NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 16 and 16a concern GTP based S5/S8.

NOTE 2:
If the Serving GW is not relocated, the box "Source Serving GW" in figure 5.5.1.2-1 is acting as the target Serving GW.

1.
The source eNodeB decides to initiate an inter-eNodeB handover with CN node relocation to the target eNodeB. This can be triggered e.g. by no X2 connectivity to the target eNodeB, or by an error indication from the target eNodeB after an unsuccessful X2-based handover, or by dynamic information learnt by the source eNodeB.

2.
The source eNodeB sends Handover Required to the source MME. The source eNodeB indicates which bearers are subject to data forwarding. This message contains an indication whether direct forwarding is available from the source eNodeB to the target eNodeB. This indication from source eNodeB can be based on e.g. the presence of X2.

3.
The source MME selects the target MME as described in clause 4.3.8.3 on "MME Selection Function" and sends a Forward Relocation Request (MME UE context that includes the PDN GW addresses and TEIDs at the PDN GW(s) for uplink traffic and Serving GW addresses and TEIDs for uplink traffic, DL TFT (for PMIP-S5/S8), UL TFT (for PMIP-S5/S8), EPS Bearer QoS Profile) message to the target MME. This message also includes an indication if direct forwarding is applied, or if indirect forwarding is going to be set up by the source side.

4.
The target MME verifies whether the source Serving GW can continue to serve the UE. If not, it selects a new Serving GW as described in clause 4.3.8.2 on "Serving GW Selection Function".


If the source Serving GW continues to serve the UE, no message is sent in this step. In this case, the target Serving GW is identical to the source Serving GW.


If a new Serving GW is selected, the target MME sends a Create Bearer Request (bearer context(s) with PDN GW addresses and TEIDs for uplink traffic) message to the target Serving GW. The target Serving GW allocates the S-GW addresses and TEIDs for the uplink traffic on S1_U reference point (one TEID per bearer). The target Serving GW sends a Create Bearer Response (Serving GW addresses and uplink TEID(s) for user plane) message back to the target MME.

5.
The Target MME sends Handover Request (Serving GW addresses and uplink TEID(s) for user plane) message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, and the security context. The target eNodeB sends a Handover Request Acknowledge message to the target MME. This includes the addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer). It is FFS if the TEIDs used for forwarding are different from the TEIDs used for downlink packets.
Editor's note:
TEID used for forwarding and TEID used for downlink packets is FFS in RAN

6.
If indirect forwarding is used, the target MME sets up forwarding parameters in the target Serving GW.

7.
The target MME sends a Forward Relocation Response message to the source MME. In case of indirect forwarding is used this message includes Serving GW Address and TEIDs for indirect forwarding (source or target).

8.
If indirect forwarding is used, the source MME updates the source Serving GW about the tunnels used for indirect forwarding. In case the Serving GW is relocated it includes the tunnel identifier to the target serving GW.

9.
The source MME sends a Handover Command (target addresses and TEID(s) for data forwarding) message to the source eNodeB.

10.
The Handover Command is sent to the UE.

11.
The source eNodeB should start forwarding of downlink data from the source eNodeB towards the target eNodeB for bearers subject to data forwarding. This may be either direct (step 11a) or indirect forwarding (step 11b).

12.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB. Downlink packets forwarded from the source eNodeB can be sent to the UE. Also, uplink packets can be sent from the UE, which are forwarded to the target Serving GW and on to the PDN GW.

13.
The target eNodeB sends a Handover Notify message to the target MME.

14.
The target MME sends a Forward Relocation Complete to the source MME. The source MME in response sends a Forward Relocation Complete Acknowledge to the target MME. A timer in source MME is started to supervise when resources in Source eNodeB and Source Serving GW shall be released.
15.
The target MME sends an Update Bearer Request (eNodeB addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U) message to the target Serving GW.

16.
If the Serving GW is relocated, the target Serving GW assigns addresses and TEIDs (one per bearer) for downlink traffic from the PDN GW. It sends an Update Bearer Request (Serving GW addresses for user plane and TEID(s)) message to the PDN GW(s). The PDN GW starts sending downlink packets to the target GW using the newly received address and TEIDs. These downlink packets will use the new downlink path via the target Serving GW to the target eNodeB. An Update Bearer Response message is sent back to the target serving GW.


If the Serving GW is not relocated, no message is sent in this step and downlink packets from the Serving-GW are immediately sent on to the target eNodeB.


It is FFS if the target eNodeB needs to take any action to avoid sending DL PDUs received from the Serving-GW to the UE before data received from the old eNodeB have been sent to the UE.
17.
The target Serving GW sends an Update Bearer Response message to the target MME.

18.
The UE sends a Tracking Area Update Request message to the target MME informing it that the UE is located in a new tracking area.


The target MME knows that it is a Handover procedure that has been performed for this UE and can therefore exclude the context procedures between source MME and target MME which normally are used within the TA Update procedure.

19.
At this point the target MME may optionally invoke security function. The security function can be deferred and performed at any later time as well. Procedures are defined in the clause "Security Function".
20.The target MME informs the HSS of the change of CN node by sending Update Location (MME Address, IMSI) message to the HSS.

21.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the source MME with Cancellation Type set to Update Procedure. The source MME acknowledges with a Cancel Location Acknowledge (IMSI) message. This message allows the source MME to release the bearer(s) in the source eNodeB (step 22) and the Serving GW (step 23).

22.
After the timer started at step 14 expires the source MME sends a Release Resources message to the source eNodeB. The source eNodeB releases its resources related to the UE.

23.
The source MME removes the MM context and it deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the Source Serving GW. If the Serving GW is not relocated, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW. The Source Serving GW acknowledges with Delete Bearer Response (TEID) messages. If resources for indirect forwarding have been allocated then they are released.

24.
The HSS sends Insert Subscriber Data (IMSI, Subscription data) message to the target MME. The target MME validates the UE presence in the new TA. If all checks are successful for the UE the target MME returns an Insert Subscriber Data Acknowledge (IMSI) message to the HSS.

25.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the target MME.

26.
The target MME validates the UE presence in the new TA. If the UE is allowed to be attached in this TA, the target MME updates the MM context and sends a Tracking Area Update Accept (GUTI, TAI-List) message to the UE. The GUTI and TAI-list are allocated by the target MME.

27.
The UE confirms the re-allocation of the new GUTI by responding to the target MME with a Tracking Area Update Complete message.

*** End of 2nd change in TS 23.401 ***
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