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Abstract of the contribution: The document describes additional scenarios for UE-initiated MMSC
1. Discussion

In the current TR 23.893, for the scenario involving mobility of media components of a session between different terminals, there is the strong assumption that the terminals are all under the control of the same user. 

We believe additional scenarios need to be considered for MMSC.

2. Un-trusted Terminals

Terminals under the control of the same user represent a classic scenario. However, there are other scenarios that we believe should be supported by the MMSC specification. Specifically there could be scenarios where a first user using UE1 may decide to transfer a session to the UE2 of a second user, and therefore not under direct control of the first user. An example is the first watching a video on UE1, and entering the second user’s house and deciding to transfer the video session to one of the second user UEs, specifically UE2. In this case, UE2 can be considered an “untrusted” terminal, since the first user has no control on such terminal.
In such scenarios, however, it is conceivable that with solutions outside control of 3GPP there is a way to establish a trust relationship between UE1 and UE2 that would allow UE2 to safely accept incoming session transfers from UE1. Such means include e.g. the use of localized interfaces such as Bluetooth to discover and establish a trust relationship between the terminals.

In order to enable such scenarios without requiring 3GPP to look into the details of how such trust relationship should be established, the following modifications are proposed.
3. Proposal
It is proposed to adopt the following change in TR 23.893.
Start of first change

5.4
Mobility of media components of a session between different terminals under the control of the same user 
This scenario enables an IMS user to utilize the following capabilities:

1. 
transfer some or all media components of an ongoing multimedia session between different UEs; 

2.
retrieve some or all media components of an ongoing multimedia session from different UEs; 

3.
add new media components in an ongoing multimedia session to different UEs; and

4.
remove media components of an ongoing multimedia session from different UEs.
NOTE: The UEs referred to above are under the control of the same user. This includes the scenario where the UEs may belong to different users, and though means outside the scope of 3GPP specifications (e.g. local interfaces like Bluetooth), the UE in control of the MMSC session (i.e. transfer, retrieval, adding/removing media) has established a trust relation with the other UEs that allows the UE in control to transfer media components of a session and allows the other UEsto allow such transfer, even if the other UEs are not directly under control of the first UE. 
By means of the above capabilities the user is provided with session mobility services, i.e. with capabilities to transfer/add/retrieve media components between different devices.

In this TR the following cases of session mobility are considered.

Editor’s note: Additional cases can be considered if necessary. 
Editor’s note: It will be investigated whether the same subscription or different subscriptions should be used on different terminals.

End of first change
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