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Abstract of the contribution: This document discusses the mismatch scenarios for IPMS upon handover between accesses.
1. Introduction

Upon handover from 3gpp to non-3gpp accesses, an appropriate mobility protocol is selected to provide connectivity to the UE based on what UE indicates and the network / local policies. This paper discusses the mismatch scenarios i.e. UE provides an indication of support of a specific mobility protocol and the network is not able to provide it to the UE.  
2. Discussion

During the offline discussions on IPMS, there was a consensus that mismatch cases be included in the proposal for the text that specifies the IPMS on handover between accesses.  There are two scenarios for the mismatch cases as below 

1) When UE indicates support for DSMIPv6 only and the network selects PMIPv6 for connectivity  and ,

2) When UE indicates support for PMIPv6 only and the network selects DSMIPv6 for connectivity 

For scenario 2) above, the UE will not be able to get even the basic connectivity as it will be allocated a CoA upon handover which it would not be able to use.

In scenario 1) even though the network does not support DSMIPv6, then upon handover basic connectivity can still be provided to the UE using PMIP without IP address preservation. Since there is no explicit indication about the provided address (whether it is a CoA or a HoA), this may give rise to the problem of the UE considering the IP address assigned by the PMIP connection as the CoA (since it differs from the actual HoA) and use it to send a Binding Update to the PDN GW, thus creating a sub-optimal connection over the PMIP tunnel. 
The above statement is essentially true only in the case where the access network, due to some local policies or due to incapability of using DSMIPv6, selects PMIPv6 for connectivity, even if the home network supports DSMIPv6. 
If the home network does not support DSMIPv6 at all, even if the access network supports and allows DSMIPv6, then the UE will never be authorized to use DSMIPv6 by the home network in any cases. 

3. Conclusion

Three cases regarding use of DSMIPv6 needs to be considered, which are added to the proposal section of the IPMS behaviour on handoff 

1) If the UE supports DSMIPv6 only, and both home and access network supports DSMIPv6, DSMIPv6 will be used for providing connectivity 

2) If the UE supports DSMIPv6 only, and the home network does not support DSMIPv6, upon handoff PMIP will be used for connectivity and no IP address preservation is provided.

3) If the UE supports DSMIPv6 only and the home network supports DSMIPv6, but the access network does not allow DSMIPv6, PMIPv6 is used for connectivity and IP address preservation is not provided. The UE will then be able to provide IP session continuity by running a sub-optimal DSMIPv6 connection to the PDN GW over the PMIP tunnel, by using the IP address assigned by the PMIP establishment process as the care of address to send the BU. 
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