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******1st  Change******
4.5
Reference points

S1-MME:
Reference point for the control plane protocol between E-UTRAN and MME. This reference point is implemented on trusted and/or untrusted 3GPP access.
S1-U:
Reference point between E-UTRAN and Serving GW for the per bearer user plane tunnelling and inter eNodeB path switching during handover. This reference point is implemented on trusted and/or untrusted 3GPP access.
S3:
It enables user and bearer information exchange for inter 3GPP access network mobility in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

S4:

It provides related control and mobility support between GPRS Core and the 3GPP Anchor function of Serving GW and is based on Gn reference point as defined between SGSN and GGSN. In addition, if Direct Tunnel is not established, it provides the user plane tunnelling.

S5:
It provides user plane tunneling and tunnel management between Serving GW and PDN GW. It is used for Serving GW relocation due to UE mobility and if the Serving GW needs to connect to a non-collocated PDN GW for the required PDN connectivity.

S6a:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface) between MME and HSS.

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Function (PCEF) in the PDN GW. The interface is based on the Gx interface.

S8a:
Inter-PLMN reference point providing user and control plane between the Serving GW in the VPLMN and the PDN GW in the HPLMN. It is based on Gp reference point as defined between SGSN and GGSN. S8a is the inter PLMN variant of S5.

S9:
It provides transfer of (QoS) policy and charging control information between the Home PCRF and the Visited PCRF in order to support local breakout function.

S10:
Reference point between MMEs for MME relocation and MME to MME information transfer.

S11:
Reference point between MME and Serving GW.
S12:
Reference point between UTRAN and Serving GW for user plane tunneling when Direct Tunnel is established. It is based on the Iu-u/Gn-u reference point using the GTP-U protocol as defined between SGSN and UTRAN or respectively between SGSN and GGSN. Usage of S12 is an operator configuration option.

SGi:
It is the reference point between the PDN GW and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi for 3GPP accesses.
Rx+
The Rx reference point resides between the AF and the PCRF in the TS 23.203 [6].

Editor's note:
It is FFS if the Rx+ is significantly different from the Rel-7 Rx reference point to warrant defining it to be Rx+.

When data forwarding is used as part of mobility procedures different user plane routes may be used based on the network configuration (e.g. direct or indirect data forwarding). These routes can be between eNodeB and RNC, eNodeB and SGSN, RNC and S-GW or between S-GW and SGSN. Explicit reference points are not defined for these routes.

Protocol assumption:

-
The S1-U is based on GTP-U protocol;
-
The S3 is based on GTP protocol;
-
The S4 is based on GTP protocol;
-
The S5 is based on GTP protocol. PMIP variant of S5 is described in TS 23.402 [2];
-
The S8a is based on GTP protocol. PMIP variant of S8a (S8b) is described in TS 23.402 [2].
NOTE:
Redundancy support on reference points S5 and S8a should be taken into account.
******2nd  Change******
5.1
Control and user planes

NOTE:


-
Refer to TS 23.402 [2] for the corresponding protocol stack for PMIP based S5/S8.

-
Refer to TS 23.203 [6] for the corresponding protocol stack for Policy Control and Charging (PCC) function related reference points.

5.1.1
Control Plane

5.1.1.1
General

The control plane consists of protocols for control and support of the user plane functions:

-
controlling the E-UTRA network access connections, such as attaching to and detaching from E-UTRAN;

-
controlling the attributes of an established network access connection, such as activation of an IP address;

-
controlling the routeing path of an established network connection in order to support user mobility; and

-
controlling the assignment of network resources to meet changing user demands.

The following control planes are used in E-UTRAN mode.

5.1.1.2
eNodeB - MME
[image: image1.emf] 
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Legend:

-
S1 Application Protocol (S1-AP): Application Layer Protocol between the eNodeB and the MME.
-
SCTP for the control plane (SCTP): This protocol guarantees delivery of signalling messages between MME and eNodeB (S1). SCTP is defined in RFC 2960 [35].
Figure 5.1.1.2-1: Control Plane for S1-MME Interface over trusted 3GPP Access
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Figure 5.1.1.2-2: Control Plane for S1-MME Interface over untrusted 3GPP Access
5.1.1.3
UE - MME
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Legend:

-
NAS: The NAS protocol supports mobility management functionality and user plane bearer activation, modification and deactivation. It is also responsible of ciphering and integrity protection of NAS signalling.
-
LTE-Uu: The radio protocol of E-UTRAN between the UE and the eNodeB is specified in TS 36.300 [5].

Figure 5.1.1.3-1: Control Plane UE – MME over trusted 3GPP Access

[image: image4]
Figure 5.1.1.3-2: Control Plane UE – MME over untrusted 3GPP Access
5.1.1.4
SGSN - MME
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Legend:

-
GPRS Tunnelling Protocol for the control plane (GTP‑C): This protocol tunnels signalling messages between SGSN and MME (S3).
-
User Datagram Protocol (UDP): This protocol transfers signalling messages. UDP is defined in RFC 768 [26].
Figure 5.1.1.4-1: Control Plane for S3 Interface
5.1.1.5
SGSN - S-GW
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Legend:

-
GPRS Tunnelling Protocol for the control plane (GTP‑C): This protocol tunnels signalling messages between SGSN and S-GW (S4).
-
User Datagram Protocol (UDP): This protocol transfers signalling messages. UDP is defined in RFC 768 [26].
Figure 5.1.1.5-1: Control Plane for S4 interface
5.1.1.6
S-GW - P-GW
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UDP  

L2  

L1  

IP  

L2  

L1  

IP  

UDP  

S5 or S8a  

S -  GW  

P - GW  

GTP - C   GTP - C  


Legend:

-
GPRS Tunnelling Protocol for the control plane (GTP‑C): This protocol tunnels signalling messages between S-GW and P-GW (S5 or S8a).

-
User Datagram Protocol (UDP): This protocol transfers signalling messages between S-GW and P-GW. UDP is defined in RFC 768 [26].
Figure 5.1.1.6-1: Control Plane for S5 and S8a interfaces
5.1.1.7
MME - MME
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Legend:

-
GPRS Tunnelling Protocol for the control plane (GTP‑C): This protocol tunnels signalling messages between MMEs (S10).
-
User Datagram Protocol (UDP): This protocol transfers signalling messages between MMEs. UDP is defined in RFC 768 [26].
Figure 5.1.1.7-1: Control Plane for S10 interface
5.1.1.8
MME - S-GW
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Legend:

-
GPRS Tunnelling Protocol for the control plane (GTP‑C): This protocol tunnels signalling messages between MME and S-GW (S11).
-
User Datagram Protocol (UDP): This protocol transfers signalling messages. UDP is defined in RFC 768 [26].
Figure 5.1.1.8-1: Control Plane for S11 interface
5.1.1.9
MME - HSS

Editor's note:
This section shall specify the protocol stack on the control plane of the S6a interface.

5.1.2
User Plane

5.1.2.1
UE - P-GW user plane with E-UTRAN
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between eNodeB and the S-GW as well as between the S-GW and the P-GW in the backbone network. GTP shall encapsulate all end user IP packets.
-
MME controls the user plane tunnel establishment and establishes User Plane Bearers between eNodeB and S-GW.

-
UDP/IP: These are the backbone network protocols used for routeing user data and control signalling.
-
LTE-Uu: The radio protocols of E-UTRAN between the UE and the eNodeB are specified in TS 36.300 [5].

Figure 5.1.2.1-1: User Plane

5.1.2.2
eNodeB - S-GW
[image: image11.emf] 
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between eNodeB and S-GW.
-
User Datagram Protocol (UDP): This protocol transfers user data. UDP is defined in RFC 768 [26].

Figure 5.1.2.2-1: User Plane for eNodeB – S-GW
5.1.2.3
UE - PDN GW user plane with 2G access via the S4 interface
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between SGSN and the S-GW as well as between the S-GW and the P-GW in the backbone network. GTP shall encapsulate all end user IP packets.
-
UDP/IP: These are the backbone network protocols used for routeing user data and control signalling.
-
Protocols on the Um and the Gb interfaces are described in TS 23.060 [7].

Figure 5.1.2.3-1: User Plane for A/Gb mode
5.1.2.4
UE - PDN GW user plane with 3G access via the S12 interface
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between UTRAN and the S-GW as well as between the S-GW and the P-GW in the backbone network. GTP shall encapsulate all end user IP packets.
-
UDP/IP: These are the backbone network protocols used for routeing user data and control signalling.
-
Protocols on the Uu interface are described in TS 23.060 [7].
-
SGSN controls the user plane tunnel establishment and establish a Direct Tunnel between UTRAN and S‑GW as shown in Figure 5.1.2.4-1.

Figure 5.1.2.4-1: User Plane for UTRAN mode and Direct Tunnel on S12

5.1.2.5
UE - PDN GW user plane with 3G access via the S4 interface
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NOTE:
Please refer to TS 23.402 [2] for the corresponding stack for PMIP based S5/S8.

Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between UTRAN and the SGSN, between SGSN and S-GW as well as between the S-GW and the P-GW in the backbone network. GTP shall encapsulate all end user IP packets.
-
UDP/IP: These are the backbone network protocols used for routeing user data and control signalling.
-
Protocols on the Uu and the Iu interfaces are described in TS 23.060 [7].
-
SGSN controls the user plane tunnel establishment and establishes a tunnel between SGSN and S-GW. If Direct Tunnel is established between UTRAN and S-GW, see Figure 5.1.2.4-1.
Figure 5.1.2.5-1: User Plane for Iu mode
******3rd   Change******
5.3
Authentication, security and location management

5.3.1
IP address allocation

5.3.1.1
General

A UE shall perform the address allocation procedures for at least one IP address (either IPv4 or IPv6) after the default bearer activation if no IPv4 address is allocated during the default bearer activation.
One of the following ways shall be used to allocate IP addresses for the UE:

a)
The HPLMN allocates the IP address to the UE when the default bearer is activated (dynamic or static HPLMN address);

b)
The VPLMN allocates the IP address to the UE when the default bearer is activated (dynamic VPLMN address); or

c)
The PDN operator or administrator allocates an (dynamic or static) IP address to the UE when the default bearer is activated (External PDN Address Allocation).

The IP address allocated for the UE's default bearer shall also be used for the UE's dedicated bearers towards the same PDN. The IP address allocation for the multiple PDN GW case is handled with the same set of mechanisms as Attach.
One EPS bearer supports dual-stack IP addressing, meaning that it is able to transport both native IPv4 and native IPv6 packets. Single address bearer types (IPv4, IPv6) are not specified in the EPS bearer model.

Editor's note:
During handovers involving a Rel-8 SGSN, EPS bearers are mapped one-to-one to PDP contexts. The EPS Bearer Identity will have the equivalent value as the NSAPI. A Rel-8 UE, which supports dual-stack addressing, shall be able to transfer both IPv4 and IPv6 payload on one PDP context whilst in the UTRAN/GERAN. It is FFS how interactions with pre-Rel-8 2G/3G systems are handled.
It is the HPLMN operator that shall define in the subscription whether a dynamic HPLMN or VPLMN address may be used.
All the IP address allocation mechanisms presented below as well as the IP address allocation being part of the NAS attach procedure is optional for the UE. The mechanism supported is UE product dependent.
The mechanism used to allocate IPv4 address(es) to a UE depends on the UE's and the network capabilities. Unlike 2G/3G systems, in EPS UE may also indicate to the network within the PDN Address Allocation information element how the UE wants to obtain the IPv4 address:

-
the UE may indicate that it prefers to obtain an IPv4 address as part of the default bearer activation procedure. In such a case, the UE relies on the EPS network to provide IPv4 address to the UE as part of the default bearer activation procedure.

-
the UE may indicate that it prefers to obtain the IPv4 address after the default bearer setup by executing IETF procedures. That is, the EPS network does not provide the IPv4 address for the UE as part of the default bearer activation procedures. The network may respond to the UE by leaving the relevant field empty or simply by setting it to 0.0.0.0. After the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and initiates the IPv4 address allocation on its own using DHCPv4. The UE sends DHCPv4 Discover message (see details in sub-clause 5.3.1.2.4).

NOTE:
For legacy terminals where the UE is not capable to send such an indication the EPS network selects the IPv4 address allocation method based on its policy.
EPS shall support the following mechanisms

a.
IPv4 address allocation via default bearer activation.

EPS shall also support the following mechanisms following the attach procedure:

a.
/64 IPv6 prefix allocation via IPv6 Stateless Address autoconfiguration according to RFC 4862 [18];

b.
IPv4 address allocation and IPv4 parameter configuration via DHCPv4 according to RFC 2131 [19] and RFC 4039 [25];

c.
IPv6 parameter configuration via Stateless DHCPv6 according to RFC 3736 [20].

If requested by the UE, the EPS may allocate a shorter than /64 IPv6 prefix delegation via DHCPv6 according to RFC 3633 [21].

The following clauses describe how the above listed IP address allocation mechanisms work when GTP based S5/S8 is used. The way of working of the IP address allocation mechanisms for PMIP based S5/S8 can be found in TS 23.402 [2].The procedures can be used both for PLMN (VPLMN/HPLMN) or external PDN based IP address allocation. Note it is transparent to the UE whether the PLMN or the external PDN allocates the IP address.

Editor's note:
The placement of DHCP relay and server entities is FFS.

Editor's note:
It is FFS if additional security measures need to be taken in the case of DHCPv4 and DHCPv6.

IPv6 Stateless Address autoconfiguration [18] is the basic mechanism to allocate /64 IPv6 prefix to the UE. Alternatively shorter than /64 IPv6 prefix delegation via DHCPv6, RFC 3633 [21] may be provided, if it is supported by the PDN-GW. When DHCPv6 prefix delegation is not supported the UE should use stateless address autoconfiguration RFC 4862 [18].

During the attach procedure and default bearer establishment, the PDN GW sends the IPv6 prefix and Interface Identifier to the SGW, and then the S-GW forwards the IPv6 prefix and Interface Identifier to the MME or to the SGSN. The MME or the SGSN forwards the IPv6 Interface Identifier to the UE.

Editor's note:
It is a stage 3 matter if the MME or the Rel-8 SGSN forwards the whole IPv6 address or only the Interface Identifier to the UE. Even if the UE receives the IPv6 prefix in the Attach Accept message, it shall ignore it.
5.3.1.2
IP address allocation mechanisms for GTP based S5/S8

5.3.1.2.1
IPv4 address allocation via default bearer activation

In this case the IP address is provided to the UE as part of the default bearer activation.

When the PLMN allocates the IP address then it is the PDN-GW responsibility to allocate and release the IP address, e.g. the PDN GW can use an internal address pool.

When the IP address is allocated from the external PDN, it is the PDN GW's responsibility to obtain and release the IP address. The PDN GW can use either DHCPv4 or RADIUS or Diameter to request the IP address for the UE from the external PDN. If DHCPv4 is used, the PDN GW functions as the DHCPv4 Client. If RADIUS is used, the PDN GW functions as the RADIUS Client. If Diameter is used, the PDN GW functions as the Diameter Client.

5.3.1.2.2
IPv6 prefix allocation via IPv6 stateless address autoconfiguration

When the PLMN allocates the IPv6 prefix then it is the PDN GW responsibility to allocate and release the IPv6 prefix, e.g. the PDN GW can use an internal address pool.
When the IPv6 prefix is allocated from the external PDN, it is the PDN GW responsibility to obtain and release the IPv6 prefix address. The PDN GW can use either DHCPv6 or RADIUS or Diameter to request the IPv6 prefix for the UE from the external PDN. If DHCPv6 is used, the PDN-GW functions as the DHCPv6 Client. If RADIUS is used, the PDN GW functions as the RADIUS Client. If Diameter is used, the PDN GW functions as the Diameter Client.

The procedure of the stateless IPv6 address autoconfiguration is the following: After the attach procedure and default bearer establishment, the UE may send a Router Solicitation message to the PDN GW to activate the sending of the Router Advertisement message. The PDN-GW sends a Router Advertisement message. The Router Advertisement messages shall contain the same prefix as the one provided during the attach procedure, if provided.

Editor's note:
It is FFS if the PDN GW needs to send the IPv6 prefix to the MME/SGSN via S-GWin the Create Default Bearer Response and to the UE in the Attach Accept message. This is used to inform the MME/SGSN of the IPv6 prefix allocated to the UE. The UE shall ignore the prefix included in the Attach Accept message.

Editor's note:
It is FFS if the PDN GW can include more than one prefix in a Router Advertisement.

After the UE has received the Router Advertisement message, it constructs its full IPv6 address via IPv6 Stateless Address autoconfiguration. The UE may change the interface identifier used to generate full IPv6 addresses, without involving the network.

Any prefix that the PDN GW advertises to the UE is unique. The PDN GW shall also record the relationship between UE identities and the allocated IPv6 prefix. Because any prefix that the PDN GW advertises to the UE is unique, there is no need for the UE to perform Duplicate Address Detection for any IPv6 address configured from the allocated IPv6 prefix. However, the PDN GW shall provide a Neighbor Advertisement when receiving Neighbor Solicitation messages. For example, it is possible for the UE to perform Neighbor Unreachability Detection towards the PDN GW, as defined in RFC 2461 [32].

5.3.1.2.3
IPv6 parameter configuration via stateless DHCPv6

The UE may use stateless DHCPv6 for additional parameter configuration. When PLMN based address allocation is used the PDN GW acts as DHCPv6 server. When external PDN allocation is used the PDN GW can act either as a DHCPv6 server or as a DHCPv6 relay agent.
5.3.1.2.4
IPv4 address allocation and IPv4 parameter configuration via DHCPv4

When the PLMN allocates the IPv4 address then the PDN GW responsibility is to allocate and release the IPv4 address (as it is in the previous case) and the PDN GW shall act as DHCPv4 server and shall create and send the DHCPv4 responses to the UE.

When external PDN allocation is used the PDN GW shall act as a DHCPv4 relay agent and forward the DHCP requests and responses between the UE and the DHCP server located in the external PDN.

5.3.1.2.5
IPv6 prefix delegation via DHCPv6

When the PLMN allocates the IPv6 prefix then the PDN GW responsibility is to allocate and release the IPv6 prefixes (as it is in the previous case) and the PDN GW shall act as DHCPv6 server and shall create and send the DHCPv6 responses to the UE.
When external PDN allocation is used the PDN GW shall act as a DHCPv6 relay agent and forward the DHCP requests and responses between the UE and the DHCP server located in the external PDN.
5.3.x       eNodeB authentication over untrusted access
When S1-MME & S1-U are realized over untrusted access e.g. home eNodeBs over FBI, eNodeBs shall be authenticated and a security association shall be setup before any NAS messages are exchanged between the UE and the EPC over S1-MME. 

Editors Note: Authentication and Security procedures are FFS.
5.3.2
Attach procedure

5.3.2.1
E-UTRAN Initial Attach

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing a default EPS bearer during Network Attachment. The PCC rules applied to the default EPS bearer may be predefined in the PDN GW and activated in the attachment by the PDN GW itself. The Attach procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE. During the attach procedure, the UE may request for an IP address allocation. Terminals utilising only IETF based mechanisms for IP address allocation are also supported.

During the [Power-on (FFS)] Initial Attach procedure the Mobile Equipment Identity is obtained from the UE. The MME operator may check the ME Identity with an EIR. At least in roaming situations, the MME should pass the ME Identity to the HSS, and, if a PDN-GW outside of the VPLMN, should pass the ME Identity to the PDN-GW.

The Attach procedure shall also be used when a UE is already Attached over GERAN/UTRAN, but has no PDP context established, and performs access change to E-UTRAN.
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Figure 5.3.2.1-1: Attach procedure

NOTE:
For a PMIP-based S5/S8, procedure steps (A), (B), and (C) are defined in TS 23.402 [2]. Steps 6, 9, 13, 14 and 15 concern GTP based S5/S8.

1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or old GUTI, last visited TAI (if available), UE Network Capability, PDN Address Allocation, Protocol Configuration Options, Attach Type) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid GUTI available. If the UE has a valid GUTI, it shall be included. If available, the last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent Attach Accept message. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation indicates whether the UE wants to perform the IP address allocation during the attach procedure and, when known, it indicates the UE IP version capability (IPv4, IPv4/IPv6, IPv6), which is the capability of the IP stack associated with the UE. Protocol Configuration Options (PCO) are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. Attach Type indicates "Handover" when the UE has already an activated PDN GW/HA due to mobility with non-3GPP accesses.
Editor's note:
It has yet to be determined whether message 1 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
Editor's note:
The eNodeB may need to read GUTI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note:
It's assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note:
It's FFS whether the other values of the PDN Address Allocation and related use should be considered.

2.
The eNodeB derives the MME from the GUTI and from the indicated Selected Network. If that MME is not associated with the eNodeB, the eNodeB selects an MME as described in clause 4.3.8.3 on "MME selection function". The eNodeB forwards the Attach Request message to the new MME contained in a S1-MME control message (Initial UE message) together with the Selected Network and an indication of the E-UTRAN Area identity, a globally unique E-UTRAN ID of the cell from where it received the message to the new MME.

3.
If the UE identifies itself with GUTI and the MME has changed since detach, the new MME sends an Identification Request (old GUTI) to the old MME to request the IMSI. If the S-TMSI and old TAI identifies an SGSN, the message shall be sent to the old SGSN. The old MME/SGSN responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME/SGSN, the old MME/SGSN responds with an appropriate error cause.

4.
If the UE is unknown in both the old MME/SGSN and new MME, the new MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5a.
If no UE context for the UE exists anywhere in the network, authentication is mandatory. Otherwise this step is optional. However, at least integrity checking shall be started and the ME Identity shall be retrieved from the UE at [Power-on (FFS)] Initial Attach. The authentication functions are defined in clause "Security Function". If performed, this step involves AKA authentication and establishment of a NAS level security association with the UE in order to protect further NAS protocol messages.

5b.
The MME may send the ME Identity Check Request (ME Identity, IMSI) to the EIR. The EIR shall respond with ME Identity Check Ack (Result). Dependent upon the Result, the MME decides whether to continue with this Attach procedure or to reject the UE.
6.
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message. If a PCRF is deployed, the PDN GW interacts with the PCRF to indicate that resources have been released
Editor's note:
The concept of bearer context needs to be defined.

7.
If the MME has changed since the last detach, or if it is a [Power-on (FFS)] Initial Attach , sends an Update Location (MME Identity, IMSI, ME Identity) to the HSS.

8.
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9.
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs return Delete Bearer Response (TEIDs) message to the new MME. If a PCRF is deployed, the PDN GW interacts with the PCRF to indicate that resources have been released.
10.
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The Subscription Data contains the list of all APNs that the UE is permitted to access, an indication about which of those APNs is the Default APN, and the 'EPS subscribed QoS profile' (see clause 4.7.3) for each permitted APN. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the new MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the new MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the new MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS. The Default APN shall be used for the remainder of this procedure.

11.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new MME. If the Update Location is rejected by the HSS, the new MME rejects the Attach Request from the UE with an appropriate cause.

12.
If the PDN subscription context contains no PDN GW address the new MME selects a PDN GW as described in clause PDN GW selection function. If the PDN subscription profile contains a PDN GW address and the Attach Type does not indicate "Handover" the MME may select a new PDN GW as described in clause PDN GW selection function, e.g. to allocate a PDN GW that allows for more efficient routing. The new MME selects a Serving GW as described in clause 4.3.8.2 on Serving GW selection function and allocates an EPS Bearer Identity for the Default Bearer associated with the UE. Then it sends a Create Default Bearer Request (IMSI, MME Context ID, APN, RAT type, Default Bearer QoS, PDN Address Allocation, AMBR, EPS Bearer Identity, Protocol Configuration Options, ME Identity, User Location Information) message to the selected Serving GW. The RAT type is provided in this message for the later PCC decision. The AMBR applied to the relevant PDN access is also provided in this message.

Editor's note:
It is FFS how static IP address allocation is managed.
Editor's note:
It is FFS whether the UE needs to initiate and how the UE can initiate a change of the PDN GW during the attach procedure.
13.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (IMSI, APN, Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Allocation, AMBR, EPS Bearer Identity, Protocol Configuration Options, ME Identity, User Location Information) message to the PDN GW. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

14.
If dynamic PCC is deployed, the PDN GW interacts with the PCRF to get the default PCC rules for the UE. This may lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer, which is described in Annex E.


The IMSI, UE IP address, User Location Information, RAT type, AMBR are provided to the PCRF by the PDN GW if received by the previous message. The User Location Information is used for location based charging.

NOTE:
While the PDN GW/PCEF may be configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is still required to provide e.g. the UE IP address information to the PCRF.

If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

Editor's note: 
It is FFS if the AMBR shall be sent to the PCRF, and if the PCRF is allowed to change the value of the AMBR.

Editor's note:
The parameters used for User Location Information are FFS.

Editor's note:
It is FFS which kind of information will be provided by the PCRF.

15.
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information, EPS Bearer Identity, Protocol Configuration Options) message to the Serving GW. PDN Address Information is included if the PDN GW allocated a PDN address Based on PDN Address Allocation received in the Create Default Bearer Request. PDN Address Information contains an IPv4 address for IPv4 and/or an IPv6 prefix and an Interface Identifier for IPv6. The PDN GW takes into account the UE IP version capability indicated in the PDN Address Allocation and the policies of operator when the PDN GW allocates the PDN Address Information. Whether the IP address is negotiated by the UE after completion of the Attach procedure, this is indicated in the Create Default Bearer Response. The IP address allocation details are described in the clause 5.3.1 "IP Address Allocation".
16.
The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID, EPS Bearer Identity, Protocol Configuration Options) message to the new MME. PDN Address Information is included if it was provided by the PDN GW.

17.
The new MME sends an Attach Accept (APN, GUTI, PDN Address Information, TAI List, EPS Bearer Identity, Session Management Configuration IE, Protocol Configuration Options) message to the eNodeB. GUTI is included if the new MME allocates a new GUTI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE, Handover Restriction List, the bearer level QoS parameters, EPS Bearer Identity and the AMBR associated with the PDN Address Information, and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address information, if assigned by the PDN GW, is included in this message. If the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS information to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority and Packet Flow Id and includes them in the Session Management Configuration. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. Handover Restriction List contains roaming and area restrictions; its usage is described in clause "Roaming and Area Restrictions".
18.
The eNodeB sends Radio Bearer Establishment Request including the EPS Radio Bearer Identity to the UE and the Attach Accept message  will be sent along to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id, which it received in the Session Management Configuration, for use when accessing via GERAN or UTRAN. The UE shall ignore the IPv6 prefix information in PDN Address Information. The APN is provided to the UE to notify it of the APN for which the activated default bearer is associated.

NOTE:
The IP address allocation details are described in the clause 5.3.1 "IP Address Allocation".
19.
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the Attach Complete Message (EPS Bearer Identity) will be included.

20.
The eNodeB forwards the Attach Complete (EPS Bearer Identity) message to the new MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point.


After the Attach Accept message and once the UE has obtained a PDN Address Information, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.

21.
The new MME sends an Update Bearer Request (eNodeB address, eNodeB TEID) message to the Serving GW.

22.
The Serving GW acknowledges by sending Update Bearer Response (EPS Bearer Identity) message to the new MME. The Serving GW can then send its buffered downlink packets.

23.
After the MME receives Update Bearer Response (EPS Bearer Identity) message, if an EPS bearer was established and the subscription data indicates that the user is allowed to perform handover to non-3GPP accesses, and if the MME selected a PDN GW that is different from the PDN GW address which was indicated by the HSS in the PDN subscription context, the MME shall send an Update Location Request including the APN and PDN GW address to the HSS for mobility with non-3GPP accesses.

24.
The HSS stores the APN and PDN GW address pair and sends an Update Location Response to the MME.

5.3.2.2
UTRAN/GERAN Initial Attach

When a UE attaches to UTRAN/GERAN, it executes the normal attach procedure as defined in TS 23.060 [7]. When the UE needs an IP address, it initiates PDP context activation procedure right after the attach procedure as defined in TS 23.060 [7].

Editor's note:
It is FFS how to handle the case when the UE changes to E-UTRAN access when it only has a PDP context over GERAN/UTRAN which maps to a GBR bearer over E-UTRAN.

5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3.1-1: Tracking Area Update procedure with MME and Serving GW change

NOTE:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 9 and 10 concern GTP based S5/S8.

1.
The UE detects a change to a new TA by discovering that its current TAI is not in the list of TAIs that the UE registered with the network.

2.
The UE initiates the TAU procedure by sending a TAU Request (old GUTI, last visited TAI, active flag, EPS bearer status) message together with an indication of the Selected Network to the eNodeB. The old GUTI shall be included. The last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent TAU Accept message. Selected Network indicates the network that is selected. Active flag is a request by UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure when the UE is in ECM-IDLE state. The EPS bearer status that indicates each EPS bearer that is active in the UE.
Editor's note:
It has yet to be determined whether message 2 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
3.
The eNodeB derives the MME from the GUTI and from the indicated Selected Network. If that MME is not associated with that eNodeB,the eNodeB selects an MME as described in clause 4.3.8.3 on "MME Selection Function".


The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
The new MME sends a Context Request (old GUTI) message to the old MME to retrieve user information. The new MME derives the old MME from the GUTI. If the new MME indicates that it has authenticated the UE or if the old MME correctly validates the UE, then the old MME starts a timer.

Editor's note:
It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5.
The old MME responds with a Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

6.
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If GUTI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8.
The MME constructs an MM context for the UE. The MME verifies the EPS bearer status received from the UE with the bearer contexts received from the old MME and releases any network resources related to EPS bearers that are not active in the UE. The new MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function". If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.
9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message.

11.
The Serving GW updates its bearer context. This allows the Serving GW to route bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) message to the HSS.

13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with the message Cancel Location Ack (IMSI).

15.
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, MME Area Restricted) message to the HSS. If all checks are successful, the MME constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
16.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new MME. If the Update Location is rejected by the HSS, the new MME rejects the Attach Request from the UE with an appropriate cause.
17.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

18.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

19.
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (GUTI, TAI list, EPS bearer status) message to the UE. GUTI is included if the MME allocates a new GUTI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s). The MME indicates the EPS bearer status IE to the UE. The UE removes any internal resources related to bearers that are not marked active in the received EPS bearer status.
20.
If GUTI was included in the TAU Accept, the UE acknowledges the received message by returning a TAU Complete message to the MME.

When the "Active flag" is not set in the TAU Request message and the Tracking Area Update was not initiated as the part of the handover, the new MME releases the signalling connection with UE, according to the clause 5.3.5.
5.3.3.2
E-UTRAN Tracking Area Update

The Tracking Area Update procedure takes place when a UE that is registered with an MME and/or a 3G-SGSN selects an E-UTRAN cell. The procedure is initiated by the UE, if the UE changes thereby to a Tracking Area that the UE has not yet registered with the network or if the P-TMSI update status is "not updated" due to bearer configuration modifications performed between UE and SGSN when ISR is activated. This procedure is initiated by an idle state UE. The cell selection is described in TS 25.304 [12] and TS 25.331 [33].

This TA update case is illustrated in Figure 5.3.3.2-1.
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Figure 5.3.3.2-1: Tracking Area Update

Editor's Note:
It appears that some steps are missing to complete the message flow e.g. what triggers Iu Release and whether the old MME needs to Delete Bearers to the old S-GW also.
NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8.

1.
The UE selects an E-UTRAN cell of a Tracking Area which is not in the UE's list of TAI's that the UE registered with the network.

2.
 The UE initiates a TAU procedure by sending a Tracking Area Update Request (UE Network Capability, active flag, old RAI, old P-TMSI, EPS bearer status, Update Type, GUTI (if available), P-TMSI signature) message to the eNodeB. Selected Network indicates the network that is selected. Active flag is a request by the UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure. Old TAI and old S-TMSI are included if the UE holds a valid S-TMSI. Old RAI and old P-TMSI are included if the UE holds a valid P-TMSI. The EPS bearer status indicates each EPS bearer that is active within the UE. Update Type is set to "ISR sync" when the UE has performed 2G/3G PDP context setup/modification/release procedures and there was no signalling with the MME yet. The UE's ISR capability is included in the UE Network Capability element.
3.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area Identity is a globally unique E-UTRAN ID for the eNodeB the UE is connected to. If that GUMMEI is not associated with the eNodeB, or the GUMMEI is not available, the eNodeB selects the MME as described in clause 4.3.8.3 on "MME Selection Function". The eNodeB forwards the TAU Request message together with the E-UTRAN Area Identity and with the Selected Network to the MME.
Editor's note:
It has yet to be determined whether message 2 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

Editor's Note:
It is FFS whether and how an S-TMSI is derived from the P-TMSI. It is also FFS whether this facilitates the collocated MME/SGSN or whether additional information is used for this.

4.
If the UE provided an S-TMSI, the new MME sends a Context Request (old TAI, old S-TMSI, MME Address, P-TMSI signature) message to the old MME to retrieve the user information. The MME derives the old MME from the old TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME authenticates the UE, the old SGSN starts a timer.

Editor's note:
It is FFS how the old MME validates the TAU Request.

5.
The old MME responds with one Context Response (Context) message. PDP contexts, PDN GW Address, and Serving GW Address are part of the Context. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The MME shall ignore the UE Network Capability contained in the Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Update Request. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

The new MME maps the PDP contexts to the EPS bearers 1-to-1 and maps the pre-Rel-8 QoS parameter values of a PDP context to the EPS QoS parameter values of an EPS bearer as defined in Annex E. The MME establishes the EPS bearer(s) in the indicated order. The MME deactivates the EPS bearers which cannot be established.
6.
If the UE provided a P-TMSI and the Update Type is "ISR synch" or if the UE provided a P-TMSI and the MME wants to activate ISR the new MME sends an SGSN Context Request (old RAI, old P-TMSI, MME Address) message to the old SGSN to retrieve the user information. The new MME derives the old SGSN from the old RAI and old P-TMSI. P-TMSI Signature is used by the SGSN for integrity check. If the new MME indicates that it has authenticated the UE or if the old SGSN authenticates the UE, the old SGSN starts a timer.

Editor's Note:
It is FFS how the old MME validates the Context Request.

7.
The old SGSN responds with an SGSN Context Response (SGSN context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s), ISR) message. PDN GW Address and Serving GW Address are part of the Context. If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause. ISR indicates that the old SGSN is capable to establish ISR for the UE.

8.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed.

9.
The MME sends a Context Acknowledge message to the oldMME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the MME before completing the ongoing TAU procedure.


If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
10.
The MME sends an SGSN Context Acknowledge (ISR) message to the old SGSN. Unless ISR is indicated by the MME the old SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the SGSN updates the GWs and the HSS if the UE initiates a RAU procedure back to the SGSN before completing the ongoing TAU procedure. ISR indicates to the old SGSN that it shall maintain the UE's contexts and the SGSN stops the timer started in step 6.


If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received.
11.
If the UE indicated update type "ISR synch" the new MME adopts the bearer contexts received from the SGSN as the UE's EPS bearer contexts to be maintained by the new MME. The new MME verifies EPS bearer status received from UE with the EPS bearer contexts it maintains and releases any network resources related to EPS bearers that are not active in the UE. The MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".

If the MME selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts.

If the old Serving GW continues to serve the UE, the new MME sends an Update Bearer Request (new MME address and TEID, QoS Negotiated, Serving network identity, ISR) message to the Serving GW. The PDN GW address is indicated in the bearer contexts. The information element ISR indicates whether ISR is established.
Editor's note: it is FFS how to handle the case when the UE has no PDP contexts.

12.
If the MME selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

If the old Serving GW continues to serve the UE, the old Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

13.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then Tthe PDN GW may shall send RAT type information to the PCRF.

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
14.
The PDN GW updates its context field to allow DL PDUs to be routed to the correct Serving GW. PDN GW returns an Update Bearer Response (PDN GW address and TEID, etc.) to the Serving GW.

15.
If the MME selected a new Serving GW in step 11), the new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The new Serving GW returns a Create Bearer Response message to the new MME.

If the old Serving GW continues to serve the UE in step 11), the Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB. The Serving GW returns an Update Bearer Response (Serving GW address and TEID, PDN GW Address and TEID, etc) message to the MME.
Editor's note:
It is FFS whether the same SGW address and TEIDs are used for S4 and S1 or whether separate parameters are needed.

16.
The new MME informs the HSS of the change of MME by sending an Update Location (MME Id, IMSI) message to the HSS.
Editor's note:
It is FFS whether this signalling is also needed if there is no MME change, e.g. when ISR is activated or deactivated.
17.
The HSS sends a Cancel Location (IMSI, Cancellation type) message to the old MME with a Cancellation Type set to Update Procedure.

18.
If the UE is Iu Connected, the old SGSN sends an Iu Release Command message to the RNC.
19.
The RNC responds with an Iu Release Complete message.

20.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old MME acknowledges with a Cancel Location Ack (IMSI) message.

If the timer started in step 6 is not running and ISR was not indicated by the MME, the old SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old SGSN for the case the UE initiates another RAU procedure before completing the ongoing TAU procedure to the new MME.
21
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, MME Area Restricted) message to the HSS. If all checks are successful, the MME constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
22.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the new MME after the cancelling of the old MME context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

23.
When the SGSN removes the MM context in step 20), the SGSN deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

24.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
25.
The MME validate the UE's presence in the new TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause sent in the TAU Reject message to the UE.


If validation is successful the MME responds to the UE with a Tracking Area Update Accept (GUTI, TAI-list, EPS bearer status, ISR) message. Restriction list shall be sent to eNodeB as eNodeB handles the roaming restrictions and access restrictions in the Intra E-UTRAN case. If the "active flag" is set in the TAU Request message the user plane setup procedure is activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establish the bearers(s). The EPS bearer status indicates the active bearers in the network. The UE removes any internal resources related to bearers not marked active in the received EPS bearer status. ISR indicates to the UE that its P-TMSI and RAI remain registered with the network and remain valid in the UE. If ISR is not indicated the UE sets in its internal data the update status of the P-TMSI to "not updated".
26.
The UE acknowledges the message by returning a Tracking Area Update Complete message to the MME.

5.3.3.3
E-UTRAN to UTRAN Iu Mode Routeing Area Update

The E-UTRAN to UTRAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a UTRAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an ECM-IDLE state UE. The RA update case is illustrated in Figure 5.3.3.3-1.
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Figure 5.3.3.3-1: E-UTRAN to UMTS RA Update

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8.

1.
The UE selects a UTRAN cell. This cell is in a Routeing Area that is not yet registered with the network.

2.
Routeing Area Update Request

a.
The UE sends a Routeing Area Update Request (old P-TMSI, old RAI, UE Network Capability) message to the SGSN. In the information element old RAI the UE indicates the GUMMEI the UE registered with the network. In the information element old P-TMSI the UE indicates the M-TMSI that is allocated to the UE. (This is FFS pending conclusion on the mapping of MMEC to the P-TMSI field and mapping of part of the M-TMSI to the P-TMSI signature field). If the UE has a follow-on request, i.e. if there is pending uplink traffic (signalling or data),the SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure.
Editor's note:
It is FFS whether, for O+M purposes, the Release 8 RAU Request should be extended to carry the last visited TAI.
b.
The RNC shall add the Routeing Area Identity before forwarding the message to the SGSN. This RA identity corresponds to the RAI in the MM system information sent by the RNC to the UE.
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.
3.
The new SGSN uses the GUMMEI to derive the MME address, and sends a Context Request (GUTI, New SGSN Address) message to the MME to get the context for the UE. If the new SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

4.
The old MME responds with one Context Response (MME Context) message. PDP contexts, PDN GW address, and Serving GW address are part of the MME Context. The old MME maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a PDP context as defined in Annex E. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.

NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The new SGSN shall ignore the UE Network Capability contained in the context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Update Request. If UE is not known in the old MME, the old MME responds with a appropriate error cause.

The new SGSN establishes the PDP context(s) in the indicated order. The SGSN deactivates the PDP contexts which cannot be established.
5.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed.

6.
The new SGSN sends an Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure.

7.
The SGSN determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The SGSN may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".

If the SGSN selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, SGSN Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts..


If the old Serving GW continues to serve the UE, the SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type) message to the Serving GW.

8.
If the SGSN selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

If the old Serving GW continues to serve the old Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

9.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF.

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
10.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

11.
If the SGSN selected a new Serving GW in step 7), the new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from RNC. The new Serving GW returns an Create Bearer Response (Serving GW address and TEID, PDN GW Address and TEID, etc) message to the SGSN.


If the old Serving GW continues to serve the UE in step 7), the Serving GW updates its context fields and returns an Update Bearer Response (Serving GW address and TEID, PDN GW address and TEID, etc) message.

12.
The new SGSN informs the HSS of the change of MME to SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

13.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old MME with the Cancellation Type set to Update Procedure.


If the timer started in step 3 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with a Cancel Location Ack (IMSI) message.
14
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HSS. If all checks are successful, the SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
15.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new SGSN. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause.
16.
When the old MME removes the MM context in step 13), the old MME deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

17.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
18.
The new SGSN validate the UE's presence in the new RA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the RA, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause sent in the RAU reject message to the UE.


If validation is successful the new SGSN responds to the UE with a Routeing Area Update Accept (P-TMSI, P-TMSI signature) message to the UE. P-TMSI is included if the SGSN allocates a new P-TMSI.

19.
If P-TMSI was included in the Routeing Area Update Accept message, the UE acknowledges the new P-TMSI by returning a Routeing Area Update Complete message to the SGSN.

20.
If the UE has uplink data or signalling pending it shall send a Service Request (P-TMSI, CKSN, Service Type) message to the SGSN. If a P-TMSI was allocated in step 18, that P-TMSI is the one included in this message. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling.

21.
If the UE has sent the Service Request, the new 3G SGSN requests the RNC to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP SNDs, GTP SNUs, PDCP SNUs) message to the RNC. If Direct Tunnel is established the SGSN provides to the RNC the Serving GW's Address for User Plane and TEID for uplink data.

22.
If the SGSN established Direct Tunnel in step 21) it shall send Update PDP Context Request to the Serving GW and include the RNC's Address for User Plane and downlink TEID for data. The Serving GW updates the Address for User Plane and TEID for downlink data and return an Update PDP Context Response.

5.3.3.4
UTRAN Iu mode to E-UTRAN Tracking Area Update with ISR, URA_PCH handling
[image: image19.emf] 

UE  

SGSN   MME   HSS  

2. T racking  A rea  U pdate  Request  

6 . Authentication  

5 . Context Response  

4. Context Request  

9 .  I u   Release  Command  

10 . I u  Releas e  Co m plete  

11 .  T racking  A rea  U pdate  Accept  

1 2 . T racking  A rea  U pdate  Comple t e  

RNC   eNodeB  

3. T racking  A rea  U pdate  Request  

1. URA_PCH UE  changes to E - UTRA    

7 . Context  Acknowledge  

 8. Update Location  

 8. Cancel Location  

8 . Update Location Ack  

 8. Cancel Location Ack  


Figure 5.3.3.4-1: Tracking Area Update UTRAN to E-UTRAN with URA_PCH handling when ISR is active

1.
ISR is active and the UE in URA_PCH state changes to E-UTRAN.

2.
The UE initiates the TAU procedure by sending a TAU Request (S-TMSI, old TAI, P-TMSI, old RAI, Update Type) message to the eNodeB. Update Type indicates "ISR sync".

3.
The eNodeB derives the MME from the S-TMSI and old TAI. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.8.3 on "MME Selection Function".The eNodeB forwards the TAU Request message to the MME together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message.

4. 
The MME sends a Context Request message to the SGSN. The SGSN is derived from the information provided by the UE (e.g. P-TMSI and old RAI).

5. 
The SGSN returns a Context Response (ISR) message to the MME. If the UE is not known in the SGSN, the SGSN responds with an appropriate error cause. ISR is indicated if the SGSN is able to provide ISR for the UE.

6.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed.

7.
The MME sends a Context Acknowledge (ISR) message to the SGSN. ISR is indicated if the MME performs ISR for the UE.

8.
If the MME detects that the SGSN does not support ISR it sends Update Location to the HSS with update type ISR. The HSS sends a Cancel Location to the SGSN.

Editor's note:
These steps are only needed if the Context Request/Response cannot delete the bearer resources in the pre-Rel-8 SGSN FFS

9.
The SGSN sends an Iu Release Command message to the RNC if there is an Iu connection for this UE.

Editor's note:
It is FFS how the old SGSN validates the TAU Request

10.
The RNC deletes the UE RAN context and returns an Iu Release Complete message to the SGSN.

11.
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S-TMSI, TAI list, ISR) message to the UE.

12.
If S-TMSI or TAI list are included in the TAU Accept, the UE acknowledges the messageby returning a TAU Complete message to the MME.

5.3.3.5
GERAN A/Gb mode to E-UTRAN Tracking Area Update

The GERAN to E-UTRAN Tracking Area Update procedure takes place when a UE registered with an SGSN selects an E-UTRAN cell. In this case, the UE changes to a Tracking Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE and may also be initiated if the UE is in Active state. This TA update case is illustrated in Figure 5.3.3.5-1.
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Figure 5.3.3.5-1: GERAN A/Gb mode to E-UTRAN Tracking Area Update

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8
1.
The UE selects an E-UTRAN cell of a Tracking Area that is not in the list of TAs that the UE registered with the network.

2a.
The UE sends a Tracking Area Update Request (old P-TMSI, old RAI, old P-TMSI signature, old GUTI (if available), Selected Network, UE Network Capability, active flag) message to the new MME. Active flag is a request by UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure. In the information element old P-TMSI, the UE indicates the P-TMSI that is allocated to the UE.

Editor's note:
FFS whether all or selected bearers shall be established as part of the TAU procedure when 'active flag' indicates that the UE wants to re-establish bearers.

Editor's note:
It has yet to be determined whether message 2 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
2b.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area identity globally unique E-UTRAN ID for the eNodeB the UE is connected to.The eNodeB derives the MME from the old GUMMEI (contained within the old GUTI) and the indicated Selected Network. If that GUMMEI is not associated with the eNodeB, or the GUMMEI is not available, the eNodeB selects the MME as described in clause 4.3.8.3 on "MME Selection Function".
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

3.
The new MME uses the old RAI and P-TMSI received from the UE to derive the old SGSN address, and sends a Context Request (old RAI, old P-TMSI, New MME Address) message to the old SGSN to get the contexts for the UE. The old SGSN validates the old P TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. If the received old P-TMSI Signature does not match the stored value, the old SGSN should initiate the security functions in the new MME. If the security functions authenticate the UE correctly, the new MME shall send a Context Request (old RAI, IMSI, UE Validated, New MME Address) message to the old SGSN. UE Validated indicates that the new MME has authenticated the UE. If the old P-TMSI Signature was valid or if the new MME indicates that it has authenticated the UE correctly. If the new MME indicates that it has authenticated the UE or if the old SGSN authenticates the UE, the old SGSN starts a timer.

Editor's note: it is FFS how the old SGSN validates the TAU Request.

4.
The old SGSN responds with one Context Response (SGSN Context) message. The PDP contexts, PDN GW Address and Serving GW Address are part of the SGSN Context. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.


The new MME shall ignore the UE Network Capability contained in SGSN Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Request. The SGSN Context includes also the Subscriber Data. If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause.

The new MME maps the PDP contexts to the EPS bearers 1-to-1 and maps the pre-Rel-8 QoS parameter values of a PDP context to the EPS QoS parameter values of an EPS bearer as defined in Annex E. The MME establishes the EPS bearer(s) in the indicated order. The MME deactivates the EPS bearers which cannot be established.
5.
Security functions may be executed. Procedures are defined in the clause "Security Function".

6.
The new MME sends a Context Acknowledge message to the old SGSN. The old SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old SGSN updates the GWs and the HSS if the UE initiates a TAU procedure back to the old SGSN before completing the ongoing TAU procedure.

If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received


Forwarding occurs if applicable.

Editor's note:
It is FFS if data forwarding needs to be avoided for this procedure.

7.
The MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".

If the MME selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts.

If the old Serving GW continues to serve the UE, the MME sends an Update Bearer Request (new MME Address and TEID, QoS Negotiated, serving network identity) message to the Serving GW. The MME shall send the serving network identity to the Serving GW.

Editor's note:
It is FFS how to handle the case when the UE has no PDP contexts.

8.
If the MME selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

If the old Serving GW continues to serve the UE, the old Serving GW informs the PDN GW(s) about the change of the RAT type. The Serving GW sends an Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) message to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

9.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF.

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
10.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

11.
If the MME selected a new Serving GW in step 7), the new Serving GW updates its context and returns an Create Bearer Response (Serving GW address and TEID, PDN GW address and TEID, etc.) message to the new MME.

If the old Serving GW continues to serve the UE in step 7), the Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB. The Serving GW returns an Update Bearer Response (Serving GW address and TEID, PDN GW Address and TEID, etc) message to the MME.
12.
The new MME informs the HSS of the change of SGSN by sending an Update Location (MME Address, IMSI) message to the HSS.

13.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old SGSN with a Cancellation Type set to Update Procedure. The old SGSN removes the contexts.


If the timer started in step 3 is not running, the old SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old SGSN for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old SGSN acknowledges with a Cancel Location Ack (IMSI) message.

14
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, MME Area Restricted) message to the HSS. If all checks are successful, the MME constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
15.
The HSS acknowledges the Update Location by sending an Update Location Ack  message to the new MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

16.
When the SGSN removes the MM context in step 13), the MME deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

17.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
18.
The new MME validate the UE's presence in the new TA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the TA, or if subscription checking fails, the new MME rejects the tracking area update with an appropriate cause sent in the TAU Reject message to the UE.


If all checks are successful, the new MME responds to the UE with a Tracking Area Update Accept (GUTI, TAI-list) message. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The messages sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s).

19.
If the GUTI was included in the TAU Accept message The UE acknowledges the message by returning a Tracking Area Update Complete message to the MME.

5.3.3.6
E-UTRAN to GERAN Routeing Area Update

The E-UTRAN to GERAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a GERAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network.. This procedure is initiated by an ECM-IDLE state UE and may also be initiated if the UE is in ECM-CONNECTED state. This RA update case is illustrated in Figure 5.3.3.6-1.
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Figure 5.3.3.6-1: E-UTRAN to GERAN A/Gb mode Routeing Area Update

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8
1.
The UE selects a GERAN cell. This cell is in a Routeing Area that is not yet registered with the network.

2a.
The UE sends a Routeing Area Update Request (old RAI, old P-TMSI, UE Network Capability) message to the new SGSN. In the information element old RAI the UE indicates the GUMMEI the UE registered with the network. In the information element old P-TMSI, the UE indicates the M-TMSI that is allocated to the UE.(This is FFS pending conclusion on the mapping of MMEC to the P-TMSI field and mapping of part of the M-TMSI to the P-TMSI signature field).
Editor's note:
It is FFS whether, for O+M purposes, the Release 8 RAU Request should be extended to carry the last visited TAI.
Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.
2b.
The BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new SGSN.

3.
The new SGSN uses the old GUMMEI received from the UE to derive the old MME address, and sends a Context Request (old GUTI, New SGSN Address) message to the old MME to get the context for the UE. If the UE is not known in the old MME, the old MME responds with an appropriate error cause. If the new SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

3b.
If the UE was in ECM-CONNECTED state, the source MME sends a Context Request message to the source eNodeB.  The source eNodeB begins buffering downlink packets for forwarding rather than transmitting them to the UE.

3c.
The source eNodeB sends a Context Response message to the source MME. Data forwarding is optional.

Editor's note:
It is FFS if data forwarding needs to be avoided for this procedure.

4.
The old MME responds with one Context Response (MME Context) message. The PDP contexts, PDN GW Address and Serving GW Address are part of the context. The old MME maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a PDP context as defined in Annex E. The PDP Contexts shall be sent in a prioritized order, i.e. the most important PDP Context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the PDP context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.

The new SGSN shall ignore the UE Network Capability contained in MME Context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Request.

The new SGSN establishes the PDP context(s) in the indicated order. The SGSN deactivates the PDP contexts which cannot be established.
5.
Security functions may be executed. Procedures are defined in the clause "Security Function".
6.
The new SGSN sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a RAU procedure back to the old MME before completing the ongoing RAU procedure.

If the security functions do not authenticate the UE correctly, then the RAU is rejected, and the SGSN sends a reject indication to the MME. The MME shall continue as if the Identification and Context Request was never received.

If packets are to be forwarded, the MME sends a Data Forwarding Command message to trigger the eNodeB to begin data forwarding. Forwarding occurs if applicable.

Editor's note:
It is FFS if data forwarding needs to be avoided for this procedure.

7.
The SGSN determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The SGSN may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".

If the SGSN selected a new Serving GW, it sends a Create Bearer Request (IMSI, bearer contexts, SGSN Context ID, RAT Type, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts..


If the old Serving GW continues to serve the UE, the new SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type) message to the Serving GW.

8.
If the SGSN selected a new Serving GW, the new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW TEID) to the PDN GW concerned.

If the old Serving GW continues to serve the old Serving GW informs the PDN GW(s) about the change of the RAT type. The Serving GW sends an Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) message to the PDN GW(s) concerned.

If PCC infrastructure is used, the PDN GW informs the PCRF about the change of, for example, the RAT type.

9.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF. 

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.
10.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

11.
If the SGSN selected a new Serving GW in step 7), the new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from RNC. The new Serving GW returns an Create Bearer Response (Serving GW address and TEID, PDN GW Address and TEID, etc) message to the SGSN.


If the old Serving GW continues to serve the UE in step 7), t Serving GW updates its context and returns an Update Bearer Response (Serving GW address and TEID, PDN GE address and TEID, etc.) message to the SGSN.

12.
The new SGSN informs the HSS of the change of SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

13.
If the timer started in step 3 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another RAU procedure before completing the ongoing RAU procedure to the new SGSN. The HSS sends a Cancel Location (IMSI) message to the old MME. The old MME acknowledges with a Cancel Location Ack (IMSI) message.


If the old MME has an S1-MME association for the UE, the source MME sends a S1-U Release Command to the source eNodeB. It is FFS what triggers the sending of this message. The RRC connection is released by the source eNodeB. The source eNodeB confirms the release of the RRC connection and of the S1-U connection by sending a S1-U Release Complete message to the source MME.
14
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HSS. If all checks are successful, the SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.
15.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new SGSN. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause.
16.
When the old SGSN removes the MM context in step 13), the old MME deletes the EPS bearer resources anytime by sending Delete Bearer Request (TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers.

17.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
18.
The new SGSN validates the UE's presence in the new RA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the RA, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause sent in the RAU Reject message to the UE.


If all checks are successful, the new SGSN constructs contexts for the UE. The new SGSN responds to the UE with a Routeing Area Update Accept (P-TMSI, P-TMSI Signature, etc.) message.

19.
If the P-TMSI was included in the RAU Accept message.the UE acknowledges the new P-TMSI by returning a Routeing Area Update Complete message to the SGSN.

5.3.4
Service Request procedures

5.3.4.1
UE triggered Service Request
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Figure 5.3.4.1-1: UE triggered Service Request procedure

1.
The UE sends NAS message Service Request (S-TMSI, Service Type) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in TS 36.300 [5].

3.
NAS authentication procedures may be performed.

4.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in TS 36.300 [5].

When the Service Request is the response of paging for the network initiated signalling e.g. to perform the MME/HSS-initiated detach procedure for the UE in ECM-IDLE state, the MME sets up only a signalling connection and does not establish the radio and S1 bearers for the user plane, i.e. the steps 4 to 9 are omitted. In this case, the S1 signalling connection is established through the network initiated NAS signalling, e.g. MME/HSS-initiated detach procedure.
5.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in TS 36.300 [5]. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up.
6.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4.

7.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in TS 36.300 [5].

8.
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL), Delay Downlink Packet Notification Request) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. The usage of the Delay Downlink Packet Notification Request Information Element is specified in clause 5.3.4.2 below.
9.
The Serving GW sends an Update Bearer Response to the MME.

5.3.4.2
Handling of abnormal conditions in UE triggered Service Request
Editor's note: 
If /when suitable CT4 specifications are available, many of the details included below can be moved into it. However, as the details impact the interoperation between MME and S-GW they are currently included in this TS 23.401 (needed to ensure that the procedure is "stable"; avoids RAN impacts and that the negative impacts of shortening the DRX interval on UE battery life are avoided).

Under certain conditions, the current UE triggered Service Request procedure can cause unnecessary Downlink Packet Notification messages which increase the load of the MME.
This can occur when uplink data sent in step 6 causes a response on the downlink which arrives at the Serving GW before the Update Bearer Request message, step 8. This data cannot be forwarded from the Serving GW to the eNodeB and hence it triggers a Downlink Data Notification message.

If the MME receives a Downlink Data Notification after step 2 and before step 9, the MME shall not send S1 interface paging messages. However, across all the UEs on that MME, the MME shall monitor the rate at which these events occur. If the rate becomes significant (as configured by the operator) and the MME's load exceeds an operator configured value, the MME shall indicate "Delay Downlink Packet Notification Request" with parameter D to the Serving Gateway, where D is the requested delay given as an integer multiple of [50 ms (FFS)], or zero. The Serving GW then uses this delay in between receiving downlink data and sending the Downlink Data Notification message.

Editor's note:
The determination of the "rate that is significant" is FFS.

NOTE 1: 
A low rate of reception of Downlink Data Notifications between steps 2 and 9 should be considered a normal circumstance, e.g. due to the chance that a UE Terminating call/session is initiated at roughly the same time as the UE triggered Service Request procedure.

NOTE 2:
It is recommended that this rate is determined over [60 (FFS)] second periods.

The MME shall use the step 8, Update Bearer Request of the UE initiated Service Request procedure to indicate "Delay Downlink Packet Notification Request" to the Serving GW.

To determine the amount of delay requested by a given MME, the Serving GW either uses the last Update Bearer Request message which is part of a Service Request procedure, or, just uses one of the Service Request procedure's Update Bearer Request messages received within the preceding [30 (FFS)] seconds. The latter mode of operation shall be taken into account when implementing the MME.

The MME is responsible for setting the value of D. The exact algorithm for setting the value is implementation dependent, two examples are given below to serve as a guideline:

EXAMPLE 1:
The MME adaptively increases the value of D when the rate of unnecessary Downlink Data Notifications is too high; and correspondingly it decreases the value when the rate is not too high.

EXAMPLE 2:
When unnecessary Downlink Data Notifications arrive, the MME measures the average time from the reception of the unnecessary Downlink Data Notification to the reception of the Update Bearer Response from the Serving GW in the same UE triggered Service Request Procedure. The value of D is calculated from this average, by adding a safety margin.
Normally, upon receipt of a downlink data packet for which there is no DL-TEID of the S1 user plane tunnel, the S-GW shall send the Downlink Data Notification message to the MME without delay.

If the S-GW determines from the last Update Bearer Request message which is part of a Service Request procedure that a given MME request delaying of the Downlink Packet Notification by a delay of D, it shall (only for UEs of that MME) buffer the Downlink Data for a period D. If the DL-TEID and eNodeB address for the UE is received before the expiry of the timer, the timer shall be cancelled and the Network triggered Service Request procedure is finished without sending the Downlink Data Notification message to the MME, i.e. DL data are sent to the UE. Otherwise the Downlink Data Notification message is sent to the MME when the timer expires.
5.3.4.3
Network Triggered Service Request
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Figure 5.3.4.3-1: Network triggered Service Request procedure

If the MME needs to signal with the UE that is in ECM-IDLE state, e.g. to perform the MME/HSS-initiated detach procedure for the ECM-IDLE mode UE or receive control signalling (e.g. Create Dedicated Bearer Request or Modify Dedicated Bearer Request), the MME starts network triggered service request procedure from step 3.
1.
The Serving GW receives a downlink data packet for a UE in ECM-IDLE state. When the Serving GW does not have the DL-TEID and eNodeB address of the S1 user plane tunnel for this packet, it buffers the downlink data packet. and identifies which MME is serving that UE. If that MME has requested the S-GW to delay sending the Downlink Data Notification (see clause 5.3.4.2 on "Handling of abnormal conditions in UE triggered Service Request"), the Serving GW buffers the downlink data and waits until the timer expires before continuing with step 2. If the DL-TEID and eNodeB address for that UE is received before the expiry of the timer, the timer shall be cancelled and the Network triggered Service Request procedure is finished without executing the steps below, i.e. DL data are sent to the UE.


If the Serving GW receives additional downlink data packets for this UE before the expiry of the timer, the Serving GW does not restart this timer.
2.
The Serving GW sends a Downlink Data Notification message to the MME.


If the Serving GW receives additional downlink data packets for this UE, the Serving GW buffers these downlink data packets and the Serving GW does not send a new Downlink Data Notification to the MME.

3.
The MME sends a Paging message (NAS Paging ID, TAI(s), Paging DRX ID) to each eNodeB belonging to the tracking area(s) in which the UE is registered. The step is described in detail in TS 36.300 [5]. Steps 3-4 are omitted if the MME already has a signalling connection over S1-MME towards the UE.

4.
The UE is paged by the eNodeBs. The step is described in detail in TS 36.300 [5].

5.
The UE initiates the UE triggered Service Request procedure, which is specified in clause 5.3.4.1.

5.3.5
S1 release procedure

This procedure is used for the release of all S1 bearers for a UE, including all S1-U bearers and the S1-MME signaling connection for the UE. This procedure results in the UE state in MME being set to ECM-IDLE and all UE related context information is deleted in the eNodeB.

The initiation of S1 Release procedure is either:

-
eNodeB-initiated with cause e.g. O&M Intervention, Unspecified Failure, User Inactivity, Repeated RRC signalling Integrity Check Failure, Release due to UE generated signalling connection release, etc.; or

-
MME-initiated with cause e.g. authentication failure, detach, etc.

Both eNodeB-initiated and MME-initiated S1 release procedures are shown in Figure 5.3.5-1.
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Figure 5.3.5-1: S1 Release Procedure

1.
If the eNodeB detects a need to release the UE's signalling connection and all radio bearers for the UE, the eNodeB sends an S1 Release Request (Cause) message to the MME. Cause indicates the reason for the release (e.g. O&M intervention, unspecified failure, user inactivity, repeated integrity checking failure, or release due to UE generated signalling connection release).
NOTE:
Step 1 is only performed when the eNodeB-initiated S1 release procedure is considered. Step 1 is not performed and the procedure starts with Step 2 when the MME-initiated S1 release procedure is considered.

2.
The MME sends an Update Bearer Request message to the S-GW that requests the release of all S1-U bearers for the UE. This message is triggered either by an S1 Release Request message from the eNodeB, or by another MME event.

3.
The S-GW releases all eNodeB related information (address and TEIDs) for the UE, sets the UE's ECM status to ECM-IDLE and responds with an Update Bearer Response message to the MME. Other elements of the UE's S-GW context are not affected. The S-GW retains the S1-U configuration that the S-GW allocated for the UE's bearers. The S-GW starts buffering downlink packets received for the UE and initiating the "Network Triggered Service Request" procedure, described in sub-clause 5.3.4.3, if downlink packets arrive for the UE.

4.
The MME releases S1 by sending the S1 Release Command (Cause) message to the eNodeB.

5.
If the RRC connection is not already released, the eNodeB sends a Release RRC Connection message to the UE.

6.
The UE returns a Release RRC Connection Acknowledge message to the eNodeB. In the situation that the RRC connection has not yet been successfully released, the eNodeB shall keep sufficient UE context information to complete the RRC connection release with the UE. When the RRC connection is released successfully, the eNodeB deletes the UE's context.

7.
This step shall be performed promptly after step 4, e.g. it shall not be delayed in situations where the eNodeB does not receive a Release RRC Connection Acknowledge from the UE.


The eNodeB confirms the S1 Release by returning an S1 Release Complete message to the MME. With this, the signalling connection between the MME and the eNodeB for that UE is released.


The MME deletes any eNodeB related information (address and TEIDs) from the UE's MME context, but, retains the rest of the UE's MME context including the S-GW's S1-U configuration information (address and TEIDs). All EPS bearers established for the UE are preserved in the MME and in the Serving GW.


If the cause of S1 release is different from User inactivity, the MME shall trigger the MME Initiated Dedicated Bearer Deactivation procedure (sub-clause 5.4.4.2) for the GBR bearer(s) of the UE after the S1 Release procedure is completed.

Editor's note:
FFS: Other causes of S1 release (in addition to user inactivity) that should lead to the preservation of the GBR bearer(s).

5.3.6
ME identity check procedure

Editor's note:
The term Mobile Equipment Identity is used in this text so as to indicate that the EPC should support multiple equipment identity formats (e.g. those from 3GPP2, WiMAX, etc) as well as the IMEISV

Editor's note:
The development of a Global EIR concept might require refinement of these procedures.

The Mobile Equipment Identity Check Procedure permits the operator(s) of the MME and/or the HSS and/or the PDN-GW to check the Mobile Equipment's identity (e.g. to check that has not been stolen, or, to verify that it does not have faults).

For roaming situations, in order to permit the HPLMN operator to check the ME Identity, the VPLMN shall obtain the ME identity at [Power- on (FFS)] Initial Attach, and, at Tracking Area Update from UTRAN/GERAN if the old SGSN [is pre-Release 8 (FFS) and] does not provide the ME Identity. In order to minimise signalling delays during these procedures, the MME should obtain the ME Identity during the EPC Authentication and Ciphering procedure. (FFS)

At [Power-on (FFS)] Initial Attach, the MME includes the ME Identity in the Update Location message to the HSS.
The ME Identity can be checked by the MME passing it to an Equipment Identity Register (EIR) and then the MME analysing the response from the EIR in order to determine its subsequent actions (e.g. sending an Attach Reject if the EIR indicates that the Mobile Equipment is stolen).

NOTE:
It is FFS whether the mechanisms by which the HSS and/or PDN-GW check the ME Identity are to be standardised in this release of the 3GPP specifications.

5.3.7
GUTI Reallocation procedure

The MME may initiate the GUTI Reallocation procedure to reallocate the GUTI and/or TAI list at any time when a signalling association is established between UE and MME. The GUTI Reallocation procedure allocates a new GUTI and/or a new TAI list to the UE. The GUTI and/or the TAI list may also be reallocated by the Attach or the Tracking Area Update procedures.

The GUTI Reallocation procedure is illustrated in Figure 5.3.7-1.
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Figure 5.3.7-1: GUTI Reallocation Procedure

1.
The MME sends GUTI Reallocation Command (GUTI, TAI list) to the UE.

2.
The UE returns GUTI Reallocation Complete message to the MME.

5.3.8
Detach procedure

5.3.8.1
General

The Detach procedure allows:

-
the UE to inform the network that it does not want to access the EPS any longer, and

-
the network to inform the UE that it does not have access to the EPS any longer.

The UE is detached either explicitly or implicitly:

-
Explicit detach: The network or the UE explicitly requests detach and signal with each other.

-
Implicit detach: The network detaches the UE, without notifying the UE. This is typically the case when the network presumes that it is not able to communicate with the UE, e.g. due to radio conditions.

Three detach procedures are provided when the UE accesses the EPS through E-UTRAN. The first detach procedure is UE-initiated detach procedure and other detach procedures are network-initiated detach procedure:

-
UE-Initiated Detach Procedure;

-
MME-Initiated Detach Procedure;

-
HSS-Initiated Detach Procedure.

Editor's note:
It is FFS whether a PDN GW or Serving GW may also initiate a Detach procedure.

Editor's Note:
These procedures should cover the case that detach is required because the UE is attached to a non-3GPP RAT, these procedures need to be updated according to later conclusions.

5.3.8.2
UE-initiated Detach procedure

The Detach procedure when initiated by the UE is illustrated in Figure 5.3.8.2-1.
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Figure 5.3.8.2-1: UE-Initiated Detach Procedure

NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 3, 4 and 5 concern GTP based S5/S8
1.
The UE sends NAS message Detach Request (GUTI, Switch Off) to the MME. Switch Off indicates whether detach is due to a switch off situation or not.

2.
The active EPS Bearers in the Serving GW regarding this particular UE are deactivated by the MME sending Delete Bearer Request (TEID) to the Serving GW.

3.
The Serving GW sends Delete Bearer Request (TEID) to the PDN GW.

4.
The PDN GW acknowledges with Delete Bearer Response (TEID).

5.
The PDN GW may interact with the PCRF to indicate to the PCRF that EPS Bearer is released if PCRF is applied in the network.

6.
The Serving GW acknowledges with Delete Bearer Response (TEID).

7.
If Switch Off indicates that detach is not due to a switch off situation, the MME sends a Detach Accept to the UE.

8.
The MME releases the S1-MME signalling connection for the UE by sending S1 Release Command to the eNodeB with Cause = Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.

5.3.8.3
MME-initiated Detach procedure

The MME-Initiated Detach procedure when initiated by the MME is illustrated in Figure 5.3.8.3-1.
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Figure 5.3.8.3-1: MME-Initiated Detach Procedure

NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 3, 4 and 5 concern GTP based S5/S8
1.
The MME initiated detach procedure is either explicit or implicit. The MME may implicitly detach a UE, if it has not had communication with UE for a long period of time. The MME does not send the Detach Request (Detach Type) message to the UE in case of implicit detach. The MME may explicitly detach the UE by sending a Detach Request message to the UE. The Detach Type may be set to re-attach in which case the UE should re-attach at the end of the detach process.

2.
Any EPS Bearers in the Serving GW regarding this particular UE are deactivated by the MME sending Delete Bearer Request (TEID) message to the Serving GW.

3.
The Serving GW sends a Delete Bearer Request (TEID) message to the PDN GW.

4.
The PDN GW acknowledges with Delete Bearer Response (TEID) message.

5.
The PDN GW may interact with the PCRF to indicate to the PCRF that the EPS Bearer(s) are released if a PCRF is configured.

6.
The Serving GW acknowledges with Delete Bearer Response (TEID) message.

7.
If the UE receives the Detach Request message from the MME in the step 1, the UE sends a Detach Accept message to the MME any time after step 1.

8.
After receiving the Detach Accept message, if Detach Type did not request the UE to make a new attach, the MME releases the S1-MME signalling connection for the UE by sending an S1 Release Command (Cause) message to the eNodeB with Cause set to Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.

5.3.8.4
HSS-initiated Detach procedure

The HSS-Initiated Detach procedure is initiated by the HSS. The HSS uses this procedure for operator-determined purposes to request the removal of a subscriber's MM and EPS bearer at the MME.

It is FFS, if the HSS initiates a detach procedure to update the subscriber's MM context at the MME and to delete the EPS bearer because that the UE's accessing RAT is changed from 3GPP to Non-3GPP.
The HSS-Initiated Detach Procedure is illustrated in Figure 5.3.8.4-1.

[image: image28.emf] 

(A)  

UE   eNodeB   MME   Serving GW   PDN GW   PCRF   HSS  

2. Detach  Request  

3. Delete Bearer Request  

4. Delete Bearer Request   

5. Delete Bearer Response  

7. Delete Bearer Response  

8. Detach Accept  

6. PCRF Interaction  

10. Signalling Connection Release  

1. Cancel Location  

9. Cancel Location Ack  


Figure 5.3.8.4-1: HSS-Initiated Detach Procedure

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 4, 5 and 6 concern GTP based S5/S8.

1.
If the HSS wants to request the immediate deletion of a subscriber's MM contexts and EPS Bearers, the HSS shall send a Cancel Location (IMSI, Cancellation Type) message to the MME with Cancellation Type set to Subscription Withdrawn.

It is FFS whether the Cancellation type can be set to "implicit detach because of UE's accessing RAT changed from 3GPP to Non-3GPP".
2.
If Cancellation Type is Subscription Withdrawn, the MME informs the UE, that it has been detached, by sending Detach Request message to the UE.

3.
The EPS Bearers in the Serving GW regarding this particular UE are deactivated by the MME sending a Delete Bearer Request (TEID) message to the Serving GW.

4.
The Serving GW sends Delete Bearer Request (TEID) message to the PDN GW.

5.
The PDN GW acknowledges with Delete Bearer Response (TEID) message.


It is FFS, If the Cancellation type is set to "implicit detach because of UE's accessing RAT changed from 3GPP to Non-3GPP", after the PDN deletes the EPS Bearer, the PDN GW should not release the UE's PDP address of the Bearer. If the Cancellation type is set to "Subscription Withdrawn", after the PDN deletes the EPS Bearer, the PDN GW should release the UE's PDP address of the Bearer and assign the PDP address to other UE.
6.
The PDN GW may interact with the PCRF to indicate to the PCRF that the EPS bearer is released if a PCRF is configured.

7.
The Serving GW acknowledges with Delete Bearer Response (TEID) message.

8.
If the UE receives the Detach Request message from the MME, the UE sends a Detach Accept message to the MME any time after step 2.

9.
The MME confirms the deletion of the MM contexts and the EPS Bearer(s) with a Cancel Location Ack (IMSI) message.

10.
After receiving the Detach Accept message, the MME releases the S1-MME signalling connection for the UE by sending S1 Release Command (Cause) message to the eNodeB with Cause set to Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.

NOTE 2:
Steps 2,8,10 are only for the Cancellation type is set to Subscription Withdrawn.

5.3.9
HSS User Profile management function procedure

5.3.9.1
General
The HSS user profile management function allows the HSS to update the HSS user profile stored in the MME. Whenever the HSS user profile is changed for a user in the HSS, and the changes affect the HSS user profile stored in the MME, the MME shall be informed about these changes by the means of the following procedure:

-
Insert HSS User Profile procedure, used to add or modify the HSS user profile in the MME.
5.3.9.2
Insert Subscriber Data procedure
The Insert Subscriber Data procedure is illustrated in Figure 5.3.9.2-1.
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Figure 5.3.9.2-1: Subscriber Data procedure

1.
The HSS sends an Insert Subscriber Data (IMSI, Subscription Data) message to the MME.

2.
The MME updates the stored Subscription Data and acknowledges the Insert Subscriber Datamessage by returning an Insert Subscriber DataAck (IMSI) message to the HSS. The update result should be contained in the Ack message. The MME compares the PDN subscription contexts contained in the Subscription Datareceived from the HSS with the PDN subscription contexts the MME stores and the MME performs following action:
-
For received PDN subscription contexts that have no related active EPS bearer in the MME, no further action is required except storage in the MME.

-
For received PDN subscription contexts with a related active EPS bearer, the MME shall in addition compare the received updated PDN subscription context with the existing data for that EPS bearer and take actions accordingly, e.g. an EPS bearer modification procedure might be triggered if QoS subscribed has changed, MME initiated bearer deactivation could be triggered if VPLMN address is not allowed.

If other Subscription Data are changed compared to the Subscription Data stored by the MME before receiving the Insert Subscriber Data the MME initiates appropriate action, e.g. if roaming restrictions are modified the MME initiated detach could be triggered.

It is FFS whether a specific HSS User Profile Delete procedure is needed similar to "Delete User Profile" procedure in TS 23.060 [7]. If such a procedure is needed, then the HSS should send the IMSI as well as the PDN subscription context identifiers list so that the MME may trigger the corresponding EPS bearer deactivation procedure. This procedure may be needed when HSS replaces unsupported services in an MME and as a consequence the MME deactivates affected active EPS bearers.

5.3.9.3
Purge function

The Purge function allows an MME to inform the HSS that it has deleted the subscription data and MM context of a detached MS. The MME may, as an implementation option, delete the subscription data and MM context of an UE immediately after the implicit or explicit detach of the UE. Alternatively the MME may keep for some time the subscription data and the MM context of the detached UE, so that the data can be reused at a later attach without accessing the HSS.
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Figure 5.3.9.3-1: Purge Procedure

1.
After deleting the Subscription data and MM contexts of a detached UE, the MME sends Purge UE (IMSI) message to the HSS.

      2.
The HSS sets the UE Purged for E-UTRAN flag and acknowledges with a Purge UE Ack message.
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